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CONVENTIONS USED IN THIS MANUAL

NOTATION

COMMAND

KEYWORDS
parameter
parameter

[]

{13

user input

. .C
superscript

—
<<COMMENT>>

XX Comment XX

DESCRIPTION

Commands are shown in CAPITAL | ETTERS. The names must con-
tain no blanks and be delimited by a nonalphabetic character
(usually a blank).

Literal keywords, which are entered optionally but exactly as
specified, appear in CAPITAL LETTERS.

Required parameters, for which you must substitute a value, ap-
pear in bold italies.

Optional parameters, for which you may substitute a value, appear

in standard italics.

An element inside brackets is optional. Several elements stacked in-
side a pair of brackets means the user may select any one or none of
these elements.
Example: [[ g ?I user may select A or B or neither.

When brackets are nested, parameters in inner brackets can only be
specified if parameters in outer brackets or comma place-holders
are specified.

Example: [parmll . parm2!,parm311] may be entered as:

parml ,parm2,parm3  or
parml, ,parm3 or
ssparm3 | etc.

When several elements are stacked within braces the user nmist
select one of these elements.
Example: { A}

user must select A or B.
{ B}

An ellipsis indicates that a previous bracketed element may be
repeated, or that elements have been omitted.

In examples of interactive dialog, user input is underlined.
Example: NEW NAME? ALPHA1

Control characters are indicated by a superscriptc. Example: v
(Press Y and the CNTL key simultaneously.)

() indicates a terminal key. The legend appears inside.
Programmer’s comments in listings appear within << >> .

Editor’s comments appear in this form.
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PREFACE

This manual is intended for HP 3000 System Managers, Account Managers, System Supervisors, and
System Operators. Although not a tutorial, the System Operation and Resource Management
Reference Manual does explain basic tasks and procedures. The reader should, however, be familiar
with the operation of the HP 3000, and understand the relationship between hardware and software.

Hardware-related information found in this edition of the System Operation and Resource
Management Reference Manual encompasses each of the following models of the HP 3000 computer:
the Series 37, the Series 39/40/42, the Series 44/48/58, and the Series 64/68. For information re-
lated to the Series II, III, and Series 30/33, refer to a different version of the System Operation and
Resource Management Reference Manual, part number 32002-90016.

This manual contains eleven sections, an appendix, and a glossary:
Section I OVERVIEW. Introduces the HP 3000 computer system and MPE.

Section II INTRODUCTION. Explains MPE’s Command Interpreter, system prompts and
messages, batch and interactive processing, and command usage.

Section III COMMAND DEFINITIONS.

NOTE

All MPE commands previously found in this section have been
removed to the MPE V Commands Reference Manual
(32033-90006).

Section IV THE SYSTEM OPERATOR. Explains the System Operator tasks and MPE com-
mands that are used to perform the tasks.

Section V THE SYSTEM SUPERVISOR. Discusses the role of the System Supervisor, includ-
ing system modification and performance tuning.

Section VI THE SYSTEM MANAGER. Discusses the role of the System Manager, including
account creation and resource allocation.

Section VII SYSTEM CONFIGURATION/STARTUP. Describes how to run the SYSDUMP
and INITIAL Programs by explaining each step of their respective dialogs. Also
describes the uses of these programs. The end of this section contains tabular in-
formation on configuring peripherals, suggestions for setting parameter values, and
a quick reference table.

NOTE

Information describing the basic framework of the SYSDUMP
Program is now inciuded ai the beginning of Section Vii. The
program is described in terms of the subprograms it contains:
I/0 Configuration Changes, System Table Changes, etc. These
subprograms are, in turn, represented as headings for easy
reference.
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Section VIII SPECIAL CONSIDERATIONS FOR PERIPHERAL DEVICES. Presents issues
which must be considered when using certain peripheral devices.

Section IX MPE MESSAGE SYSTEM. Documents system failure messages, MPE error mes-
sages, and cold load error messages; explains the MAKECAT Program.

Section X SUBSYSTEMS AND UTILITIES. Explains the use of Private Volumes, Serial and
Foreign discs, the Software Dump Facility, and the Diagnostic Utility System.

Section XI SYSTEM CONTROLS AND SPECIAL FUNCTIONS. Describes system controls for
the HP 3000.

Appendix A QUICK REFERENCE GUIDE. Describes frequently used procedures in a simple,

easy-to-follow format.
Glossary A glossary of technical terms.

The System Operation and Resource Management Reference Manual has been extensively indexed to
assist you in finding information. Primary index entries indicate the most thorough treatment of a
topic, while secondary entries provide further discussion, and lead you to other related topics.

This update of the System Operation and Resource Management Reference Manual includes many of
the suggestions made by users, and reflects the ongoing development of the HP 3000 product line. It
describes the E/F.00.00, G.00.00, G.01.00 and G.02.00 releases of MPE V. Throughout the
manual, the majority of technical data applies to these releases of the operating system. A feature
that does not apply to all releases is clearly noted, usually by listing the release number(s), e.g.
G.01.00.

The System Operation and Resource Management Reference Manual was produced entirely on line,
using Hewlett-Packard’s software and hardware productivity tools. The text was written and format-
ted with the help of Text and Document Processor/3000 (TDP/3000), and printed on the HP 2680
Laser Page printer. The illustrations were created using HPDRAW and incorporated into the manual
with TDP/3000 commands specifically designed to conveniently merge text with graphics.

Automating the production of technical manuals benefits you in two ways. First, the technical ac-
curacy and clarity of the manual is improved since Hewlett-Packard retains complete control over its
content and appearance. Second, since the information is on line, we can respond to your suggestions
for improvement in a more timely manner. We encourage you to use the Reader Comment Sheets at
the back of the manual to provide us with feedback, and we welcome your suggestions.

As you use the System Operation and Resource Management manual, you may wish to consult the fol-
lowing additional sources:

e HP 3000 Computer Systems General Information Manual (5953-7553).

MPE V Intrinsics Reference Manual (32033-90007)

MPE V Commands Reference Manual (32033-90006)

MPE V Utilities Reference Manual (32033-90008)

Using Files (30000-90102)
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OVERVIEW
I

This section introduces you to the HP 3000 computer systems, hardware and software, including the
Multi-Programming Executive (MPE) operating system. It also directs you to the other sections of
the manual which cover specific areas of interest in greater detail.

An HP 3000 computer system begins with hardware, the actual physical components of the computer.
Generally, HP 3000 hardware includes a system processor unit (SPU), mass storage, and various
peripheral devices. Each system will have different elements, depending on the applications, but will
include such advanced design characteristics as stack architecture, variable length code segmentation,
hardware-assisted virtual memory user protection, and dynamic storage allocation. For more specific
information on system hardware, refer to the HP 3000 Computer Systems General Information
Manual (5953-7553).

The Fundamental Operating Software (FOS) includes MPE, which is the fundamental heart of the HP
3000, plus utility programs, and data base management and data entry subsystems.

MPE OPERATING SYSTEM

The Multi-Programming Executive operating system (MPE) is the disc-based software system that su-
pervises the processing of all programs which run on the HP 3000. MPE dynamically allocates system
resources such as main memory, the central processor, and peripheral devices to each process as
needed. MPE also coordinates all user interaction with the system and provides an easy-to-use com-
mand interface. In addition, MPE automatically maintains records of all resources used at the ac-
count, group, and user levels.

Through mulitiprogramming, MPE can execute many different jobs and sessions at the same time.
The number of jobs or sessions that can be processed concurrently depends on such factors as the
hardware and software configurations, limits defined by the System Operator, and the applications
involved. Each user interacts with the computer as if it were a private machine; it isn’t necessary to
even be aware of others using the machine, since MPE permits system resources to be shared by mul-
tiple users, each of whom interfaces with the system independently.

MPE is equipped with many different utilities, subsystems, and programs to help each user to do his
or her job quickly, efficiently, and conveniently. For more information on how an individual user
interacts with MPE, refer to Section II.

COMMAND INTERFACE

The command or "user interface" portion of the operating system provides the means for users to
communicate with MPE, This user interface consists of five subsets, o
to each command is primarily determined by the capabilities assigned to the user. For example,
“System Manager" commands require SM capability, while user commands require no special

capability; any user may execute them.
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e Operator commands — They are executed at the standard MPE colon prompt (: ), but only from
the device configured as the system console. These commands are executed by the System
Operator, i.e. the user identified to the system as OPERATOR.SYS, to perform specific Operator
tasks. The Operator may, however, choose to distribute Operator commands to standard MPE
users. Section IV of this manual discusses Operator commands.

¢ Console commands — subset of commands which the Operator executes at the console, but only at
the "= " prompt. This prompt is made by pressing ﬁc. No terminal other than the console
generates this prompt, and hence commands requiring the "= " prompt are referred to as "Console
commands", even though they are normally executed by the Operator. Section IV of this manual
discusses Console commands.

e System Supervisor commands — These require System Supervisor capability, identified by the
mnemonic "OP". These commands allow you to have day-to-day external control of the system,
manage scheduling of resources, alter configuration, make partial or complete backup copies of
your software, maintain logging facilities, and display various items of system information. For
more information on the function of the System Supervisor and the OP capability, refer to Section
V.

e System Manager commands — Use of these commands is restricted to users who have been assigned
System Manager capability (identified by the mnemonic "SM"). The SM capability grants the
user the ability to manage the overall system and the accounts within it. Users with the SM
capability can protect the system and its other users by limiting access to special system
capabilities only to those who fully understand their correct use. For detailed information on the
function of the System Manager and the SM capability, refer to Section VI.

e User commands — These are commands available to almost any user in the MPE operating system.

For a complete description of the syntax and operation of MPE commands, refer to the MPE V
Commands Reference Manual (32033-90006).

ACCOUNT STRUCTURE

MPE provides a compiete account structure and automatic resource accounting. This allows the
System Manager, through the Command Interpreter, to set up a hierarchical accounting structure on
the system in a style similar to a company organization chart. "Account/Group/User Organization"
in Section VI offers some examples of this structure, as well as a detailed explanation.

When you log on to MPE, three basic elements must be defined: an identifiable unit to which system
resources are allocated and charged (account), a local set of disc files which you may access (group),
and a name (user name) which identifies you to the system as having access to the account and group.

The account is the major "billable unit" in MPE. Associated with each account are the following
three items: one, a unique file domain; two, a set of users who can access MPE through this account;
and three, a set of groups which partition the account’s accumulated resources and divide its file
domain into private sub-domains.
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Just as the overall system has a manager (the user with SM capability who manages the system’s
resources), each account has a specific user who manages the resources of the account. This user has
the Account Manager capability (identified by the mnemonic "AM"). The first Account Manager for
each account is designated by the System Manager when the account is created.

MPE automatically keeps track of system resources used by each account and group. This resource
usage information can be used for billing, accounting, or any other application which requires such
data. "Accounting Information" in Section VI covers the account structure in greater detail.

SYSTEM OPERATION

General operation of the system is primarily the responsibility of those users identified as the System
Manager, System Supervisor, and System Operator. Depending upon the installation, the associated
responsibilities may be distributed among several individuals, or may all be done by one person.

These functions of system operation and resource management are categorized, for clarity, in this
manual based on the capabilities they require. This does not imply that the tasks should be limited to
the positions indicated here. Rather, they should be delegated so as to ensure the most efficient
operation of your particular organization. In some installations, the System Operator may have to
perform any and all system functions, and will therefore have all the capabilities needed. In others,
certain functions may be restricted to the System Supervisor or System Manager user.

Once you are familiar with system organization and functions, you will be able to distribute the
responsibilities of system operation and resource management, based on the structure and needs of
your particular installation.

In general, the System Operator is responsible for routine, day-to-day system operation. The
Operator responds to system messages and keeps the system and peripheral devices functioning smooth-
ly and efficiently. More details on how specific operator functions are accomplished are available in
Section IV. The System Supervisor maintains the system logging and resource accounting facilities,
does system backup and configuration, can retrieve information, and change parameters relating to
the master scheduling queue. Section V covers these tasks in greater detail. The System Manager im-
plements and maintains the accounting structure, and appoints Account Managers to monitor account
usage. Section VI is devoted to a thorough discussion of the responsibilities of the System Manager.

System Startup and Modification

MPE is initially "brought up" on an HP 3000 by the Operator at the system console, through one of
five startup options: WARMSTART, COOLSTART, COLDSTART, UPDATE, or RELOAD.
Although the mechanics of system startup may vary with the different systems, the interactive dialog
between the System Operator and the MPE INITIAL Program is virtually the same for all systems.
(There are a few minor exceptions, which are detailed in Section VII.) This dialog permits the
Operator to change the configuration of the system, and/or to specify certain limits and defaults
which will apply to users. Section IV offers step-by-step instructions for system startup procedures.
The Quick-Reference Section (Appendix A) offers a simplified version of those instructions for use
only after the overall processes are clearly understood.
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System Backup and Recovery

System backup refers to copying the MPE operating system and optionally, user files, to a serial
storage device (i.e., magnetic tape, serial disc, etc.). The serial storage device is then available for
reloading the system in the event of lost data. System backups are done daily in most installations, but
this may vary according to usage and other installation-dependent factors. Section V offers step-by-
step instructions for backup and recovery procedures. The Quick~Reference Section (Appendix A) of -
fers a simplified version of those instructions for use only after the overall processes are clearly
understood.

Spooling

This MPE facility permits the concurrent usage of devices which would otherwise be non-sharable,
such as card readers, magnetic tape drives, and printers. This is accomplished by copying the input or
output from these devices to disc, where it waits to be processed until the required device is available.
The process is called spooling, from the acronym SPOOL, which stands for Simultaneous Peripheral
Operation On-Line. The spooling facility includes commands for monitoring and controlling the
spooling facility, a capability for recovering spooled device files (spool files) and jobs when restarting
the system (WARMSTART), and the ability to generate multiple spooled output. Refer to Section IV
for more details on Spooling.

System Logging

The MPE logging facility records details of system resource requests in a series of log files on disc, and
can be used to monitor system resource usage. The System Supervisor selects those systems and user
events that are to be recorded. Such events may include job and session initiation or termination,
program termination, file closing, file spooling completion, and system shutdown. Refer to Section V
for a discussion of System Logging.
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INTRODUCTION

To communicate with a computer, you should speak its language. The "language" for speaking with
the HP 3000 is the Multi-Programming Executive (MPE) operating system: a disc-based system that
supervises all processing and maintains the user interface.

In this section you’ll learn how to use MPE. You’'ll find that this operating system, with its powerful
and straightforward command language, is both versatile and easy to use.

COMMUNICATING WITH MPE

Using MPE, you can start, control, and end the processing of programs, and can ask for other system
functions. Generally, you use MPE commands for functions that are outside of the application
source-language programs which run on the system, although such functions can support these
programs. For example, with the proper capabilities, you would use commands from this manual to:

e Obtain accounting information about accounts and groups ( :REPORT command).

e Add or remove users from the system list of legitimate users (:NEWUSER and :PURGEUSER
commands).

e Copy the software operating system (MPE) onto either magnetic tape or disc for backup and
modification purposes ( : SYSDUMP command).

e Control timeslice and priorities for executing processes ( : TUNE command).

s Create, alter, or remove private-disc volume sets (:NEWVSET, :ALTVSET, and :PURGEVSET
commands).

Other commands and functions are available, as well. The MPE V Commands Reference Manual
(32033-90006) contains the complete specifications for all commands.

The Command Interpreter

With one exception, you may enter any commands to MPE through any standard input device. The
exception is the subset of MPE commands known as "Console Commands", which may only be issued
from the System Console. All other MPE commands, including the user commands, Operator com-
mands, System Supervisor commands, and System Manager commands, may be executed from devices
configured to accept jobs and sessions and/or data. Terminals are used to conduct sessions, while
either a terminal or tape drive is used to submit jobs. (Refer to the discussion of "BATCH ACCESS"
in this section for information about jobs.)

When a command is entered for execution by MPE, ii is firsi processed or “parsed” by the MFE
Command Interpreter. The Command Interpreter (or "CI") is part of the operating system, and ser-
ves three main functions. The CI determines if the command you entered is legitimate, and whether
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the syntax is correct. The CI also determines if you have the capabilities to execute the command. If
applicable, it passes the command on to an appropriate part of the operating system, where it is
executed.

The CI is the way you communicate with MPE. In an interactive session (a session from a terminal),

ot 4 1 {«) ¢ daae bawe
when MPE is ready to accept a command from you, it transmits a colon prompt, {: ) to your ter-

minal. In response to the colon prompt, you can enter a command, which is parsed by the CI, as
described above. After typing the command on your terminal, you must always press on the
terminal keyboard. This signals the system that you are ready to process your command.

If there is no colon prompt on your terminal, you can get the attention of the CI by pressing
on your keyboard. The CI responds by printing the colon prompt.

MPE includes a special subset of commands, known as "Console Commands", which may only be ex-
ecuted at the Console. These include =L0GON, =LOGOFF, and =SHUTDOWN. They are issued following
a "=" prompt, which is generated by simultaneously pressing the key and the A key on the
Console keyboard. This combination of characters, written A", only has meaning at the Console: no
other terminal will generate the " =" prompt.

Four additional Operator commands may also be executed at the "=" prompt, but should only be used
when the Console does not respond to the standard MPE (":") prompt. These are :ABORTIO,
:ABORTJOB, :RECALL, and :REPLY. More information about Console and Operator commands is
available in Section IV and the MPE V Commands Reference Manual (32033-90006).

System Prompts and Messages

The system communicates with you through prompts, reports, and messages that appear on the System
Console or your terminal. You communicate with the system by entering commands at the Console or
your keyboard, as previously described.

Console messages can request Operator action: for example, a request that a tape be mounted, or spe-
cial forms installed on the line printer. Operating messages can also provide records of current system
activity. They might report the status of an 1/0 device, data transfer errors, or some other abnormal
system condition.

Reports from the system reflect its state at any given time. They show the status of jobs or sessions,
devices, device files, and queues (priority assignments).

Certain MPE commands initiate a dialog with the user to simplify complex system processes. Such
dialogs are used to initialize, backup, shutdown, and restart the operating system.

Terminal Functions

Some terminal functions allow you to manipulate text. The following paragraphs describe these
capabilities.

DELéETING A CHARACTER To delete the previous character, either press the BACK SPACE key,
or H°. BACK SPACE and H® work in the following ways for all HP terminals (including the System
Console).
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CRT Terminals. CRT terminals backspace the cursor. The BACK SPACE key or the Hc cause the
cursor to move back one position at a time, leaving the cursor positioned over the character to be
replaced. Although backspacing the cursor does not erase this character from the screen, the charac-
ter is deleted from MPE’ internal system buffer.

Hardcopy Terminals. For terminals that have physical backspacing capability, the BACK SPACE
key and H® cause a physical backspace to occur. The terminal then emits a line feed, unless the
previous character was also a BACK SPACE or H®. The result is that the user resumes typing beneath
the first character to be replaced.

For hardcopy terminals withogt this capability, no backspacing takes place. Instead, these terminals
verify the BACK SPACE or H™ by typing a backslash (\).

DELETING A LINE. To delete the current line of a command prior to pressing (RETURN), press X,
The terminal verifies the cancellation by printing three exclamation marks (!!!) followed by a car-
riage return and line feed.

ECHOING AND NON-ECHOING TERMINAL OUTPUT. Normally, your terminal operates in
full-duplex mode. What you type on the terminal keyboard is "echoed" or printed on the screen or
hardcopy output. However, certain conditions or programs can set your terminal to half-duplex
mode, where input characters are not echoed. Also, for security reasons, you might occasionally
want to turn the echo off, and then back on. The following paragraphs describe how to perform both
functions.

Non-echoing Terminal Output. To place your terminal in half-duplex mode so commands entered
on the console keyboard are not echoed as terminal output, press the escape (ESC) key followed by the
semicolon (3) key.

Echoing Terminal Qutput. To change your terminal from half-duplex mode to full-duplex mode so
commands entered on the terminal keyboard are once again echoed as terminal output, press the es-
cape (ESC) key followed by the colon (:) key.

Interactive Access

In the interactive processing mode, users at remote or local terminals interact conversationally with
the computer. This is called a session. During a session, users are prompted for input. They simul-
taneously share the central processor, main memory, and discs, all of which are used for program
development, information retrieval, computer-assisted instruction (CAI), as well as other applica-
tions. Users can communicate with the System Operator, and vice versa, by way of messages between
terminals and the System Console.

LOGGING ON. To start a session, you must identify yourself to MPE in a process called "logging
on". To do so, enter the word HELLD when the colon prompt (":") appears at the left side of your
terminal’s screen. Follow the :HELLDO command with a space, then your user name, a period, and ac-
count name. If you are logging onto a group other than your home group, you must supply a comma,
then the group name following the account name. You also have the option of entering a session
name (before the user name, and separated from it by a comma) which will uniquely identify your
session.
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After you have entered this information, MPE may respond with the message "ENTER ACCOUNT
PASSWORD:", or prompt you for a group and user password as well. If it does, you are required to
supply the correct password(s) to successfully log on. You have three chances to enter the correct
password, otherwise you must re-issue the :HELLD command. Passwords are assigned to accounts by
the System Manager and to groups and users by the Account Manager. Check with one or both of

these ppnplp for the nrover pascuynrds
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The following steps comprise the logon procedure:

1. Press on the terminal keyboard and a colon (:) will appear at the left of your screen,
next to the cursor.

If a colon prompt doesn’t appear after pressing RETURN), check these items before calling your HP
service representative:

¢  Be sure your terminal is plugged into an AC outlet, and turned on.

¢ Be sure the keyboard cable, modem cable, and the cable connection from your terminal to
the computer are all secure.

e Be sure your terminal is not in Block mode, but in Remote mode.
s Be sure there is not a program already operating from your terminal.
e Check the System Console for a "system failure" message.
2. Enter your logon identification, consisting of :
e A colon (:) provided by MPE.
¢ The word HELLD, followed by a space.
e A session name (optional), followed by a comma (,).
* Your user name, followed by a period (.).
¢ Your account name, followed by a comma (,) if you are going to enter a group name.
¢ Your group name (optional).
A typical logon might look like this:
:HELLO OPERATOR.SYS,PUB
When you log on successfully, the computer responds with a standard logon message similar to this:

HP3000/MPE V G.00.00. (BASE G.02.00) MON, SEP 9, 1985, 9:59 AM

A brief welcome message may also appear (refer to the :WELCOME command in the MPE V Commands
Reference Manual (32033-90006). The colon below the message indicates that the computer is ready
for your next command.
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Incidentally, you must log on within a few minutes after pressing or the computer will not
respond. The exact time varies from system to system because logon recognition time is selected by the
System Supervisor when he or she configures the system. If you are disconnected, press again
and repeat the process of logging on.

LOGGING OFF., To end your session with the HP 3000, simply type the word BYE and press
[RETURN). The computer logs off, telling you how many seconds of CPU (Central Processing Unit) time
your session used, the number of minutes your session lasted (connect time), the date, and the time
your session ended, as shown in the following example:

:BYE

CPU=26. CONNECT=42. MON, SEP 9, 1985, 3:41 PM
Batch Access
Batch access allows you to submit a set of MPE commands to the computer as a single entity, called a
job. They can be submitted on any input device, although non-sharable spooled devices such as tape
drives or card readers are typically used. Because jobs contain predefined MPE commands, they
require minimal input from the user or Operator once they are running.
Programmers may create job files at their terminal, and then submit one or several jobs for concur-
rent processing with the :STREAM command. MPE selects the jobs according to their input priorities,
then sequentially executes their commands. Refer to the :STREAMand :JOBcommands in the MPE V
Commands Reference Manual (32033-90006) for more information.
The primary difference between interactive and batch processing is this: during a session, the

programmer maintains a dialog with system by controlling input and monitoring output. By contrast,
a batch job relies upon a predefined command stream.

INTRODUCTION TO COMMANDS

There are many commands available to you for communication with MPE. They are logically divided
into five major categories based on the different capabilities required to execute them.

e User commands, which do not require any special capabilities.

e Operator commands, which are executable only at the System Console unless the Operator specifi-
cally distributes them to other users.

¢ Console commands, which are only executable at the Console.

e System Supervisor commands require the user and account to have System Supervisor (OP)
capability.

e System Manager commands require the user and account to have System Manager (SM) capability.
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This manual is solely concerned with those commands that deal with system operation and resource
management. User commands are not discussed in detail here. Complete specifications and explana-
tions of user commands can be found in the MPE V Commands Reference Manual (32033-90006).

Command Elements

Each MPE command consists of :

¢ Required colon prompt, supplied by the system in a session.

¢ Required command name.

¢ Optional parameter list.

A typical command includes all of the above elements and appears as follows:
:DEALLOCATE PROGRAM,COBOL

The colon identifies a statement as an MPE command. In a session, MPE prints the colon on the ter-
minal whenever the system is ready to accept a command. You respond by entering the remainder of
the command after the colon. In a batch job, however, you must enter the colon in the first column
of either the source card or the disc file in which the command is to appear.

The command name, which you enter immediately after the colon, requests a specific operation.
MPE prohibits blanks embedded within the command name and will reject the command if they ap-
pear; blanks, however, may appear between the colon and the command name. The system also in-
terprets the first non-aiphabetic character as the end of the command name. Typicaily, this character
will be a blank.

The parameter list, which is required in some commands but optional or even prohibited in others,
contains one or more parameters that specify options for the command. The list can include position-
al parameters and/or keyword parameter groups. These groups (defined later in this section) must be
separated from each other by delimiters such as commas, semicolons, equal signs, or other punctua-
tion marks. MPE permits both decimal and octal numbers as parameters. You distinguish between
the two by preceding an octal number with a percent sign (%).

If a parameter is required, you must include a value for it in the parameter list. MPE substitutes
default values for optional parameters not included in the list. These default values are specified in
the parameter definitions in the MPE V Commands Reference Manual (32033-90006).

Normally, you must separate the command name from the parameter list by one or more blanks.
However, when you omit the first optional parameter in a list of positional parameters (refer to
POSITIONAL PARAMETERS later in this section), you can begin the list immediately after the
command name, starting with the comma or other delimiter that normally follows the first parame-
ter. The comma in the place of blanks serves as a delimiter. Within the parameter list, any delimiter
can be surrounded by any number of blanks, permitting a free and flexible command format.

The end of each command is indicated by the end of the record on which it appears. For example, a
marks the end of terminal or disc file input. It is possible for the last nonblank character of
the record to be a continuation character, in which case command line input continues to the next
record (the next line). The maximum length of a command allowed is 280 characters; the maximum
number of continuation lines permitted is 230. (For further information, refer to the discussion of
"CONTINUATION CHARACTERS" in this section.
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POSITIONAL PARAMETERS. In many commands found in this manual {for example: :STORE
and :RESTORE ), the meaning of a parameter depends upon its position in the parameter list. In the
case of :STORE, the system expects to see the required parameters, which indicates the file set to be
stored, followed by the required parameter, which indicates the file to which the file set is to be
stored. In some commands such as :LISTUSER , some of the positional parameters are optional; if
they are omitted, a default value is supplied by the system.

Positional parameters are separated (delimited) from one another by commas or semicolons. When
you omit an optional positional parameter from within a list, you must still include the delimiter that
would normally follow that parameter. Thus, on a listing, two adjacent delimiters indicate a missing
optional parameter. When you omit a positional parameter that would otherwise immediately follow
a command name, indicate this by entering its delimiter as the the first character in the parameter
list. When you omit positional parameters from the end of the list, however, you need not include
delimiters to signify this — the terminating return or end-of-card is sufficient. The following ex-
amples show how to properly omit parameters from a command.

:FORTRAN , DUT, +#LST, MFL, NFL %% First parameter omitted. *#
:FORTRAN INP,, #LST, MFL, NFL ** Second parameter omitted. **
:FORTRAN INP, OUT, #LST ** Last two parameters omitted. **
:FORTRAN ** A1l parameters omitted. **

For some commands you may substitute "wild card characters" for certain parameters in the list.
Note the wild card characters count toward the 8-character limit for file names. Here is a list of the
wild card characters, and their meanings:

@ Specifies zero or more alphanumeric characters. When used by it-
self, ® denotes "all members of the set" as in ":LISTF @". @
occupies a character position within the file, group, or account
name; thus, :LISTF @A1234567, and similar syntaxzes are not
acceptable since they contain more than eight characters.

# Specifies one numeric character.
? Specifies one alphanumeric character.

These characters, placed in the parameter list just as the actual parameter name would be, allow for
greater flexibility when using the list commands. The characters can be used as follows:

k@ Represents all file names starting with the character "k".
@n Represents all file names ending with the character "n".
n@x Represents all file names starting with the character "n" and en-

ding with the character "x".

k##, ., . # Represents all file names starting with the character "k" followed
by up to seven digits (useful for working with EDIT/3000 tem-
porary files).

Tné Represents all file names whose second character is "n"
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n? Represents two-character file names starting with the character
l|nll'

™M Represents two-character file names ending with the character
lln Il.

KEYWORD PARAMETERS. When a parameter list is so long that it becomes difficult to use posi~
tional parameters, MPE provides keyword parameter groups. A keyword group consists of a keyword
that denotes the group’s meaning, sometimes followed by an equal sign and one or more
subparameters.

You can enter keyword groups in any order because their meaning is independent of their position in
the list. Each keyword group is preceded by a semicolon. When more than one subparameter appears
in the group, they are usually separated from each other by commas. It is optional to precede or fol-
low the delimiters with blanks. In the following example, a :PREP command contains both positional
and keyword parameters. INPT and OUTP are the variable names of the positional parameters; DL and
CAP are keywords that designate the keyword parameter groups; and IA, PH, DS, and MR are sub-
parameters of the keyword group CAP.

:PREP INPT,OUTP;DL=500;CAP=PH,DS,MR, IA

When both positional parameters and keyword groups form a list, positional parameters always occur
before the keyword groups. If you omit trailing parameters from the positional group in this list, you
do not need to include their delimiters, since the occurrence of the first keyword indicates the
omission.

To illustrate parameter choices for easy referencing, syntax boxes are included for each command in
the MPE V Commands Reference Manual (32033-90006). Brackets ([ 1) that enclose separate
groups of keyword parameters within the syntax box indicate that the choice of that group is optional.
If, however, the individual choices are further enclosed in braces ({ }), this indicates that if you do
choose to include that group in your command string, you must choose exactly one of its members.
Refer to "CONVENTIONS USED IN THIS MANUAL" on page vi for a more detailed explanation.

CONTINUATION CHARACTERS. When the length of a command exceeds one record (for ex-
ample, one entry-line or source card), you may enter an ampersand (&) as the last nonblank character
of the record and continue the command on the next record. This new record must begin with a
colon. You may embed blanks between the colon that begins the continuation record and the first
nonblank character of the continuation record. In the following example, the command contains a
continuation character at the end of the first line and an embedded blank at the beginning of the
second line:

:RUN PROGB;NDPRIV;LMAP;STACK=500;PARM=5;4%
: DL=600;LIB=G

You can continue commands up to 278 characters, excluding the colon prompt and continuation am-
persands, which are not counted as part of this total.

When continuing a command onto another line, you must not divide a command name, keyword,
positional parameter, or keyword subparameter. MPE does not permit any such element to span more
than one line. MPE does not begin to interpret a command until the last record of the command has
been issued, even if it spans several lines.
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Command Errors

If you make an error while entering a command in an interactive session, MPE suppresses the execu-
tion of that command and attempts to determine the cause of the error. The cause of the error might
be of a nature that can be easily pointed out to you. If so, MPE will print a caret (*) under the incor-
rect part of the command, along with an appropriate message. On the other hand, the command
entry might be such that MPE cannot print the caret to signify a specific error point. If this is true,
the system displays an appropriate error message. In either case, control returns to your terminal.

If you enter an erroneous command in a batch file and do not precede this command with a
:CONTINUE command, MPE suppresses the execution of the command. Refer to the MPE V
Commands Reference Manual (32033-90006) for more information on the uses of the :CONTINUE
command. The system will print an error message on your standard list device, ignore all subsequent
commands in this job, and abort (flush) the job.

If you continue a command over several lines and the system detects an error, MPE will echo the of -
fending line preceded by its line number. MPE reads all continued entries as though they were por-
tions of the commands on one line.

:FILE ABC&
:=TAP%&
£ sNEW
(1)=TAP%

N

UNEXPECTED CHARACTER IN FILE NAME; EXPECTED '".' OR "/".
IS THE DELIMITER BETWEEN PARAMETERS CORRECT? (CIERR 582)

The MPE :REDO command can save you time when you enter a command improperly. It allows you
to edit the last command that you entered. To use it, enter :REDO and your terminal will echo the
previous command. Using the following edit symbols you can then:

I Insert a character(s).

D Delete a character (s).

R Replace a character(s).

u I_Lndo)the previous edit. (Entering Uagain will undo all previous
edits.

If you do not use an edit symbol, MPE assumes that you want to replace a character(s). Refer to the
:REDD command in Section II of the MPE V Commands Reference Manual (32033-90006) for more
information.

MPE provides an online facility for obtaining information on MPE commands. To access the HELP
subsystem, enter :HELP followed by the name of the command that you want information about.
The :HELP command has several optional parameters such as PARMS, OPERATION, ALL, and
EXAMPLE , which can be very useful for quickly obtaining additional information. For more infor-
mation, refer to the :HELP command in Seciion ii of the MPE V Commands Reference Manuai
(32033-90006).
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Interrupting Command Execution

It is sometimes necessary to interrupt an executing MPE command to execute another command, such
as listing your files (:LISTF ), creating a new disc file (:BUILD), or determining information about
other jobs and sessions {:SHOWJOB). You can stop a command by pressing m on your terminal
{sometimes labeled "INTERRUPT" or "ATTENTION"). In some cases, pressing (BREAK) will cause
the executing command to be either suspended or aborted. In other cases, m (BREAK) will be ignored.
The exact effect that will have on your currently executing command depends upon, among
other things, whether the command executes either a subsystem or a user program (program com-
mand), or whether the command does not execute such a program (nonprogram command).

INTERRUPTING NONPROGRAM COMMANDS. Breaking from a breakable nonprogram com-
mand will abort the command, and the Command Interpreter will issue a colon prompt for a new
MPE command.

Several commands, such as :STORE, :RESTORE, :REPORT and the list commands (:LISTF,
:LISTACCT, :LISTGROUP, :LISTUSER , and :LISTVS), may require the operator to mount a tape
for the output file. If you break from one of these commands while waiting for the operator to inter-
vene, only three commands will function after the colon prompt is displayed. These are :RECALL,
RESUME and :REPLY. If you use any other command, MPE 1ssues a warning message and ignores
the command. Note, however, that the CONTROL A (denoted 'S ) version of the :RECALL and
+REPLY commands can be executed from the System Console, even when a program is running.

If you log on with the :HELLD command and press during the output of your logon message,
MPE terminates the output, keeps you logged on, and prompts you for your next command.

INTERRUPTING PROGRAM COMMANDS. Program commands either invoke MPE subsystems or
run user programs. All program commands are breakable; however, while you may be able to break
the commands themselves, the actual programs may disable the BREAK facility. Also, if you invoke
a program with a NOBREAK UDC, will be disabled for the purposes of that program. Refer
to Section III of the MPE V Commands Reference Manual (32033-90006).

When you press to interrupt a program command, MPE suspends the execution of that
program and the Command Interpreter issues a prompt for a new MPE command. If you enter a non-
program command (not including :HELLO , :BYE , :JOB, or :DATA ), the Command Interpreter per-
forms the requested operation and allows you to re-activate the suspended program by entering
:RESUME . But when you enter another program command, such as :FORTRAN , :EDITOR, or :RUN,
or when you enter :HELLO , :BYE , :JOB, or :DATA, the Command Interpreter prints the following
message on your terminal:

ABORT? (YES/NO)

If you respond YES to the "ABORT?" message, the Command Interpreter aborts the current program
and executes the command first entered, in the usual way.

If you respond NO to the "ABORT?" message, the Command Interpreter prints the message "NOT
ALLOWED IN BREAK" and prompts you for another command. By entering :RESUME , you can now
continue at the point where the suspended program was interrupted. Note that (BREAK), :ABORT,
and :RESUME are valid only in sessions, not in batch jobs.
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ABORTING A PROGRAM. When a program contains logical errors, such as an infinite loop, you
can abort it as follows:

1. Press (BREAK). If it is enabled in your program, it immediately suspends its execution and MPE
prompts you for a new command.

2. Type ABORT to terminate the program; it does not disrupt the session.
3. MPE confirms that your program has been terminated by displaying:
PROGRAM ABORTED PER USER REQUEST (CIERR 989)
4. MPE then prompts you for a new command.
You can also use the (BREAK)/ ABORT sequence to abort certain MPE subsystem and command opera-
tions. The associated command specifications indicate the operations under the "Breakable?" entry in

the "USE" matrix in the MPE V Commands Reference Manual (32033-90006). (Some of the com-
mands abort immediately when is pressed, without requiring the :ABORT command.)
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For a complete description of the MPE V commands, refer to the MPE V Commands Reference
Manual (32033-90006).
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SECTION

THE SYSTEM OPERATOR

THE SYSTEM OPERATOR’S ROLE

The System Operator, also referred to as the Console Operator, or just Operator, is responsible for dai-
ly operational control of the HP 3000. The Operator logs onto the Console with the user name and
account OPERATOR.SYS, which may or may not be assigned special capabilities. Unlike the System
Manager, who is assigned SM capability, or the System Supervisor, who is assigned OP capability, no
"System Operator" mnemonic exists which entitles the Operator to execute a special subset of com-
mands. Instead, the Operator’s role and responsibilities are derived from his or her control of the
Console, since the commands the Operator uses may only be entered at the Console (or be specifically
permitted to users at the Operator’s discretion). For this reason, the Console is considered a privileged
resource ; the Operator must carefully monitor the Console and prevent unauthorized access to it.

Operator Tasks

Just as the System Manager’s and System Supervisor’s roles are clearly defined (with some overlap that
requires consultation and the coordination of their efforts), the Operator’s job consists of clearly
defined tasks. To perform these tasks, the Operator should be familiar with the Operator commands
listed in Table 4-1, and should have a thorough technical knowledge of system operation. Although
the specific responsibilities will vary according the needs of each installation, the Operator typically
performs the following functions:

1. Starts the system with one of five load options. (The System Manager can specify the system
startup state for each option using the System Startup State Configurator, which is described in
Section VI.)

The last step of any system startup is responding to a date and time prompt. On a Series 37,
when the processor first runs MPE, a Time of Century (TOC) clock is set (this clock is described
in Section XI). Just before the system comes up, the date and time are displayed on the Console
for the Operator to verify. On any other system, the Operator, rather than verifying the date
and time, must enter this information at a prompt.

2. Monitors the execution of jobs and sessions, including:

» Establishing job/session limits (within the maximums imposed by the System Supervisor during
system configuration).

e Displaying the status of sessions and jobs.

e Aborting and/or suspending jobs when necessary.

3. Controls the use of peripheral devices, including:
e Setting peripheral devices on line, and taking them off line.
o Designating which devices (within the class of "accepting" devices initially configured by the
System Supervisor) will accept the :JOB, :HELLDO and :DATAcommands.
¢ Responding to users’ requests for Operator—assigned devices.

4. Controls the spooling of input and output files.

5. Distributes Operator capabilities among standard MPE users with the :ALLOW, :ASSOCIATE, and
: JOBSECURITY commands.
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6. Backs up user and system files.
7. Shuts down the system.
8. Opens and closes communications lines, and uses data communications equipment.

Each of these tasks will be discussed in this section. In cases where a subject cannot be covered in
complete detail, you will be referred to the appropriate sections of this and other manuals. Since, as
Operator, you will work with your System Supervisor, you may wish to read Section V, "THE
SYSTEM SUPERVISOR", (which follows this section) to familiarize yourself with the System
Supervisor’s role.

Operator Commands

Operator commands, a subset of MPE commands, are listed in Table 4-1. They are executed by the
user logged onto the System Console, although Operator commands may be permitted to standard
users and executed from other terminals.

It is important to distinguish between Operator, Console, and System Supervisor (OP) commands. The
System Supervisor, who is assigned OP capability, uses a subset of MPE commands to optimize the
performance of the system. They are not Operator commands as the name might suggest, but instead
require that the user have OP capability in order to execute them.

Operator commands do not require OP capability. They are used primarily to allocate and manage
system resources, not to tune the computer, and are executed at the standard MPE colon prompt (: ).
Unless a specific Operator command is permitted to a user, Operator commands are only executable
from the session running on the Console.

Console commands can never be permitted to users. They are only executable at the device currently
designated as the System Console, since it is the only terminal which produces the "=" prompt,
generated by simultaneously pressing the key and the A key (Ac ). (This prompt can be
generated even when no session is running on the Console.) Three commands entered by the
Operator, =LOGON, =LOGOFF and =SHUTDOWN, may only be executed at this prompt. At the
Operator’s discretion, the commands =ABORTIO, =ABORTJOB, =RECALL, or =REPLY may also be
executed in this manner. Therefore, any command executed at the "=" prompt is considered a Console
command, not an Operator command, even though they are normally executed by Operators.

The Operator commands listed in Table 4-1 are fully documented in the MPE V Commands Reference
Manual (32033-90006).

Table 4-1. Commands Issued by the Operator

COMMAND NAME DESCRIPTION

:ABORTIO/=ABORTIO Aborts pending I/O requests for a device.
:ABORTJOB/=ABORTJOB| Aborts a job a scheduled job, or session.
:ACCEPT Permits a device to accept job, sessions, and/or data.

:ALLOW Grants a user access to specified Operator commands.
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Table 4-1. Commands Issued by the Operator {continued)

COMMAND NAME DESCRIPTION

:ALTJOB Alters attributes of a waiting job or session.

:ALTSPOOLFILE Alters attributes of spool files.

:BREAKJOB Suspends an executing job.

:CONSOLE Moves the System Console to another logical device. Also displays
the LDEV number of the currently assigned Console.

:DELETESPOOLF ILE Deletes a spool file.

:DISALLOW Prevents a user from executing specified Operator commands.

: DOWN Removes a device from normal system use.

:DOWNLOAD Downloads margins and VFC to a line printer.

:FOREIGN Creates a foreign disc.

:GIVE Assigns a downed device for diagnostic program use.

+HEADOFF Stops header/trailer output to a line printer.

:HEADON Resumes header/trailer output to a line printer.

:+ JOBFENCE Defines input priorities for executing jobs and sessions.

: JOBSECURITY Controls the availability of certain job commands to a user.

: LDISMOUNT Logically dismounts a private volume set/class.

sLIMIT Limits the number of concurrently running jobs/sessions.

:LMOUNT Logically mounts a private volume.

= OGOFF Aborts all jobs/sessions and prevents any non-HIPRI job/sessions
from logging on.

=L.OGON Allows jobs and sessions to log on to the system again following a
=L OGOFF.

:0PENQ Opens spooling queues.

:OUTFENCE Defines the minimum output priority for ACTIVE spool f iles.

:RECALL/=RECALL Displays all pending Console request messages.

:REFUSE Disallows jobs/sessions and/or data on a designated device.

:REPLY/=REPLY Replies to a pending Console request.
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Table 4-1. Commands Issued by the Operator (continued)

COMMAND NAME DESCRIPTION

:RESUMEJOB Resumes a job suspended with :BREAKJOB.

:RESUMESPOOL Resumes operation of a spooled device.

: SHOWALLOW Displays which Operator commands have been allowed the user.

: SHOWCOM Displays the status of a communications device.

=SHUTDOWN Aborts any remaining jobs or sessions and closes down the operating
system.

:SHUTQ Closes spooling queues.

:STARTSPOOL Initiates spooling of a device or device class.

: STOPSPOOL Terminates spooling of a device.

: STREAMS Enables or disables the STREAMS device to allow or prohibit batch
processing of jobs.

: SUSPENDSPOOL Suspends spooling to a device.

: TAKE Releases a device that was assigned for diagnostic use.

:UP Allows a downed device to function again.

:WMDUNT Allows or prevents users from accessing private volumes.

:WARN Sends an urgent message to jobs and sessions.

:WELCOME Defines the message users receive when they log on.

STARTING THE SYSTEM

There are five different methods of starting MPE. Three methods are referred to as "cold load"
operations, so that starting (or restarting) the system is often referred to as "cold loading". Cold load
methods use tapes or serial devices as the data source. These are UPDATE, COLDSTART, and
RELOAD. The other two startup options, WARMSTART and COOLSTART, restart the system from
the system disc and, therefore, require no tape or serial device. Restarting MPE by executing one of

these five startup procedures is the Operator’s responsibility.
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Anyone can turn the system power on and off, start MPE, alter the current 1/0O configuration, or
shut down the system. No special capability is required, nor must the person be logged onto the sys-
tem. This is possible because starting the system is accomplished with the help of a standalone
program called INITIAL. It prompts the user with a series of questions and, based upon the response,
INITIAL will load MPE, subsystems, utility programs, and user files from either tape or disc, recover
spool files, and handle disc errors.

INITIAL may also be used to alter the system configuration. The procedure for using the INITIAL
Program depends on the computer hardware used in the installation. The following comments review
the major differences. Complete instructions for starting a particular HP 3000 can be found in
Appendix A, "QUICK REFERENCE GUIDE". Refer also to Section VII, which steps through the
complete SYSDUMP and INITIAL Programs.

NOTE

To restart the system after a system failure, or in some
cases after a system halt, Hewlett-Packard recommends
that you take a memory dump (and a shift string dump
if you have a Series 64/68) BEFORE YOU RESTART
THE SYSTEM. Instructions for both of these procedures
are available in Appendix A of this manual.

Starting the Series 37

The Series 37 front panel contains indicator lights which display which power configuration is active,
and a keyswitch which indicates the mode in which the system is running. A single-digit LED in the
lower lefthand corner displays MPE status codes whenMPE is running. The Series 37 has a four-
position keyswitch located on the front panel which must be set to bring up the system.

When the keyswitch is turned to 1, 2 or 3, microcode performs a 30-second series of self tests. The
LED on the front panel of the Series 37 displays the self test in progress. The user can change the key
position any time before the LED displays "C" for "Card Test".

For detailed information on the Series 37 front panel controls, refer to Section XI, "SYSTEM
CONTROLS AND SPECIAL FUNCTIONS".

Starting the Series 39/40/42, 44/48/58

To start the system from magnetic tape or serial disc on these models of the HP 3000, you must first
set the LOAD thumbwheel switch on the front panel to the DRT number of the device on which the
SYSDUMP tape or serial disc is mounted. The next step is to press the LOAD key, which will bring
the INITIAL Program into main memory.
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To start the system from the system disc, set the START thumbwheel switch on the front control
panel to the DRT number of the system disc (idev 1) and press the START key. This loads INITIAL
into main memory.

If no message appears on the System Console after you have pressed either the LOAD key or the
START key, press (RETURN). This causes the system hardware to speed-sense the Console, after which
INITIAL displays your current version of MPE, update level number, and fix level number, in the
form HP 32033V.UU.FF. Your copy of MPE, for example, might appear as G.02.00.

For detailed information on the Series 39/40/42 and Series 44/ 48/58 System Control Panel, refer to
Section XI, "SYSTEM CONTROLS AND SPECIAL FUNCTIONS".

Starting the Series 64/68

The major difference in the restart procedure for the Series 64/68 is that no "START" or "LOAD"
key is pressed to load INITIAL. Instead, you will enter LOAD at the Diagnostics Control Unit (DCU)
proméyt. To generate the DCU prompt on a running system, simultaneously press the key and
B (B”). If the system is not running, press ®TURN). When you see the DCU prompt (M>), enter
LOAD on the System Console.

INITIAL begins on the Series 64/68 in the same way as it does on the Series 39/40/42/44/48/58.
Your installation’s version of MPE, update and fix level numbers are displayed in a message of the
form HP 32033V.UU.FF.

THE FIVE STARTUP PROCEDURES

The startup procedure you choose depends upon a few key factors: whether the system is being re-
started from a planned shutdown, or if it is being brought up after a system failure; if a system
failure occurred, whether it was catastrophic or not; and, whether you will be restarting the current
configuration again, or you have made changes to the system which must be installed.

The five Startup op'tions available to you are described in the following discussion. For a comparative
overview of startup operations, refer to Table 4-2. Table 4-3 illustrates which parts of the system
are loaded from disc or tape during the various startups.

[cAuTION]]

Do not halt INITIAL before it is complete, i.e., before
the request for DATE? appears. This stops the loading
procedure in an intermediate stage, and will require you
to RELOAD the entire system from tape.

Starting from Disc: WARMSTART

This option loads the operating system from the system disc. Use WARMSTART to recover scheduled
jobs and incompletely processed spooled jobs and spooled files; any other startup deletes any spooled
files found in the system. You may not WARMSTART the system if a COOLSTART, COLDSTART,
UPDATE, or RELOAD has failed. If you attempt to do so, an error message will be displayed on the
System Console and the system will halt.
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Starting from Disc: COOLSTART

This option also loads the system from the system disc. Use COOLSTART as the standard operating
procedure when a system is routinely shut down at night and brought up the next day. This operation
saves all permanent user files (including programs that run on MPE subsystems such as
FORTRAN/3000, COBOL/3000, SPL/3000, and EDIT/3000). It does not retain the operational
environment present prior to the last shutdown. Therefore, all jobs and sessions in progress at the
time the system is shut down are logged off or terminated, and all spool files and scheduled jobs are
lost.

Starting from Serial Storage Media: UPDATE

This option cold loads the system from magnetic tape or serial disc. System files are loaded from the
backup media; the I/O device configuration, directory, accounting information, and assigned global
RINs come from the system disc; the user files remain undisturbed. Use UPDATE as the standard
operating procedure when starting the system with either an updated MPE tape from
Hewlett-Packard or an MPE tape prepared for a different HP 3000 Computer System. If for any
reason an UPDATE is unsuccessful, you must restart the system with either a COLDSTART,
UPDATE, or a RELOAD. If you attempt another type of cold load option, the system will halt, and
an error message will be displayed on the Console.
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Table 4-2. System Startup of the HP 3000

INFORMATION
SUBSET OF ALLOWS INFORMATION | THAT COMES
TYPE OF INITIATION PRIMARY ALTERATION SPOOLFILE | PERMANENT | THAT COMES |FROM BACKURA
STARTUP PROGRAM USE OF O RECOVERY | USERFALES |FRAOM SYSTEM| MEDIUM
FROM TAPE OR
SERIAL DISC)
Standard
- procedure
WARMSTART | SystemDisc | to sawe NO YES Retained Al None
spocifies &
restartnble
jobs.
To bring up
COOLSTART | System Disc system after YES NQ Retained Al None
routine
shutdown,
1O & System
Magnetic To inetell 2 Configuration,
UPDATE Tape or new varsian YES NO Retained Directory, System Ries
: Serial Diac of MPE, Accounting
Info, Globa!
RiNs
Magnetic ::"mm Aoaaulthg I%arm S::
COLDSTART | Tape or changes and YES No Retained Information, | Configuration
. retain them
Serial Disc ondsc. Global
RiNs
Reloaded §f All finchuding
Magnetic To install a Dumped on Users’ Files
RELOAD Tape o new.systom, YES NO Buclup None it Dumped
Serial Disc Medium) on Backup
or purged Modium}
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Starting from Serial Storage Media: COLDSTART

This option cold loads the system from magnetic tape or serial disc. System files, the I/O device con-
figuration, and the system table configuration are loaded from the backup media. User files, the file
directory, accounting information, and assigned global RINs remain unchanged, and are loaded from
the system disc. COLDSTART is used to keep multiple system configurations available, each one
stored on its own cold load tape or disc. This way, a COLDSTART allows system modification while
retaining user data. If a COLDSTART fails, you should attempt another COLDSTART, followed by
an UPDATE or RELOAD. Attempting to start the system with another startup procedure results in a
Console error message and a system halt.

Table 4-3. Source of MPE System Components

MPE

COMPONENT WARMSTART COQLSTART UPDATE COLDSTART RELOAD«
MPE Programs, Disc Disc Serigl Serial Seriol
System LUibrary Storage Device | Storage Device Storage Device
I/0 & System Disc Disc Disc Seriol Serial
Configurations Storage Device Storage Device
Accounting Info, Disc Disc Disc Disc Serial
File Directory, Storage Device
Volume Table
& User Files
Spoolfiles & Disc - - - -
Jobs
#Cericin information which may reside on the diec ix checked for vnlidity.
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Starting from Serial Storage Media: RELOAD

This option cold loads the entire system, including all system and user files, I/O configuration infor-
mation, from the backup tape. RELOAD assumes that there is no information on the system disc: if
the backup tape contains user files, then the file directory, accounting structure, assigned global RINs
and user files are restored to the system disc from the backup copy. If the accounting structure was
not copied to tape, a default directory is created with the SYS account, PUB group, and MANAGER
user.

The RELOAD option is normally used when the System Supervisor or System Manager installs the
first MPE system supplied by Hewlett-Packard. RELOAD is also used when restoring the complete
system from a SYSDUMP tape following a catastrophic system failure, such as a crash of the system
disc. Always consult the System Manager in the event of such a failure: he or she will authorize the
RELOAD procedure. (Consultation is critical. The RELOAD procedure completely rebuilds the sys-
tem, and it is a time-consuming task. It should only be selected if all other startup options have
failed. Furthermore, if for any reason a RELOAD of the system fails, you must attempt another
RELOAD.)

When reloading from multiple tape volumes or serial discs that were created by the SYSDUMP
Program, begin with the first volume of the most recent backup copy. It contains the current file
directory and accounting information, which must first be entered into the system before files belong-
ing to those accounts and groups may be copied. If all of the system files are not contained in the
first volume, MPE will request that you mount the next volume.

Files belonging to non-system domain volume sets, specifically private volumes, are not restored
during RELOAD.

Enabling Other Devices and Processes During a Restart

Three additional procedures may be necessary when you restart the system. They are discussed briefly
below.

ENABLING THE PRIVATE VOLUMES FACILITY. If your system uses Private Volumes, you
must execute the :VMOUNT command to allow users to access them. To enable the Private Volumes
facility so that users’ :MOUNT requests are displayed on the Console and you are required to respond,
enter:

L~

™

:VMOUNT ON

If you would like to minimize the number of times you must respond to :MOUNT requests, specify the
AUTO parameter of the :VMOUNT command, such as:

:VMOUNT ON,AUTO

MPE will then attempt to satisfy :MOUNT requests automatically. (For complete information about
Private Volumes, refer to "PRIVATE VOLUMES" in Section X of this manual.)



The System Operator

ENABLING THE STREAMS FACILITY. As part of the 1/0 configuration process, the System
Supervisor designates one device to accept jobs which MPE will process in batch mode. You control
whether or not users are able to submit jobs for batch processing by issuing the :STREAMS command
for the configured device. In the example below, logical device 10 was selected to accept streamed
jobs. Though used only as an example here, Idev 10 is frequently configured as the STREAMS device:

:STREAMS 10
“To prevent users from streaming jobs, enter:

:STREAMS OFF

STARTING A SPOOLER PROCESS FOR NON-SPOOLED DEVICES. When the System Supervisor
configures the system, he or she determines which devices will be controlled by a spooler process.
Although most of these devices will be started as spooled devices automatically, some may not. In such

" cases, you must issue an explicit :STARTSPOOL command for each device you wish to be controlled by
a spooler process. For example, to start spooling for the device class "LP ", enter:

:STARTSPOOL LP

This allows the user to create spool files in class LP.
Or, to start spooling for logical device 9, enter:
:STARTSPOOL 9

In the second example, the spooler process for ldev 9will control all output device files directed
specifically to Idev 9, and any and all device class names associated with that Idev.

MONITORING THE EXECUTION OF JOBS AND SESSIONS

As Operator, your job is to keep the system running smoothly at all times. To do so, you must monitor
all jobs and sessions, and alter their status (which includes aborting a job or session) when necessary.
The discussion below will familiarize you with how MPE processes jobs and sessions. It also explains
and illustrates the commands you will use to manage job/session processing. They include:

:ACCEPT : BREAKJOB :LIMIT : SHOWJOB
:REFUSE :RESUMEJOB : JOBFENCE :ALTJOB

The Introduction of Jobs and Sessions

Jobs and sessions, initiated with the :J0Band :HELLO commands, may be introduced to MPE only on
devices designated for that purpose by the System Supervisor. When the system is first configured,
tape drives are typically designated as "job-accepting" devices. Terminals, because they are used to
initiate sessions, comprise the other generai category of “session-accepting" devices. When such a
device is not being used to process a job or session, it is controlled by the MPE Device Recognition
process. This process automatically issues a read instruction after a user enters a on a ter-
minal or when the tape drive is loaded and on line. This allows users to log onto the system without
Operator assistance when they enter a legitimate : JOBor :HELLO command.
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If the user enters an incorrect :JOBor :DATA command, the remainder of the job tape is "flushed",
or read rapidly, while MPE searches for a legitimate :JOB image. An incorrect :HELLO command
causes an error message, such as the one below, to be printed on the terminal, after which the colon
prompt ( : ) is repeated:

EXPECTED HELLO, :J0B, :DATA, OR (CMD) AS LOGON. (CIERR 1402)

The user may again attempt to enter a legitimate :JOBor :HELLO command without Operator assis-
tance or intervention; MPE’s Device Recognition process controls interaction between the user and the
device.

Operator Control of Accepting Devices
Of the devices that the System Supervisor initially configured as accepting devices, you may designate
which will accept jobs, sessions, and data. The :REFUSE command allows you to temporarily prevent
an accepting device from validating the :JOBand :HELLD, and/or the :DATA commands. For ex-
ample, to prevent job, session, and data recognition on the terminal MPE identifies as logical device
£8, enter:

:REFUSE 58

To prevent only data recognition, enter:

:REFUSE DATA, 58

The :REFUSE command is frequently used when you need to take an accepting device off line. Before
the device can be "downed" (using the :DDWN command) vou must prevent it from any further
job/session or data processing.

To restart the Device Recognition process on an accepting device for which you have issued the
:REFUSE command, enter:

:ACCEPT 58
This will allow all three commands users execute to introduce jobs and sessions: :HELLO, :JOB, and
:DATA.
Limiting the Execution of Jobs and Sessions
After the Device Recognition process has validated the :HELLO or :JOB command, the new job or ses-
sion is considered a candidate for dispatching. (Dispatching, in this context, implies that MPE allo-
cates the resources the job or session needs, and that it will begin executing.) Before processing may
begin, MPE’s Job Scheduler determines which among the group of jobs/sessions should be selected for
execution. The decision to dispatch a job or session is based upon a set of simple rules and whether or
not the necessary system resources are available. In general:
e A session is dispatched before a job.

¢ The job/session with a higher input priority is dispatched before one with a lower priority.

* A job/session introduced earlier is chosen over one more recently introduced.
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System resources which cannot be controlled by the Operator affect the dispatching of jobs and
sessions. When one of these resources is unavailable, a job will wait until it is available. If a resource
is unavailable for a session, the message "CAN‘T INITIATE NEW SESSIONS NOW" is displayed on the
standard list device. Potentially limiting resources include:

e The size of MPE tables. An insufficient number of table entries will prevent the execution of a job
or session since MPE will be unable to monitor and manage the process.

e The availability of a list device, whether that device is spooled or dedicated to a single process. If
the device is unavailable, the job remains in a WAIT state.

In these cases, a "JOB OVERLOAD" message specifying the critical resource(s) appears on the Console.
Table 9-2 contains a listing of these messages. Several of these would suggest the need to configure
more of the critical system resource. If this is the case, consult your System Supervisor.

Limiting the Number of Jobs and Sessions

The Operator can control the number of executing jobs and sessions with two commands: :LIMIT and
: JOBFENCE. The :LIMIT command limits the number of jobs or sessions which execute concurrently.
To limit the number of jobs to 12 and the number of sessions to 20, enter:

:LIMIT 12,20

The limits you set with the :LIMIT command cannot exceed the maximum job/session limit deter-
mined by the System Supervisor when he or she initially configured the system.

To list the current job and session limits, as well as a summary of current job/session status, enter:

:SHOWJOB STATUS

12 JOBS:
0 INTRO; 0 SCHEDULED
0 WAIT; INCL 0 DEFERRED
12 EXEC; INCL 9 SESSIONS
0 SUSP
JOBFENCE= 2; JLIMIT= 5; SLIMIT= 40

CURRENT: 11/ 5/84 13:49

JOBNUM STATE IPRI JIN JLIST SCHEDULED-INTRO  JOB NAME

#J519 SCHED 15 105 PP 11/ 5/84 13:48 SEESPOOL , RSPODL . SYS

1 SCHEDULED JOB(S)
In this example, "JLIMIT" is the current limit on the number of scheduled jobs that MPE will ex-
ecute, and “"SLIMIT" is current session limit. 'WAIT", WEXEC',  "“SuspP" , "INTROY,
"SCHEDULED", and "DEFERRED" are job states. These, and * JUBFENCE= 2" are expiained in ihe next
subsection, "DISPLAYING THE STATUS OF JOBS AND SESSIONS. " ’
The second command available to you to control the execution of jobs and sessions is : JOBFENCE.

With it, you choose the priority fence, which is a number between 0and 14, inclusive. Each session
or job logs onto the system with an input priority between 1and 13, inclusive; the default input
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priority for standard MPE users is 8. In order for MPE to execute a session or job, the input priority
of the job or session must exceed the current job fence.

When you set the job fence high, jobs with an input priority less than or equal to the fence enter the
WAIT state (explained below). When a user attempts to initiate a session with an input priority that
does not exceed the current fence, it will be refused with the following message:

CAN‘T INITIATE NEW SESSIONS NOW.

If you set the JOBFENCE to its highest possible value, 14, only users assigned SM or OP capability
will be able to log on. This is because System Managers and System Supervisors are the only users who
are allowed to log on with the ;HIPRI parameter of the :HELLO and :JOBcommands. In effect, this
prevents all other users from gaining access to the system during a critical situation, or when the
System Supervisor or System Manager needs exclusive access to MPE, subsystems, and utility
programs.

Displaying the Status of Jobs and Sessions

Once the job/session candidate is selected for dispatching, MPE’s Command Interpreter program gains
control of the process. As the name implies, its function is to interpret commands (entered by the
user during a session or included in a :JOB file) and to transfer control to the named program.
While MPE is processing the job or session, it passes through three or four job states: INTRO, EXEC,
SUSP, and WAIT. (Not all jobs/sessions will pass through each of these states.) To determine the cur-
rent status of all jobs and sessions known to MPE, execute the :SHOWJOB command. It will produce a
listing similar to the sample below, with a summary of job/session status at the end of the listing:

: SHOWJOB

JOBNUM STATE IPRI JIN JLIST INTRODUCED JOB NAME

#55534 EXEC 20 20 THU 5:33P OPERATOR.SYS
#55559 WAIT 42 42 FRI 7:12A JOHN,ACCT3.ACCTNG
#J643 EXEC 10S PP THU 11:38°P MANAGER,MAILMAN.HPOFFICE
#55467 EXEC QUIET 32 32 THU 2:47P BECKY.ANDERSON
#J640 EXEC 10S PP THU 11:38P MAILROOM.HPOFFICE
#55216 EXEC 64 64 WED 5:22P A.KELLY
#55572 EXEC QUIET 30 30 FRI 8:43A LAURIE.JED
#55326 EXEC 45 45 THU 8:26A TODD,CHECKS.PAYROLL
8 JOBS:
0 INTRO

1 WAIT; INCL O DEFERRED
7 EXEC; INCL 5 SESSIONS
0 SusP
JOBFENCE= 2; JLIMIT= 5; SLIMIT= 40
CURRENT: 11/ 5/84 13:49
JOBNUM STATE IPRI JIN JLIST SCHEDULED-INTRO  JOB NAME
#J519 SCHED 15 10S PP 11/ 5/84 13:48 SEESPOOL ,RSPOOL . SYS

1 SCHEDULED JOB(S)
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JOBNUM identifies the session or job by the number MPE assigned to it. Jobs are listed as Jnnn, while
sessions are listed as Snnn. The second column of the listing, STATE, indicates the processing state of
the job or session, which may be one of the following:

INTRO The state of a job/session while it is being introduced. This state is typically dis-
played for batch jobs input on a spooled device. In this case the Spooler, and not
the Device Recognition process, validates the :JOB command. If legitimate, the
job’s input records are copied to disc, at which point the job’s state changes from
INTRO to WAIT.

WAIT Waiting jobs are those that cannot execute until critical system resources become
available, or because their input priority is less than or equal to the current job
fence. Jobs which would cause the current job limit to be exceeded will also enter
the WAIT state. Sessions, which are only initiated at a terminal and are by defini-
tion interactive, enter the WAIT state briefly.

DEFERRED Deferred jobs are those whose input priority is a value less than or equal to the cur-
rent JOBFENCE. The term also applies to jobs which were introduced to MPE
with an input priority less than or equal to the current job fence. It is not a true
job state in the sense that the term "Deferred" will appear in the STATE column.
Instead, a D will appear in the third column of the : SHOWJOB listing for jobs in the
INTRO or WAIT state only.

EXEC This indicates that the job or session has all needed resources, and its own
Command Interpreter process is executing. EXEC is the normal state for all ses-
sions, whereas only those jobs currently being processed by MPE will be listed as
EXEC. :SHOWJOB will report a job or session being initialized as EXEC#*. The sum-
mary of executing jobs and sessions will reflect the jobs/sessions that are listed as
EXECand EXEC#,

SuspP Suspended jobs are those for which the Operator has issued a :BREAKJOB com-
mand. Any executing job may be suspended; sessions cannot. To produce a listing
of suspended jobs, enter " :SHOWJOB SUSP". MPE will respond by displaying a list
of suspended jobs, or print "NO SUCH JOBS(S)".

SCHEDULED Scheduled jobs are batch jobs scheduled to execute on the system at a time specified
JOBS by the user.

The third column of the :SHOWJOB listing, IPRI, displays the input priority for jobs in the WAIT
state. It also informs you whether or not an EXEC session is running “quietly". If it is, :TELL mes-
sages will not be displayed on the user’s terminal. Therefore, any important messages that you need to
transmit to all users should be sent via the :WARN command. (Or, in the : TELL message text, you can
request users who receive your message to pass the information along to their "quiet" co-workers.)

The fourth and fifth columns (JINand JLIST, respectively) list the input and output devices used by
the job/session. The number listed is the logical device number of a terminal, tape drive, card punch,
or printer. Note that for sessions, the number listed in each column is the same. This is because ses-
sions use a single terminal as both the $STDIN and $STDLIST device. Jobs, however, are usually
submitted on the STREAMS device, or logically "streamed" on it, with output directed to a printer. in
the sample :SHOWJOB listing on the preceding page, both jobs are submitted on logical device 10,
which is used to stream jobs, and their output is sent to PP, which is a device class name for the HP
2680 Laser Printer.
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" INTRODUCED", the sixth column, tells you when the job or session last changed state. The last
column, "JOB NAME", displays the user name and account of the person who initiated the session or
submitted the job. If a session name is used, it will precede the user name and account in the listing so
that the job name will appear similar to " TODD,CHECKS.PAYROLL". (Session names are optional. The
name itself can be chosen arbitrarily, and they are used primarily as 2 convenient means for two users

who are logged onto the same user name and account to uniquely identify their session or job.)

Aborting Jobs and Sessions

There are occasions when you may need to abort a job or session. This usually occurs when a user
receives no response from a terminal (called a "hung" terminal), and any attempt to free the terminal
is ineffective. Another instance in which aborting a job or session may be necessary is during system
shutdown. After warning users of the pending shutdown, any sessions or jobs which have not been
terminated will be aborted when you issue the =SHUTDOWN command. You may, however, want to
selectively abort individual sessions or jobs with the :ABORTJOB command before executing
=SHUTDOWN. (The procedure for shutting down the system is explained in the subsection "SYSTEM
SHUTDOWN", below.)

Use the :ABORTJOB commax}:d to terminate a session or a job. If you don’t receive the standard MPE
colon prompt (: ), enter A~ to produce the "=" prompt and enter "ABORTJOB ". For example, to
abort session number 3556 (the unique session number displayed with the :SHOWJOBcommand) enter:

:ABURTJOB #53556

You may also execute :ABORTJOB to abort a job, by specifying the username.acctname of the Job or
session you wish to abort. If more than one person is logged onto the system under the same user
name and account, MPE will abort one of the qualifying jobs or sessions. You, as Operator, cannot
choose which will be aborted in this case. Therefore, the preferred method is to abort a job or session
by referencing its unique job or session number.

One other command, =LOGOFF, will log off all jobs and sessions on the system. Since this affects all
users, it should be preceded by a : TELL or :WARN message so that they may prepare for the logoff.

MANAGING PERIPHERAL DEVICES

To ensure that the computer system functions smoothly, you must know when and how to allocate
peripheral devices and be able to monitor their use. The following pages discuss managing peripheral
devices with device files, the :SHOWIN, :SHOWOUT, and :SHOWDEV commands, and the following
Operator commands:

:UP :HEADON :GIVE : DOWNLOAD
: DOWN :HEADOFF :TAKE

The information presented below is intended to be a basic introduction to the care and management of
disc drives, including System Domain discs, private volumes, serial and foreign discs; tape drives and
cartridge tapes; and printers. Since an exhaustive discussion is beyond the scope of this manual, refer
to the documentation supplied with the equipment for detailed information about each device.
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Device Files

Many operating systems use the term "file" to describe a group of records on a disc or tape. They can
be either program files or data files, and are created by users or supplied with the system software.
The identity of such files, their location, and other pertinent information is normally kept in a file
directory. One function of an operating system is to provide a convenient, systematic means to create
and manage disc and tape files.

Another equally important operating system function is the management of peripheral devices such as
magnetic tapes, flexible discs, terminals, card readers, line printers, card punches, plotters, and
paper tape equipment. Since each device has unique operating characteristics, which include both
physical and logical considerations for data manipulation, many operating systems choose to separate
device 1/0 handling into two mutually exclusive operations: one, a file system for handling disc files;
and two, a standard software interface for all other devices. This requires users to learn two methods
of performing input/output operations and inhibits device-independent programming.

MPE enlarges the concept of a file so that it encompasses the control of physical devices as well as
data and program files. This way, MPE users treat all input/output operations as if they were reading
or writing to a file, whether that file is actually a group of records residing on disc, or the disc drive
itself. In general, data stored on disc is a disc file, while files used for I/O operations to or from a
device (any non-disc file) are by definition device files.

MPE provides users with a selection of commands to manage and monitor device files and the in-
put/output (or peripheral) devices themselves. Each input/output device known to the system has a
unique logical device number (Idev). In addition, each device is assigned one or more device class
names. A class name can be unique to a device, or it may be associated with more than one Idev.

DEVICE CLASSES. With few exceptions, device class names are arbitrarily selected by the System
Supervisor. (Exceptions include SYSDISC, which is always assigned to Idev 1, the system disc; VTERM,
which is assigned to the pseudo terminal devices used by the Virtual Terminal service of NS/3000;
SPOOL, which must be assigned to disc drives used by the spooling process; JOBTAPE, which is the
device class name required for the STREAMS device, usually configured as idev 10; and DUMPTAPE.)
Since more than one device may be assigned the same class name (i.e. two disc drives can both be as-
signed the class name "DISC"), referencing a device by its class name is always less specific than
referring to its logical device number.

ACTIVE DEVICE FILES. An idle device is known by its ldev or unique device class name only. By
contrast, an active device file is assigned a unique value known as the device file ID. The device file
ID for an input device is of the form #Innnn ; an output device is represented as #0nnnn. For both
input and output device files, nnnn is a unique identification number.

The device file ID and additional information about the device file is listed when you execute the
:SHOWIN command (for input device files) and : SHOWOUT command (for output device files) as shown
in the following partial examples:
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: SHOWIN

DEV/CL  DFID JOBNUM  FNAME STATE FRM SPACE RANK PRI #C
&8 #12520 #S2224 $STDIN  OPENED 8

43 #12438 #51223 $STDIN  OPENED 8

: SHOWOUT

DEV/CL  DFID JOBNUM FNAME STATE FRM SPACE RANK PRI #C
58 #010587 #52224 $STDLIST OPENED 128 D 1 1
40 #012222 #51211 $STDLIST OPENED 2048 1 8 1
21 #056675 #S1009 SLP WAIT 2048 1 8 2
56 #034456 #51224 PP ACTIVE 36000 1 8 1

The information displayed in these commands is defined as follows:

DEV/CL

DFID

JOBNUM

FNAME

STATE

FRM

SPACE

RANK

PRI

#C

The logical device number or device class of the device file.

The device file ID number, which MPE uses to uniquely identify the input or out-
put data.

The number of the job or session which generated the data. This is the same num-
ber that identifies each job/session currently executing, listed when you issue the
: SHOWJOB command.

The name assigned to the device file.

The job state, which can be either ACTIVE, OPENED, READY, or LOCKED (for
output device files).

Forms message indicator. The letter "'F'* will appear only if a forms alignment mes-
sage applies to the device file.

The amount of disc space, in sectors, used by the device file.

The order in which the READY file is output with respect to other files of the same
output priority and class name or logical device.

Deferred file indicator, which applies only to spooled device files.

The output priority of the device file, requested by the user or adjusted by the
Operator. Specified for spooled output device files only.

The number of copies needed, specified for spooled output device files only.

INPUT DEVICE FILES. Input devices that accept :JOBor :DATA commands automatically attempt
to read the first input record as part of the Device Recognition and validation process. (Refer to the
preceding discussion of job/session evolution in this section.) There are three types of input device
files, each of which is defined below: job/session input device files, data device files, and

Operator-assigned

Job/Session Input

device files.

Device Files. When users enter the :J0B or :HELLD command on a job- or

session-accepting device, MPE creates a device file on behalf of the job or session. This file always
assumes the system-defined name $STDIN.
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Data Device Files. The :DATA command provides the user with a method of associating a data device
file with a specific user name and account, and optionally a file name. In a manner similar to :JOB
command processing, the data-accepting device (whether spooled or unspooled) reads and validates
the first input record. If the :DATA command is syntactically correct, and the specified user and ac-
count exist, the device file is created. Only the specified user, however, may access the device file
without Operator intervention. This restriction provides a measure of file security, and simplifies the
Operator’s job of monitoring data sets.

If the data-accepting device is spooled, the entire device file is spooled to disc. It will remain on the
disc until accessed by the user who created it or until it is deleted by the Operator.

Operator-Assigned Device Files. Input devices that do not accept :JOB, :HELLO, or :DATA com-
mands will not automatically recognize or validate the job, session, or file. Instead, the user must
request the use of a non-accepting device. You, the Operator, respond by assigning the device to that
user exclusively, or informing the user that the device is unavailable. Such devices are known as
Operator-assigned device files.

User programs gain access to input data by "opening" an input device file. Since you normally control
the device, and the user (who is located at a remote terminal) controls the device file opening
program, some coordination between user and Operator is required. If the device to be used is con-
figured as a data-accepting device, the appropriate :DATA command and :E0D command are
embedded within the data file as the first and last records respectively. MPE will read the :DATA
command automatically, recognize the device file, and make it available to the user program.

Listing Input Device Files, The :SHOWINcommand will list all input device files "known" to MPE.
For example:

:SHOWIN
DEV/CL DFIN  JOBNUM FNAME STATE FRM SPACE RANK PRI #C
25 #116  #514 $STDIN  OPENED
43 #114  #513 $STDIN  OPENED
S #115 GOODF ILE READY 4
FIELD.SUPPORT
3 FILES:
0 ACTIVE

1 READY; INCLUDING 1 SPOOFLES, 0 DEFERRED
2 OPENED; INCLUDING 0 SPOOFLES

0 LOCKED; INCLUDING 0 SPOOFLES

1 SPOOFLES: 4 SECTORS

Device files #116 and #114 are session input device files on logical device 25 and 43 respectively.
Device file #1115 isa :DATA device file that was spooled from logical device 5. It was created by
the user FIELD under the account SUPPORT, and assigned the file name GOODF ILE .

OUTPUT DEVICE FILES. An output device file contains data from a user program which is direc-
ted to devices such as line printers or tape drives. Like input device files, output device files fall into
three categories: standard list device files used by jobs and sessions, non-standard output device files
created by job and sessions, and Operator-assigned device files.
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Job/Session List Device Files. When the system is first configured, each job or session accepting
device is assigned a corresponding standard output device. There is exactly one such output device file
assigned to each executing job and session, which assumes the system-defined file name $STDLIST.
For example, the standard output device for sessions is a terminal. (Since sessions are interactive, the
standard input device file, $STDIN, and standard output device file, $STDLIST are always the same
logical device.) The standard list device for jobs is more likely to be a printer, since users submit jobs
to be separately processed by MPE, and would not want output results to appear on their terminal
while they are working.

Redirecting Output to Another Device, Users may redirect output, which would normally appear on
the $STDLIST device, to another logical device or device class. This is done with file equations, which
use the :FILE command to equate a file name with a device, or a system-defined file name
(representing a device) with a user-defined file. For example, the LISTEQS utility lists the file equa~
tions and temporary files in use during the current session. By default, the information is displayed on
your terminal, identified by the formal file designator "LIST". To redirect the output to device class
LP, enter:

:FILE LIST;DEV=LP
:RUN LISTEQS.PUB.SYS

Operator-Assigned Output Device Files. If users select a magnetic tape or serial disc as the output
device file for their job or session, you must :REPLY to the request. Until you respond, their program
(which needs the device for output) will remain suspended. Since you may either allow the user use
of the device, or deny access to it, devices assigned with a :REPLY are known as "Operator-assigned
device files."

A user’s device class request will generate a Console message similar to the following:
78:32/#55889/192/LDEV# FOR "T'' DN TAPE (NUM)?

In this example, Session #5889 (#55889 ) is requesting the use of a tape drive in device class TAPE.
To respond, send a message (via the :REPLY command) to the user’s process, identified by the process
identification number, or pin. (The pin is always the number which follows the second slash mark
("/ ") in the request. In the example, the pin is 192.) Your reply may either grant the user access to
a device in the class identified by the device class name, or inform the user that no device is available.
For example, to respond to the request by assigning logical device 7 to pin 192, enter:

:REPLY 192,7
To tell the user that no device is available, respond:

:REPLY 192,0
This way, the user can request the device at a later time, rather than remain suspended indefinitely.
Note that if the user has requested a device class you may assign any available logical device in the

class. However, if the request is for a specific disc or tape drive, identified by its logical device num-
ber, you may assign the device if or when it becomes available.
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Listing Output Device Files. To list the output device files known to MPE, issue the : SHOWOUT
command, illustrated below:

: SHOWOUT

DEV/CL DFID JOBNUM FNAME STATE FRM SPACE RANK PRI #C
PP #012 +#J4 $STDLIST OPENED 2048 8 1
PP #024 #511 BASLIST OPENED 2048 Do 1
PP #080 #524 PP READY 2048 Do 1
19 #0131  #S21 SLP ACTIVE 1408 8 1
41 FILES:

1 ACTIVE

3 READY; INCLUDING 3 SPOOFLES, 3 DEFERRED
37 OPENED; INCLUDING 7 SPOOFLES
0 LOCKED; INCLUDING 0 SPOOFLES
11 SPOOFLES: 19948 SECTORS
OUTFENCE = &

Controlling Device Availability
As Operator, you can control which peripheral devices are on line and available to users, and which
are not. The :DOWN command takes a device off line (called "downing" a device), while the :UP

command brings it back on line. Any device, except the System Console or system domain disc drive.
can be downed.

For example, to take a tape drive (identified as logical device 7)) off line, enter:

:DOWN 7

The most common reason for taking a device off line is to perform diagnostic tests on the device. In
this case, after downing the device, you would give the device to diagnostics by executing the :GIVE
command. For example, to take logical device 81 off line so that diagnostic tests can be performed on
the device, enter:

:DOWN 81
:GIVE 81

12:53/3/LDEV#81 IN USE BY DIAGNOSTICS
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To release ldev 81 from diagnostics control, so that it can be brought back on line, enter:
: TAKE 81
To bring a device back on line, enter:

:UP 81

To determine that the device is again available, check its status with the :SHOWDEV command. If it
is, "AVAIL" will be displayed in the third column of the :SHOWDEV listing.

: SHOWDEV 81

LDEV  AVAIL OWNERSHIP VOLID DEN ASSOCIATION
a1 AVAIL

Using Disc Volumes

Disc files are the principal means of permanent data storage on the HP 3000. The majority of disc
storage is shared among all users on the system and stored on devices known as System Domain discs.
Non-system domain discs, the other category of disc device, consist of foreign (non-MPE formatted)
disc volumes, private volumes, and serial discs.

Since system domain and private volume disc drives are used as shared devices, and therefore are not
assigned to users as are tape drives, accessing disc files requires little Operator intervention. Your
primary interaction with disc drives will be in manipulating private volumes. This entails enabling the
Private Volumes facility and mounting and dismounting private disc volumes using three Operator
commands: :VMOUNT , :LMOUNT , and :LDISMOUNT. (For detailed information, refer to "PRIVATE
VOLUMES" in Section X of this manual.)

The following information is an introduction to the care and handling of disc drives. It includes
general information about disc conditioning, the Private Volumes facility, the Foreign Disc Facility,
disc pack storage requirements, and maintenance of flexible discs, or diskettes. Specific hardware in-
formation about different models and types of disc drives is available in the hardware documentation
supplied with the peripheral device.

DISC CONDITIONING. Discs must be "conditioned" before users can access them. Normally done
by the System Supervisor or System Manager, disc conditioning includes the following three
procedures, performed in the listed order:

¢ Formatting: writing address and timing information on the disc.

o Initializing: configuring the Free Space and Defective Tracks Tables on the disc (system domain
and private volumes only).

¢ Labeling: assigning a name to the disc volume.

System Volume Conditioning. System domain discs are always formatted off line (when the operating
system is shut down) by the stand-alone program SLEUTHSM. They are initialized during a
RELOAD of the operating system when the INITIAL Program creates a Defective Tracks Table. You
may label discs during a COOLSTART, COLDSTART, UPDATE, or RELOAD by responding to the
program’s prompt for a volume name.
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Private Volume Conditioning. Unlike System domain discs, non-system domain discs (which include
Private Volumes, serial discs, and foreign discs) may be conditioned while MPE is operational. Online
disc conditioning may be done only by users with OP capability since access to MPE’s VINIT subsys-
tem, which is used to condition non-system discs, is restricted to such users. VINIT includes an array
of commands to format, initialize, label, and verify non-system domain discs. (For more informa-
tion about non-system domain discs, refer to "PRIVATE VOLUMES" in Section X of this manual.)

CONTROLLING THE USE OF PRIVATE VOLUMES. You, as Operator, control the use of private
volumes on your system with three Operator commands: :LMOUNT, :LDISMOUNT, and :VMOUNT. The
first two commands, :LMOUNT and :LDISMOUNT, let you control which private volume sets are online
and available to users. Unless a volume set is logically mounted, users will be unable to use the files
stored on the disc, because MPE will have no means to access the disc. (A disc volume, whether
private or shared, must be "known" to MPE through a logical mount operation. Unlike System
domain discs, which are mounted when the system is started, private volumes require Operator inter-
vention in the form of an explicit :LMOUNT command.)

The third command, :VWOUNT, enables or disables the entire Private Volumes facility. To enable the
Private Volumes facility enter:

:WMOUNT ON

This allows users to access private volumes. In this case, users’ :MOUNT requests will be displayed on
the Console and you must respond to their request. If you would like to enable the Private Volumes
facility so that :MDUNT requests do not interrupt you, enter:

:VWMOUNT ON;AUTO

In this case, MPE will attempt to satisfy users’ :MOUNT requests automatically.

To disable the Private Volumes facility without suppressing the display of :MOUNT request messages
on the Console, enter:

:WMOUNT DOFF 3ALL

To prevent users from accessing private disc volumes, and suppress the display of Conscle messages,
enter:

:VMOUNT OFF

THE FOREIGN DISC FACILITY. The Foreign Disc Facility (FDF) allows standard MPE users to
access and alter data on disc volumes that do not conform to the standard MPE format. MPE considers
a disc "foreign" if it lacks a standard MPE volume label. Volume labels which MPE recognizes as
standard include:

Valid private volume labels.

Scratch volume labels.

System volume labels.

Serial disc volume labels.
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Since the format of a foreign disc is completely arbitrary, it is conceivable that a foreign disc’s format
could duplicate a Private Volume, serial disc, or other MPE-recognized format. In this case, the for-
eign volume might be treated as a standard MPE disc, which would require Operator intervention. To
inform MPE that a particular disc volume is in fact a foreign disc, enter:

:FOREIGN Idevw

In this example, ldev is the logical device number of the device on which the disc volume is mounted.
:FOREIGN forces the system to treat the volume currently mounted on the specified device as a for—
eign disc. For this command to succeed, the mounted device must be in a foreign device class, the
device must be UP , and the volume cannot be in use.

CAUTION

If the restrictions stated above are met, the system will
treat any volume mounted on the logical device as a for-
eign disc. As long as the volume is not a System Domain
disc, no security checking is done. Therefore, any disc
(System, Private Volume, etc.) could be accidentally
mounted and used as a foreign disc. Since one char-
acteristic of the Foreign Disc Facility is the ability to
write on the MPE label area, volume labels could be
destroyed and important information lost.

Foreign discs, like serial discs and private volumes, are not considered part of the System Domain and
are not identified by entries into the System Volume Table. Standard MPE users may access and alter
data residing on a foreign disc if two conditions are met: one, the Operator must allow them access to
the device which contains the foreign disc. Two, users must be able to access the data on the disc in a
form which is meaningful to MPE. The second condition is accomplished by using a program to inter-
pret (read) the disc format and also write data which is compatible with the foreign disc’s file and
record structure. For example, provided you (or your program) know the disc format, you could treat
a foreign disc as an HP 250-, HP 300-, or IBM 3741-formatted diskette.

You may designate a device class to be "foreign" when running either the SYSDUMP or INITIAL
Programs. Once the device class is designated as foreign, you may mount a disc in the drive (ldev)
corresponding to that device class and access any and all information on that disc. If you want to treat
another type of disc (such a serial disc) as foreign, it must first be conditioned as a foreign disc using
FOREIGN or the VINIT subsystem.

To create a foreign disc on logical device 3 (which must be a non-system domain disc drive in the
down state), mount a disc pack on the drive and enter the following command in the VINIT
subsystem:

>FOREIGN 3

This command will fill in the MPE volume label with zeros, regardless of its previous contents, since
MPE does not acknowledge zeros as a valid disc label. (Any other unrecognizable character sequence
would suffice.) MPE will then treat the volume as a foreign disc for all subsequent accesses.
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The DSTAT command of the VINIT subsystem will display the status of the foreign disc on Idev 3.
The user command :DSTAT will also indicate that MPE considers a disc as foreign ; it uses the same
format as the VINIT DSTAT command.

THE CARE AND HANDLING OF DISC DEVICES. Disc drives and disc volumes, like all media
used to store computer data, require careful handling and proper environmental conditions. Following
the guidelines listed below will extend the life of your disc storage equipment and help maintain the
integrity of data stored on disc packs and diskettes.

Disc Packs. Temperature and cleanliness of the storage area affect the interchangeability of disc
packs between drives. Disc packs should be stored in environmental surroundings that are nearly
identical to those of the operating area. To ensure optimum performance, the temperature of the disc
drive and disc pack must be within +3 degrees C (+5.4 degrees F) of each other. If the disc packs are
stored separately from the disc drives, the temperature of the storage area should be maintained be-
tween -15 degrees C and 60 degrees C (5 degrees F and 140 degrees F) with the relative humidity be-
tween O and 95 percent (non-condensing). When the temperature and relative humidity of the
storage area are different than the disc drives’ operational requirements, allow a minimum of two
hours for environmental stabilization before using the disc packs.

Store disc packs in a clean, dust-free area. Do not allow them to come into contact with any mag-
netic material. Steel storage cabinets protect the packs, and allow easy access since you can adjust the
shelf height. Always store disc packs flat, not more than two high, with the top cover of the storage
case resting on the gasket of the bottom cover. It is also a good idea to wipe the outside of the disc
pack storage case with a liquid anti-static plastic cleaner periodically; this will minimize the pos-
sibility of introducing dust and dirt into the disc pack.

Other general precautions for handling disc packs include:

e Replace covers that are cracked, distorted or damaged.

e Do not touch the surface of the disc with any object, including your hands. The disc surfaces can
be distorted or damaged through impact, excessive pressure, or abrasion.

e Keep beverages off the disc drive and away from the disc pack storage area. If spilled, they will
leave a residue on the recording surface, which may require reconditioning of the disc.

e Keep all smoking materials away from the disc drives. Smoke will contaminate the disc packs and
interfere with the reliable operation of the drives.

Flexible Discs. The flexible disc is enclosed in a plastic jacket which is lined with a wiping material
that cleans the disc of foreign matter. When not in use, the disc should always be stored in its protec-
tive envelope. To ensure error-free disc drive operation, the following additional precautions should
be observed:

e Use only flexible discs approved by Hewlett-Packard. Use of any others can result in damage to
the drive mechanism, high maintenance costs, and data loss. Hewlett-Packard warranty does not
cover damage caused by the use of flexible discs not approved by Hewlett-Packard.

e Return the disc to its storage envelope whenever it is removed from the disc drive.
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¢ Replace storage envelopes when they become worn, cracked, or distorted.
e Do not touch or attempt to clean the surface of the disc. Abrasions may cause loss of data.

¢ Do not write on the plastic jacket of the disc with a lead pencil or ballpoint pen. Use a felt-tip

pen and write only on the label.
¢ Do not expose the disc to extremes of temperature and/or humidity.

o Keep the flexible discs away from magnetic fields and ferromagnetic materials that may become
magnetized. Strong magnetic fields can distort the data recorded on a disc.

Using Magnetic Tapes

Tape drives, unlike most disc drives, are nonsharable devices, and users cannot access them without
your assistance. As a result, you will be called upon to manage tape devices far more frequently than
disc drives. When a user (or a user’s program) requests the use of a tape drive, you will :REPLY to the
request at the Console, either granting access to the device, or telling the user that the device is un-
available. If the device is available, you will mount and load the tape, put the tape drive on line,
and assign that logical device to the user.

OPERATOR TASKS REQUIRING TAPES. In addition to responding to users’ tape requests, you
will use tapes to perform specific Operator functions. These functions include:

e Backing up the system.

s Restarting the system from tape (the COLDSTART, UPDATE, or RELOAD options of the
INITIAL Program).

¢ Storing files to tape, using the :STORE command.
¢ Restoring files from tape with the :RESTORE command.

As you can see from this summary, it is important for you to be familiar with the tape drives used
with your system. Some of the pertinent information is discussed below. Other information, such as
using the :STORE and :RESTORE commands, and using tapes during the SYSDUMP and INITIAL
Programs is discussed in subsequent parts of this section. Additional information about peripheral
devices is also available in Section VIII, entitled "SPECIAL CONSIDERATIONS FOR PERIPHERAL
DEVICES".

THE CARE AND HANDLING OF TAPES. An important part of using tapes correctly is to follow
the maintenance procedures outlined in the documentation supplied with the equipment. Tape drives,
like disc storage devices, should be handled with care and used under the proper environmental condi-
tions. Guidelines for the use of magnetic tapes and cartridge tapes are discussed below.
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Magnetic Tapes. The reliability of data stored on magnetic tapes is affected by environmental
conditions. Tape heads, since they are exposed to particles of dust and smoke in the air most of the
time, should be cleaned after every eight hours of use. Like disc packs, it is a good idea to store mag-
netic tapes in cabinets. They should be stored vertically, away from operating disc drives because of
the magnetic field a disc drive generates. Arrange the storage area so that the tapes do not contact
any magnetic material (even magnetic latches on cabinets), since any magnetic field greater than S0
oersteds can destroy information on the tape.

To reduce read errors, plan the storage area so that extremes of temperature and humidity are
avoided. If this cannot be done, you must bring tapes to computer-room temperature 4 to 16 hours
before use. An exception applies to the handling of acetate and polyester tapes: they must always be
maintained at the same temperature as the computer system room.

Cartridge Tapes. The cartridge intended for use in the HP 7911/12/14 integrated cartridge tape
drive is a 4-inch by 6-inch DC600 preformatted data cartridge. It is available in either a
67-megabyte, 600-foot size (HP 88140L) or a 16.7-megabyte, 150-foot size (HP 88140S). The
formatted blocks include space for 1K bytes of data, error correction, block addresses, and other data
used internally by MPE. A mechanical write protect key is built into the cartridge. Data on a
cartridge can be protected against accidental overwriting by turning the safe arrow in the upper left
corner of the cartridge to the "SAFE" position. However, if you insert such a cartridge and writing
is required, you will have to remove and reinsert it after turning the save arrow to allow writing.
These steps can take up to 5 minutes.

The following is a list of general procedures for the correct use éf cartridge tapes:
1. Do not touch or attempt to clean the tape or tape guide within the cartridge.

2. Do not attempt to remove a tape cartridge while the "BUSY" indicator is lit. Wait until the
tape cartridge unloading sequence is complete.

3. Do not use excessive force on the tape eject lever. It will not operate when the power is off (un-
less the tape was properly unloaded) or when the "BUSY" indicator is lit.

4. When not in use, tape cartridges should be removed from the drive and stored in the protective
plastic case. If cartridges are left in the tape drive, they can deform the rubber capstan and col-

lect excessive amounts of dust and dirt.

5.  Tape cartridges should not be left in excessively warm, dry, or humid areas; they should be
stored away from magnetic fields and direct sunlight.

6. Tape cartridges should only operate between temperatures of 10 degrees C (50 degrees F) and 40
degrees C (104 degrees F); they should be stored at temperatures in the range of -40 degrees C
(-40 degrees F) to 65 degrees C (149 degrees F).

7. Do not drop tape cartridges or subject them to rough handling.

8. To protect data stored on the cartridge, turn the safe arrow in the corner of the tape cartridge
to "SAFE".

9. NEVER erase a cartridge tape with a bulk erase! It is preformatted at the factory and you will
not be able to use it again.
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Using Printers

Printers are the principal output device used by jobs, and they are frequently used for output during
sessions. As Operator you are responsible for monitoring the printer, which consists of three main
tasks:

¢ Controlling the operation of the spooler.
¢ Replacing paper, preventing (or fixing) paper jams, and unloading finished printouts.
* Responding to users’ forms requests by mounting and adjusting new forms.

In addition, you may also determine whether to print header or trailer data, controlled with two MPE
commands: :HEADOFF and :HEADON. Controlling the operation of the spooler is a major task requir-
ing you to know several MPE spooler commands. Because of its magnitude, spooling is treated in a
separate discussion immediately following this subsection. For complete instructions, for replacing
paper and fixing paper jams, refer to the documentation supplied with your system’s printers.
Information about peripheral devices used with the HP 3000 is also included in Section VIII of this
manual, entitled "SPECIAL CONSIDERATIONS FOR PERIPHERAL DEVICES".

FORMS MESSAGE. When a user opens an output device file, the program generating the output
may request special forms (using the formsmsg parameter of the FOPEN intrinsic). In this case, a
request to mount the forms will be displayed on the Console. If the request for special forms is for an
HP 2608A, HP 2608S, or HP 2563 Line Printer, you can send the special format information to the

printer with the :DOWNLOAD command.
[cauTioN]

Do not issue a :DOWNLOAD command to an HP 2608S or
HP 2563 printer while a spool file is printing. This will
disable the device and it will remain so until the system
is restarted with a WARMSTART. HP recommends that
an environment file be used to transmit the required in~
formation to these printers.

If the user has requested a device class, you are asked to mount the forms on any free device in the
class. If the user has requested a specific Idev, the form must be mounted only on the requested
device, if it is available. If special forms are mounted on a device, and the user’s program does not
need them, MPE will automatically request that you mount standard forms.

When the user has requested special forms on a line printer (other than the HP 2608S or HP 2563),
MPE will initiate a dialog with you to align the forms. A standard record of the following form is
output to the line printer:

0 1/ /2 3

/ /7
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In addition, a message will be displayed on the Console asking if the forms are aligned. This dialog is
repeated until they are correct, at which point the file can begin printing at the proper user-defined
position.

Forms alignment on an HP 2608S or HP 2563 printer is an exception to this procedure. Press the
“PRINT ONE LINE" switch on the printer shown in Figure 4-1 to produce a test line and then make
any necessary adjustments to the form. The printer must be offline. For more detailed information,
refer to the HP 2608S Operator’s Manual (02608-90911).

O

POWER ON  FORM  LINE g:gﬁune
LINE Fi
EED FEED EXT/INT
OFF
LINE
FAULT CONDITIONS POWER CONDITIONS
PAPER PLATEN PAPER TEST

)

out RIBBON AM AL
FORM ADJUST / FORM LENGTH

L)L

UPR / uP DOWN / DOWN SET TOP SELF
OF FORM TEST

1 O

Figure 4-1. Control Panel on the HP 2608S Line Printer

O

CONTROLLING HEADER/TRAILER OUTPUT. Header/trailer output is the page of data which
precedes and follows the text file. It identifies the file by session (or job) number, output spool file
number, session name (if any), user name, and account. If you want to suppress the printing of
header/trailer output, enter:

:HEADOFF 6
This will prevent the printing of header/trailer data on logical device 6. If this command is issued
while a file is being printed, the request to suppress header/trailer output will take effect after the
ACTIVE file’s trailer page is printed.

To resume the printing of header/trailer data for logical device 6, enter:

:HEADON 6
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SPOOLING

MPE is equipped with a spooling facility to assist the operation of certain nonsharable devices. When
a spooler process controls a device such as a line printer, the device appears to be shared among several
users, when in fact it can only process one file at a time. This is done by temporarily storing data on
disc, instead of sending it directly to the spooled device. The disc essentially becomes a staging area,
while the spooler manages the collection of input data (usually from a terminal or tape drive) and the
selection of an output spool file destined for the printer.

A simplified diagram illustrating the input/output spooling process is shown in Figure 4-2. As the
figure illustrates, MPE's spooling facility actually consists of two separate parts: an input spooler and
an output spooler. The following discussion, separated into two subsections, explains each part of the
process in detail.

Input Spooling

When a nonsharable job- or data-accepting input device is "spooled"”, the device (spoolee) is control-
led by a spooling process. It collects data from the input device and writes the data to a disc file.
When there is no input data to be collected, the spooler enters a suspended state.

The input spooling operation continues until the logical end-of -file indicator (:EOJ for job files :EDD
for data files) is encountered. At that point, the spool file is complete (the READY state) and is avail-
able for access by a program or MPE. A data file states changes from READY to OPEN once a program
opens it with a valid FOPEN intrinsic. Once the program no longer needs the file (and issues zn
FCLOSE), the file will be deleted from the disc. To summarize, the three states of an input spool file

are:

ACTIVE The input spool file is being created, but is not yet complete.
READY The file is available for program access; it also may be deleted by the Operator.
OPEN The file is currently being read by a user program or MPE.
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Figure 4-2. Simplified 1/O Spooling Diagram

OPERATOR CONTROL OF INPUT SPOOLING. There are three ways in which you can control the
processing of input spool files. First, you may stop the input spooling process with the :STOPSPOOL
command. Second, you may issue the :STARTSPOOL command to start or restart the spooling process
for an input device. And third, you may delete a READY spool file from disc with the
:DELETESPOOLFILE command.

Peripheral devices that the System Supervisor configures as spooled devices (during the SYSDUMP
Program) are automatically activated when the system is started. Devices which are not automatical-
ly spooled must be allocated to a spooler process by issuing a : STARTSPOOL for each device. To deallo-
cate the input device, enter the :STOPSPOCL command. This action will immediately stop the spooler
and delete the currently ACTIVE spool file.
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An exception to this occurs when a :DELETESPOOLF ILE command is issued in combination with the
:STOPSPOOL command. In this case, the spooler is not stopped until the currently ACTIVE spool file is
deleted from the system. When issued by itself, :DELETESPOOLFILE deletes the ACTIVE file but the
device remains allocated to the spooler process. Note that $STDIN files cannot be deleted with the
:DELETESPOOLF ILE command; you must use :ABORTJOBon such files.

MAINTAINING JOB SEQUENCE. Normally, every job in a sequence of jobs is independent of the
others, and may be submitted and executed in any order. In certain exceptional cases, the order in
which jobs are executed is critical. When such a job sequence is submitted on an unspooled device, this
order is implicitly maintained, because each command is executed when MPE reads it.

When a job-accepting device is spooled, this order may not be maintained for two reasons: first, jobs
are accepted by the spooler program before preceding jobs have been completely executed; and second,
the spooler allows jobs to execute concurrently. Therefore, a sequence of jobs which must be executed
in a specific order should be submitted on an unspooled device since the order in which they are sub-
mitted is the exact order in which they will be processed. An example will illustrate this: when the
System Manager establishes an account, he or she will typically create the account with Just one user
and one group as a single job. A second job establishes all of the remaining users and groups. If this
two-job sequence were submitted on a spooled device, the first job would probably not be complete
before the spooler attempted to validate the second job. That is, the user, group, and account needed
to successfully execute the second job would not yet exist when the spooler attempted to validate the

job.

ABNORMAL TERMINATION OF THE SPOOLER PROCESS. When the spooled input device is a
tape drive, the I/0O system automatically issues a rewind command whenever spooling is stopped. In

ormal operation, this feature ensures that the tape may be unloaded properly. However, when a
power failure or overtemperature shutdown occurs, spooling is stopped abnormally, which leaves a
rewind request outstanding when the system is restarted. If no tape is mounted on the tape drive as-
signed as the input spooling device when the system is restarted, one of the following I/Q messages
will be displayed on the Console:

SP#idev /STOPPED
SPOOLEE 10 ERROR
LDEV#ldev OFFLINE
LDEV#ldev NOT READY

Therefore, as a standard power fail or overtemperature recovery procedure, mount an expendable
tape on the input spooling device.

Output Spooling

You can exercise more control over output spool files than input spool files. In addition to the
:STARTSPOOL, :STOPSPOOL, and :DELETESPOOLFILE commands discussed above, you may also
suspend and resume a spooling process using the :SUSPENDSPOOL and :RESUMESPOOL commands, and
alter the status or destination of an output spool file with the :ALTSPOOLFILE command. Two other
Operator commands, :0PENQand :SHUTQ, are available on the G.00.00 release of MPE V. They are
used to open and close spool queues, which allow or prohibit spooled files to be stored on disc to await
printing.
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OUTPUT SPOOL FILE STATES. When a nonsharable device is spooled, a spooling process controls
the device, which is referred to as the "spoolee". A user program writing data to a spooled output
device actually writes output records to an OPEN spooled device file instead of the device itself. This
spool file is stored on disc until it is complete, at which point the file’s status changes from OPEN to
READY.

In addition to building output spool files on disc, the output spooler also searches continuously for
READY device files. When the output device (usually a printer) is available, the spooler process selects
a READY file. The file selected changes from the READY state to ACTIVE, and printing begins. Below
is a summary of the sequence of output spool file states:

OPEN An output spool file currently being created by MPE.

READY A complete file, available and waiting to be processed by an output device.
READY or ACTIVE files may be deleted with the :DELETESPOOLFILE command.

ACTIVE The file currently being output to the device.

A spooled output device file may also be LOCKED, which means that the file is READY but cannot be
selected as the next ACTIVE file. Typically, a spool file will be locked when a user is accessing it
through the SPOOK utility. (For a discussion of SPOOK, refer to the MPE V System Utilities
Reference Manual (32033-90008)).

LISTING OUTPUT SPOOL FILES. The :SHOWOUT SP command lists all spooled output device files
known to MPE, and a summary of spooler statistics, as shown in the example below.

: SHOWOUT SP

DEV/CL DFID JOBNUM  FNAME STATE FRM SPACE RANK PRI #C
PP #03162 #Jc6 $STDLIST OPENED 2048 13 1
PP #03164 #J67 $STDLIST OPENED 2048 13 1
PP #01182 #J27 $STDLIST READY 756 D3 1
PP #01370 #J33 SYSADGID READY 1520 D1 1
PP #01787 #5531 SLP READY 2740 D1 1
PP #02631 #5711  STDLIST OPENED 2048 Do 1
PP #03364 #5863 SLP OPENED 2048 13 1
LP #03327 #S‘293 MAILLOG READY 48 1 8 1
LP #03339 #S5‘299 MAILLOG READY 48 2 8 1
LP #096 #5246 LP READY 1200 D1 1
LP #03359 #5868 WPHDUMP READY 660 D1 1
6 #03325 #S5/29% MAILLOG ACTIVE 48 8 1

12 FILES (DISPLAYED):

1 ACTI

7 READY; INCLUDING 7 SPODFLES, © DEFERRED
4 OPENED; INCLUDING 4 SPOOFLES
0 LOCKED; INCLUDING 0 SPOOFLES
12 SPOOFLES: 15212 SECTORS
OUTFENCE = &
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CONTROLLING SPOOLED DEVICES AND DEVICE CLASSES. You may use a combination of the
:STARTSPOOL and :STOPSPOOL commands to control spooled devices (identified by their logical
device numbers) separately from spooled device classes. For example, suppose you want the system’s
line printer (Idev © ) to be an unspooled "hot" device, yet you also want any users directing output
to device class LP (which is assigned to more than one device) to be able to build spool files while Idev
6 is unavailable. To do so, start spooling for device class LP, and stop spooling on ldev €, as shown
below.

:STARTSPOOL LP
:STOPSPOOL 6

When Ildev 6 can again be shared (spooled), and you wish to print the spool files which have ac-
cumulated, enter:

:STARTSPOOL 6

Note that starting the spooling process for a particular device can activate spooling for all device
classes associated with the device.

SUSPENDING THE SPOOLER. Another frequently used output spooling command is
:SUSPENDSPOOL. It temporarily suspends the spooler process without deallocating the device. If the
" :SUSPENDSPOOL Idev ;FINISH" form of the command is used, the output device will finish print-
ing the currently ACTIVE file before the process is suspended. If FINISH is not specified, spooling
stops immediately and any ACTIVE file is returned to the READY state in its original queue and at its
current output priority.

RESUMING THE SPOOLER. To resume the spooler after it has been suspended, use
:RESUMESPOOL. With this command you may backspace or advance a specified number of files or
pages, or resume printing at the beginning of the ACTIVE file that was interrupted when the spooler
was suspended. (This is possible because the entire spool file remains intact until printing is complete,
even though it may consist of up to 32 distinct sections, or "extents". Printers capable of recovering
from a malfunction run "silently" from the beginning of the spool file to the point of interruption,
then resume printing.)

The "BACK nnn PAGES' parameter of the :RESUMESPOOL command is particularly helpful when the
paper jams after printing most of a large job. If only the last few pages are damaged, simply resume
printing two or three pages before the jam occurred. (A page in this context is a literal page, which is
usually 60 lines of output.) Because the spooler uses literal pages, and also because partial and header
pages affect the count, it is difficult to determine where the spooler was interrupted. Therefore,
when resuming the spooler, overestimate the number of pages you will need. For example, if you
need to reprint the last three pages, resume printing "BACK 5§ PAGES'" .
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NOTE

You cannot use the "FILES'" parameter of the
: RESUMESPOOL command to go BACK or FORWARD in the
spool file when using the HP 26 80A Laser Page Printer
and the HP 2608S printer. Even on printers which do
support the "FILES' parameter, using it properly is ex-
tremely complex. For the purpose of the
:RESUMESPODL command, individual files within a
complete output spool file are defined as data separated
by the FOPEN intrinsic. In order to go back or forward
nnn number of files, you must first identify individual
"files" by examining the spool file with the SPOOK
utility for "FOPEN " statements.

SETTING THE OUTPUT FENCE. To control output spooling for all devices on the system, or op-
tionally, for individual logical devices, use the :0UTFENCE command. Output device files with a
priority less than or equal to the current system or device output fence are not selected for printing by
an output spooler process. Such files remain deferred until the output fence is lowered, or until their
output priority is raised. When the spooler fails to find a READY spool file, the output device will
wait. It will be reactivated automatically when a spool file with high enough priority is READY for
printing.

ALTERING A SINGLE SPOOL FILE. If you want to print a particular file without affecting
others, you may change the output priority of the spool file with the :ALTSPOOLFILE command.
: ALTSPOOLF ILE is also used to change the destination of an OPEN, READY or ACTIVE file, or to direct
the printer to produce multiple copies of a file. For example, to raise the output priority of a spool
file to 10 and print 4 copies of the document, enter:

:ALTSPOOLFILE #0116;PRI=10;COPIES=4

In this example "#0116 " is the MPE-assigned output spool file number, displayed when you issue the
+SHOWOUT SP command.

CONTROLLING SPOOL QUEUES. Two new Operator commands have been included in the
G.00.00 release of MPE V: :0PENQand :SHUTQ. The first command, :0PENQ, allows users to create
output spool files on disc even while the printer spooler is stopped or suspended. The spool queue also
need not correspond to a particular logical device; files will continue to be collected in the queue until
no more disc space is available or until you shut the spool queue by issuing a :SHUTQ command.
(Spool files which accumulate in the queue may be stored off on tape with the SPOOK utility for later
printing. Refer to the discussion of SPOOK in the MPE V Utilities Reference Manual,
(32033-90008).)

If the spool queues become full, a Console message will be issued, MPE shuts the spool queues and no
more spool files can be created. In this case, you must shut the spool queue, and allow the spooler
time to print some of the files. Other options include storing some of the less-important files on tape
(with SPOOK , mentioned above) or deieting some of the accumulated spool files from the system.
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BACKING UP SYSTEM AND USER FILES

If a system failure occurs, the amount of data you lose directly depends upon two factors: how recent-
ly you performed a backup, and the level of system activity since files were stored off line. The
System Supervisor creates a backup schedule that best meets the needs of system users. This may in-
clude saving all files in a particular account every day, or copying only those files which have been
added or modified since files were last stored off line. Or, the System Supervisor may ask you to
remove infrequently used files from the disc completely, and store them in a tape library.

Regardless of the schedule or method, system backups must be done regularly. Backup tapes should
contain all of the software your installation uses because you may have to rely on your backup copy to
restore the system to its previous condition. Also, it is a good idea to save the last few backup copies
of your system in case the most recent backup tape is bad.

NOTE

It is possible to acquire another copy of the system soft-
ware from Hewlett-Packard. Restarting the system with
a new Installation Tape should only be considered as a
“last resort", since it contains no user files or programs,
nor will it contain any of the configuration information
unique to your system.

A complete backup tape should contain three types of data:

e All system files should be copied to tape. The vast majority of such files are owned by the PUB
group of the SYSaccount; the largest of these is the Segmented Library, or SL. The SL is a collec~
tion of procedures supporting the majority of command programs, subsystems, and utilities that
make up MPE.

¢ The current system configuration. This includes system tables, queues, device I/0 attachments,
and other parameters.

¢ User files are the most criticai part of a backup tape. They cannot otherwise be duplicated, and
since they are the product of several months or years of labor, user files comprise the most impor~
tant element of your computer system.

Because the process of storing files off line interrupts work, it is important to maintain a backup
schedule that is both convenient for users and frequent enough to preserve your data. Files that users
are accessing cannot be stored, unless they are executable program files or files opened for read only.
These two cases are exceptional because even though the files are open, their contents cannot be al-
tered, and they may be written safely to tape. In every other case, however, files opened by a user or
program cannot be copied to tape. Similarly, a file being dumped to tape is not available to users.
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The SYSDUMP Program Versus the :STORE Command

MPE provides you with two methods to store files off line so that your backup procedure will inter-
rupt users as little as possible: the SYSDUMP Program and the :STORE command. :SYSDUMP and
:STORE are both MPE commands which you enter at the colon prompt { :), but their scope and pur-
pose varies. The SYSDUMP Program is used to copy files as well as system parameters and configura-
tion data, the accounting structure, and file directory. With the SYSDUMP Program, you may copy
all, or only selected subsets, of files. The information saved with the SYSDUMP Program is re-
entered into the system via one of the three cold load options which use magnetic tape as the data
source: COLDSTART, UPDATE, or RELOAD.

The scope of the :STORE command is less comprehensive than the SYSDUMP Program. It is primarily
used to copy selected files within a group or groups, or all files belonging to one or more accounts.
Although it does save file directory information, +STORE will not save the accounting structure, con-
figuration data, or any other system tables, queues, or parameters.

Files dumped to tape with the :STORE command are re-entered into the system via the :RESTORE
command. For a :RESTORE to succeed on either the E.00.00 or F.00.00 versions of MPE V, the user
name, group, and account to which the files belong must already exist on the destination system. If
they do, :STORE and :RESTORE can be used to easily exchange files between two systems. On the
G.00.00 or later versions of MPE V, the user, group, and account need not exist on the destination
system to successfully :RESTORE files, assuming the user has adequate capabilities.

The following discussion is an overview of the SYSDUMP Program and the commands :STORE and
:RESTORE. These commands are documented in the MPE V Commands Reference Manual
(32033-90006).

Since the storage media typically used for system backups are magnetic tapes, all examples below use
the device class TAPE as the destination device. Also included is a brief overview of magnetic tape
format and file structure.

File Backup With the :STORE Command

The :STORE command is available to standard MPE users as well as the Operator, the System
Manager, and the System Supervisor. Standard MPE users may :STORE only those files to which they
have read access. The System Supervisor and the System Manager have the added ability to :STORE all
files in the system.

Backups produced by the SYSDUMP Program and :STORE are compatible, but the :STORE command
cannot be used to copy the accounting structure or the current system configuration. As a result,
:STORE is recommended when files belonging to one or more groups or accounts, rather than the en-
tire system, must be saved on tape.

STORE TAPES. Store tapes are any tapes generated using the :STORE command. They are often
created when a user wishes to purge infrequently accessed files from the disc, yet retain a copy of the
files off line for future modification or printing. STORE tapes are both economical and efficient since
tape storage is less expensive than disc, and the :RESTORE command simplifies re-entering the files
into the system. For the full reference specification for ihe :STORE and :RESTORE commands, refer
to the MPE V Commands Reference Manual (32033-90006).
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FILE ELIGIBILITY FOR STORAGE. The :STORE command cannot save files which have been
opened for output or update. It can save executing program files or read-only files, since their con-
tents cannot be altered. While a file is being stored off line, MPE locks it so that it cannot be altered
or deleted until it is safely copied to tape or serial disc, with the tape completely rewound. If the
: STORE operation is processed as a job and you abort the job before it is complete, the abort will un-
lock all files.

The flow chart in Figure 4-3 shows the checks performed against a file to ensure its eligibility for
dumping.

DISPLAYING THE RESULTS OF :STORE. The results of the :STORE command are displayed on
the standard list device ($STDLIST). If :STORE is executed from a session, the listing will appear on
the session’s terminal. If executed as a job, $STDLIST is usually the system line printer.

If you are using the G.00.00 (or later) release of MPE V, and are executing the :STORE command
from a session, you may produce printed results in addition to the terminal display. To do so, specify
" ;SHOW=0FFLINE " on the :STORE command line. You can also redirect the output to a file other
than the standard list device file. To do so, issue a :FILE command that equates SYSLIST to another
file. For example, to direct output to an HP 2680 Laser Printer (device class PP), enter:

:FILE SYSLIST;DEV=PP

Note, however, that this method will suppress the listing to the standard list device. To display output
on both the standard list device as well as the designated offline device, reference the formal file
designator "OFFLINE " as follows:

:FILE OFFLINE;DEV=PP

If you omit the SHOW parameter from the :STORE command, the only information output will be the
total number of files stored, a list of files not stored, and a count of files not stored. If " sSHOW " is
included you can choose the amount of information displayed by specifying one or more of the follow-
ing parameters: SHORT or LONG, DATES, and SECURITY. For complete information about :STORE
command options, refer to the MPE Commands Reference Manual (3 2033-90006).
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Figure 4-3. File Eligibility for Dumping to Tape
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ERROR RECOVERY DURING STORE. The following errors will cause the :STORE operation to
abort:

¢ A command syntax error.
o A file directory error.

e A file system error on the tape file (TAPE), list file (SYSLIST), or the temporary disc
files (GOOD, ERROR ) used by the :STORE command.

Disc/Directory Errors. If :STORE encounters a disc or directory error while storing a file, it will
skip the remainder of that file and send an error message and the file’s disc sector address to the user’s
standard list device. The :STORE operation will not be aborted. Files bypassed in this manner cannot
be restored with the :RESTORE command.

Tape Error Recovery. The ONERROR option of the :STORE command allows you to specify the tape
error recovery procedure when invoking the :STORE command. For example: *;0ONERROR=QUIT" or
"' s ONERROR=REDD".

If ONERROR is not specified, the default error recovery procedure for unlabeled tapes is REDO. In this
case, :STORE will rewind the tape reel, mark it as bad, and request a new reel. Once the new tape is
mounted and on line, the :STORE process will continue from the point of interruption. If the error
occurs while a file is being copied to tape, :STORE will resume writing to the new tape at the begin-
ning of the interrupted file; the tape will contain no partial files. In addition, a message will be dis-
played on the Console informing the Operator that the previous tape contains a tape error.

If the tape is labeled, the default error recovery option is QUIT. This causes the :STORE operation to
abort when it encounters a tape error. '"'ONERROR=REDD'" cannot be specified for labeled tapes.

Retrieving Stored Files

You can input to the system (onto disc) any file or set of files that have been stored off line with the
:STORE command or the SYSDUMP Program. Files are restored into their appropriate groups and ac-
counts; previous account names, group names, and lockwords are all reinstated. On the E.00.00 and
F.00.00 releases of MPE V, the :RESTORE command does not create any new accounts or groups.
Therefore, files will only be restored if the account name, group name, and the name of the file’s
creator exist on disc in the system directory. The G.00.00 (and later) release of MPE V, however,
does allow you to :RESTORE files whose account, group, and user identification do not exist on your
system. To do so, specify the " ;CREATE=" parameter on the :RESTORE command line. For complete
information about :RESTORE command parameters, refer to the MPE V Commands Reference
Manual (32033-90006).

If no destination device is specified in the :RESTORE command, MPE will attempt to write files to a
device of the same class as the device on which the files were originally stored. If one cannot be
found because of insufficient disc space, :RESTORE will attempt to write them to a device of the same
type. Otherwise, files are restored to any device assigned the device class DISC .
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FILE ELIGIBILITY FOR RESTORE. To ensure a file’s eligibility for retrieval, the :RESTORE
command performs the same checking as the :STORE command. The SHOW parameter of the :STORE
command also performs the same function in the :RESTORE command, producing a listing of the files
restored. If the SHOW parameter is not supplied, a count of the files restored, and a listing and a
count of files not restored are supplied.

DISPLAYING THE RESULTS OF :RESTORE. The listing produced by the :RESTORE command is
written to the file SYSLIST. If output is not redirected to another device with a file equation, the file
will be displayed on the standard list device $STDLIST. When :RESTORE is executed during a session,
$STDLIST is the terminal the session is logged onto. If executed as a job, $STDLIST is typically a line
printer.

RESTORE ERROR HANDLING. The :RESTORE message explains why the specified file was not
restored. Such errors do not abort the RESTORE process. The following errors, however, will cause
the :RESTORE process to abort:

e A command syntax error.
e A disc input/output error (in the system).
e A file directory error.

e A file system error on the tape file (TAPE), list file (SYSLIST), or any of the three
temporary files (GOOD, ERROR , and CANDIDAT) used by the :RESTORE command.

e An incorrectly formatted :STORE tape.
¢ No continuation reel; the Operator could not find a continuation reel for a multireel tape set.

e A device reference error; either the specification for the device parameter is illegal or the device
requested is not available.

The SYSDUMP Program

The SYSDUMP Program is used for two purposes: to create complete or partial backup copies of the
current system software, or to modify it by altering the 1/0 configuration and other critical system
parameters. For either purpose, the SYSDUMP Program is executed in session mode, and requires OP
capability. Its use is restricted because :SYSDUMPisan extremely powerful command. At a minimum,
it permits users to copy the entire contents of the system to tape. When used to alter system para-
meters, it gives the user power to change any or all files, programs, tables, and other components of
the system software.

The SYSDUMP Program is composed of a series of dialog questions. The response to the dialog deter-
mines how many, and which, files will be copied to tape or serial disc. You will use one or more of
these tapes to start the system when, during the INITIAL Program, you choose the COLDSTART,
UPDATE, or RELOAD option (since each of these cold load methods use tape as a data source). A
WARMSTART or COCLSTART, {(or :RESTORE for users’ files), which load the system from the sys-
tem disc, require no tape.
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The SYSDUMP Program is typically run by your System Supervisor; the procedure is explained in
Section V, "THE SYSTEM SUPERVISOR". Each step of the SYSDUMP and INITIAL Programs is
documented in Section VII, "CONFIGURING THE SYSTEM". Refer to either of these sections for
detailed information about the SYSDUMP Program.

SYSTEM SHUTDOWN

Shutting down the system is a simple procedure which involves some or all of the following steps.
¢ Warning users of the impending shut down.

o Closing any open communications lines.

¢ Storing off spool files with the SPOOK utility.

o Issuing the =SHUTDOWN command.

The procedures necessary to shut down the system will vary greatly from installation to installation.
For example, your system may not support any communication links to another remote computer. Or,
you may perform a system backup each night before the shut down so that warning users to log off
and aborting any remaining jobs or sessions may have been done already. Regardless of variations,
however, there are a few key points to remember:

1. Inform users well in advance of a planned system shutdown. If you shut the system down every
night at the same time, include a reminder of this fact in the :WELCOME message that users see
when they log onto the system. Also remember that the : TELL command will not be transmitted
to users who are working in quiet mode. Therefore, it is a good idea to issue a :WARN command,
which will be displayed on "QUIET" terminals to allow users to save their files before the system
is shut down.

NOTE

T T Ty

The :WARN command writes over VPLUS screens and
should be used when there is no other practical means of
notifying users of a shutdown.

2. Display the current system status with the :SHOWJOB command before you abort any sessions or
jobs. Continue to use the :SHOWJOB command to monitor which sessions and jobs have logged
off, and which are still executing.

3.  Close all communications lines in an orderly manner, using the SHUT parameter of the
:DSCONTROL command.

One additional step may be necessary: if there are any output spool files remaining that have not yet
been printed, they should be stored off onto tape using the SPOOK utility. Refer to the discussion of
SPOOK in the MPE V Utilities Reference Manual (32033-90008). This is necessary unless you plan
to restart the system with 2 WARMSTART, which is the only startup option which preserves spool
files.
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Once all users have logged off, all DS communications lines are closed, and spool files either printed
or stored, you may shut down MPE by issuing:

AC

=SHUTDOWN

DISTRIBUTING OPERATOR CAPABILITIES

As System Operator, you may choose {0 distribute some of your capabilities and responsibilities to
standard MPE users. The four ways to do so are explained below. Briefly, they are:

e Using the :ASSOCIATE and :DISASSOCIATE commands to permit users Operator control over a
specific device.

e Controlling the use of specific Operator commands with the :ALLOWand :DISALLOW commands.

o Setting :JOBSECURITY high or low, which allows or restricts users from using job control com-
mands on their own jobs.

e Transferring the Console to another logical device, allowing the user logged onto a session at that
device access to Console commands.

The :ASSOCIATE and :DISASSOCIATE Commands

These commands allow or prohibit users’ capability to control devices in a device class. The System
Manager determines what associations are allowed with the utility ASOCTABL.PUB.SYS (E/ F.00.00)
or ASOCTBLS.PUB.SYS (G.00.00). It creates a device class/user association table, permitting specific
users to execute the :ASSOCIATE command for the specified device class(es). While the device class
remains in the user’s control, status messages for the devices in the class are displayed on the user’s
$STDLIST device, rather than the System Console. Associations remain in effect until the user or
Operator explicitly disassociates the device with the :DISASSOCIATE command, or until the user logs
off.

When a user associates or disassociates a device class, you will be notified by a message to the System
Console. Additionally, when you issue a command to control an associated device, you will be
notified that the device is associated and asked to verify your action, as shown below. A "y
response directs MPE to execute your command. If you respond "N", your command will be ignored.

time/#Scxx/pin/USER.ACCT 1S ASSOCIATED TO LDEV ldev.
CONTINUE CY/N)?
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Use the SHUWDEV command to determine which devices are associated with whom, as in the following
example:

: SHOWDEV
LDEV AVAIL OWNERSHIP VOLID DEN ASSOCIATION
1 DISC 1 FILES
2 DIsC 0 FILES
3 DIsC 15 FILES
5 DISC 58 FILES
& SPOOLED  DOWN #548-LP
7  AVAIL #518-TAPE
8 AVAIL #S518-TAPE
9 AVAIL #518-TAPE
10 A AVAIL
11 SPOOLED  SPOOLER OUT #S38-LP
12 AVAIL #518-TAPE
13 AVAIL #S518-TAPE
14 AVAIL #S18-TAPE
15 AVAIL #S18-TAPE
16  AVAIL
17  AVAIL
18 A AVAIL

Allowing Users Operator Commands

The :ALLOWcommand permits the Operator to allow specific commands to users, including those nsed
to manage devices (such as :ASSOCIATE and :CONSOLE ). Any Operator command may be allowed to
non-Console users via :ALLOW. Its effect then, is much broader than the :ASSOCIATE command,
which only permits a user Operator control of a single device.

[cauTion]

Standard MPE users should never be allowed the :ALLOW
command. It will enable them to :ALLOW themseives
any Operator command, thereby bypassing normal sys-
tem security.

Allowing Users Control Over Their Own Jobs

The :JOBSECURITY command allows you to control whether or not users may execute four Operator
commands to manage their own jobs. When you set the job security high (by entering : JOBSECURITY
HIGH at the Console), only you are permitted to abort, alter, suspend, or resume any or all jobs run-
ning on the system.

When you issue the command " : JOBSECURITY LOW " , users can execute the following commands for
their own jobs: :ABORTJOB, :BREAKJOB, :ALTJOB, and :RESUMEJOB.

4-44

.



The System Operator

Moving the Console.

The :CONSOLE command moves the System Console from its current device (usually Idev 20) to
another job-accepting terminal. Only users with OP and SM capability can move the Console.
Standard MPE users, however, may execute the :CONSOLE command with no parameters to determine
the current location of the Console.

Although not recommended, you may :ALLOW users the :CONSOLE command, and with it all of the
privileges that access to the Console implies. If you do so, a user other than OPERATOR.SYS will have
Operator control of the system when he or she switches the Console to their own terminal. At best,
this will create confusion, since two Operators, each taking a turn with the Console, would be at-
tempting to manage devices, jobs, and sessions. At worst, allowing a standard user the Console will
cause a serious breach of system security.

Using the Console for non-Operator activities increases the chance that it will lock up. If this hap-
pens, the system may have to be halted and restarted. For example, executing :STORE at the Console
prevents the use of all Console commands except those which can be entered with the A prompt. Or,
if for any reason the display of messages on the Console is blocked, the system could hang. Moving
the MPE Console does not transfer the ability to LOAD, START, or DUMP the system.
Hardware-detected B¢ (Control-B) remains on the same terminal port.

DATA COMMUNICATIONS OVERVIEW

The following discussion is an overview of MPE’s data communications subsystems. It is intended to
provide you with a working understanding of data communications, and to familiarize you with terms
and equipment you will encounter as an Operator. More detailed information about data communica-
tions is available in the Data Communications Handbook (5957-4634), and the following
Communications Reference Manuals:

NS/3000 Network Manager Reference Manual (32344-90002)
X.25 Link for the HP 3000 Reference Manual (32187-90001)
DS/3000 HP 3000 to HP 3000 Network Administrator Manual (321 85-90002)
DSN/IMF Reference Manual (32229-90001)

DSN/MRIE Reference Manual (30249-90001)

DSN/RIJE Reference Manual (30000-90047)

SNA/IMF Reference Manual (30247-90001)

SNA/NRIJE Reference Manual (30245-90001)

DSN/MTS Reference Manual (32193-90002)

Point-To-Point Workstation 1/O Reference Manual (30000-90250)
Workstation Configurator Reference Manual (30239-90001)

What is Data Communications?

Data communications refers to the exchange of data between computers, or between a remote user
and a single computer system. The data is transmitted via telecommunications equipment, which
eliminates geographical distance and time as major factors prohibiting the collection and manipulation
of data. Virtually 90% of all computer applications can be performed in a distributed data processing
environment using data communications hardware and software.

NETWORKS. A data communications network is a combination of hardware components and soft-
ware programs. Networking is an economical and efficient use of resources since several users can

share a single computer as well as peripheral hardware such as printers, plotters, disc and tape drives.
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It is also possible to use a number of computers in a single network, with each dedicated to a specific
type of data processing.

A distributed data communications network consists of a series of computers, each of which operates
independently of the others. Each computer is capable of collecting, processing, and storing data, as
well as transferring data from one system to another. The network relies on a host system to manage
the orderly transfer of data between computers. The host’s operating system controls processing, data
base management, and peripheral 1/0; it may also contain communications control software for net-
work activity.

Hewlett-Packard’s Distributed System software allows terminals on one HP 3000 to appear as ter-
minals on another HP 3000 within the network. If alongside one another, the computers may be
directly connected, or "hard wired". If not, data may be transferred via modems using dialup or
leased (dedicated) telephone lines. Regardless of the method of connecting the two systems, the
Distributed Systems software permits users to access another computer exactly as though they were
logged onto their own system.

Minicomputers can be used in a number of ways in a distributed network. A large network could
consist of a host computer in a central location being accessed by other minicomputers at satellite
locations. These satellite stations, which would do their own data processing, could be the host to lo-
cal and remote terminals. A small network might consist of a number of remote terminals connected
to a single minicomputer. This type of network allows users in remote locations data processing power
not available locally.

When a large computer is used in the network, there are other roles a minicomputer can play. As the
number of terminals and data links in a network increase, some form of “traffic management" is
needed. An efficient way to do this is to use a minicomputer as a front end processor or remote con-
centrator. This eliminates the need for a link to each terminal and reduces link usage time.

CLUSTER AND DISTRIBUTED NETWORKS. A distributed network is dispersed geographically. It
processes and stores information in two or more sites. In this case, network traffic consists of com-
munication from computer to computer, as well as computer to terminal and vice versa. Networks
which concentrate all resources in a single location lack two benefits offered by distributed networks:
first, a distributed network is less vulnerable to loss by fire or other major disaster; and second, when
computer facilities are distributed throughout the country, peak loading periods will occur at dif-
ferent hours for each time zone and loads can be shifted for better equipment utilization.

When all the elements of a network reside in one geographic location, they are considered "clus-
tered”. (On a smaller scale, when the individual elements are microcomputers, this type of clustering
is referred to as a Local Area Network, or LAN. This term is generally not used when minicomputers
are clustered.) In a cluster network, all application processing and information files are kept in a
single center. The network traffic consists exclusively of the communications between remote ter-
minals and the host processor.

Telecommunications and Network Components

To understand the role of telecommunications in data communications, you must have an understand-
ing of the basic components used to generate and transmit data on the communications link. When a
computer interacts with a remote terminal over a voice telephone line, two general classifications of
equipment are used:

¢ Data Communications Equipment (DCE), which transmits information between locations.

* Data Terminal Equipment (DTE), which is the remote terminal serving as the user’s access point
to the data link.
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TERMINALS. Data communications networks use terminals for the same purpose as a non-
networked computer system: they are the primary input/output device for users accessing the system.
A remote terminal, which is physically located away from the host computer, can be either a stand-
alone device directly connected to the data link, a controller device regulating other nearby ter-
minals, or a minicomputer-based intelligent terminal. Typically, a remote terminal is connected to a
computer via a voice telephone line.

There are two ways of connecting remote terminals to the HP 3000. The most common configuration
is "point-to-point", in which each terminal has a dedicated line and port. Point-to-point terminals
usually operate asynchronously with very little error checking. Point-to-point terminals require no
special software, and may be connected directly (hard-wired) to the computer, or they may transfer
information via modem.

Multipoint configurations connect several terminals to a single line. Such networks require a special
Multipoint Terminal software product called MTS/3000 and an Intelligent Network Processor (INP).
Multipoint networks can either use hard-wired terminals, or transmit data via modem. They use a
bisynchronous communications protocol, in which data is transferred in blocks of several hundred
characters. Each time a block of data is received, it is checked for errors. If none have occurred, the

data block is acknowledged. When an error does occur, the data is retransmitted and verified again.

MODEMS. The most familiar piece of communications equipment used in distributed data processing
systems is a modem. Although a variety of modems are used with computers, they all perform the
same essential function: MOdulation and DEModulation of electronic computer signals (hence the
term "modem") to permit transmission of digital data via telecommunications lines. Modems are used
at both the originating and receiving end of the communications link. At its origin, digital informa-
tion is converted into the analog format used by the telephone system. This conversion impresses, Or
modulates, the signal onto a carrier wave. The receiving modem demodulates the signal, converting
it from analog back to its original digital form.

The types of modems most commonly used in data communications require some System Operator in-
tervention. The MRJE subsystem, for example, requires you to dial the phone number of the host
computer’s modem. Other types of modems dial the phone number electronically, called "auto-dial"
modems, since dialing is done automatically, while still othersuse a a leased or private line so that the
connection always exists and no System Operator intervention is necessary.

COMMUNICATION LINKS. A communications link may be either a line or a channel. A line con-
sists of wire pair connecting the telecommunications equipment which originates and receives the sig-
nal. Other, additional equipment may be used along the line.

A channel is another type of communications link, best described as an electronic path within a line.
The type of channel identifies the mode of message flow; the grade refers to the capacity of the chan-
nel in bits per second, or BPS.

TRANSMISSION MODES. The three main types of transmission modes used in data communication
are: simplex, half duplex, and full duplex. Simplex channels are restricted to unidirectional message
flow, meaning that an input terminal can only receive, and an output terminal can only transmit. A
half duplex channel, the most commoniy used mode, can transmit and receive, but not simultaneous-
ly. Information traveling over a full duplex channel can be sent and received between iwo locations
simultaneously. Full duplex is faster than half duplex, since the turnaround time (50 to 250 mil-
liseconds required to halt and reverse the direction of the transmission) is eliminated.
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CIRCUITS. Telephone circuits are described as "Two Wire", "Four Wire", "Switched" (Public),
and “Leased" (Private) circuits. Two and four wire circuits refer to half and full duplex transmission
modes, respectively. The voice telephone network is a switched network.

Leased or private circuits are not part of the switched network. They are permanent circuits intended
for private use, consisting of a direct line between the two locations routed through a central
telephone office. Although a leased line is more expensive than using a switched network , they are
also more convenient: setup time, dialing, call routing, ringing, and obtaining billing information is
eliminated.

GRADES. Transmission speed is the most important characteristic of a communication channel.
Speed is determined by bandwidth, or the frequency range of the channel. The three grades of chan-
nels are Sub Voice (or Narrow Band), Voice Band, and Wideband. A sub-voice channel has the nar-
rowest bandwidth and slowest speed of the three grades. Normal transmission speeds range from 45 to
150 BPS. Voice grade, also called Type 3002, allows data to be transmitted along the entire
bandwidth, generally operating at 60 to 4800 BPS. It provides a flexible and economical method to
transmit data of good quality. Wideband grade is used when large volumes of data must be transmit-
ted at high speed. Speeds up to 500,000 BPS and higher are possible for special applications.
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SECTION |

THE SYSTEM SUPERVISOR

THE SYSTEM SUPERVISOR’S ROLE

The System Supervisor’s principal task is to tune the system and ensure its continued good perfor-
mance and reliability. He or she works with the System Manager to design a system configuration
that best meets the demand for computer resources, altering the configuration as necessary to accom-
modate changing resource usage.

The user name and account that the System Supervisor logs onto is assigned OP (System Supervisor)
capability, entitling the System Supervisor to execute the commands needed to supervise the operation
of MPE. The System Supervisor has other capabilities as well, which allow for more control over the
system. For example, with PS (Programmatic Session) capability, the System Supervisor can create
sessions at any terminal on the system, using the MPE :STARTSESS command. (The System
Supervisor commands are listed in Table 5-1.) In this respect, the System Supervisor is similar to the
System Manager: both are assigned special capabilities which allow them to issue MPE commands and
interact with the system to fulfill their designated roles.

The task of "fine-tuning" the computer requires the System Supervisor to thoroughly understand the
effect of changing various system parameters, such as the size of system tables or the amount of disc
space reserved for virtual memory. Although the Supervisor does not operate the computer on a daily
basis (this is the Operator’s role, discussed in Section IV), many of the System Supervisor’s respon-
sibilities require familiarity with Operator tasks. Specifically, the System Supervisor must be able to:

1. Create backup copies of the complete system (including user files), particularly when modifica-
tions to the operating system, utility programs, subsystems, or system configuration are
necessary.

2. Understand the different procedures used to restart the system.
3. Reconfigure MPE with the SYSDUMP Program.
4. Display performance data and tune the system, which includes:

o Scheduling processes and setting resource-use limits for each.
o Allocating and deallocating programs.
¢ Managing the disc caching facility.

5. Manage the system logging facility and limit the number of user logging processes and the num-
ber of users per logging process.

6. Manage communications subsystems. Refer to Section IV for a general discussion of data com-
munications concepts and a reference to additional, more specific, sources of information about
data communications products available to HP 3000 users.

The System Startup State Configurator allows the System Manager to specify the expected System
Startup State for each possible startup (WARMSTART, CDOLSTART, COLDSTART, UPDATE, RELOAD).
The system values are stored in an ASCII file, SYSSTART.PUB.SYS. This feature is explained in
Section VI.

This section discusses the role and responsibilities of the System Supervisor in detail. In addition to
explaining each major functional area and the corresponding commands that make up the System
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Supervisor’s job, it explains background information you will need, such as the structure of a disc
pack or data contained in the Code Segment Table. Other complex subjects can only be introduced
here. In such cases, you will be referred to appropriate additional sources.

Table 5-1. System Supervisor Commands

COMMAND NAME DESCRIPTION

:ALLOCATE Permanently loads a program or procedure into memory.

: CACHECONTROL Controls disc caching on a single logical device.

:CONSOLE Moves the Console to another logical device, or displays the current
location (logical device number) of the Console.

:DEALLOCATE Unloads a program or procedure from memory previously allocated
with the :ALLOCATE command.

:FULLBACKUP Performs a backup of MPE and all files on the system.

: JOBPRI Sets or changes the default execution priority for batch jobs and the
maximum execution priority for jobs.

: PARTBACKUP Performs a backup of MPE and all files that have been modified
since the last full backup.

:RESUMELDG Resumes system logging following suspension caused by an error.

:RESTORE #* Restores files to the system previously saved with the :STORE
command.

: SHOWCACHE = Displays disc caching performance statistics.

:SHOWLOG Displays the current system log file number and percentage of
available file space used.

: SHOWA Displays process scheduling data and the contents of each subqueue.

:STARTCACHE Starts disc caching on a single logical device.

+STARTSESS Allows creation of sessions on any terminal on the system.

:STOPCACHE Stops disc caching on a single logical device.

:STORE * Copies disc files to other storage media to be saved off line.

:SWITCHLOG Closes the current system log file and creates and opens a new one.

: SYSDUMP Starts the SYSDUMP Program and/or copies system and user files to
tape or serial disc.

: TUNE Manipulates circular subqueues and the memory manager algorithm
to improve system performance.

* These commands may also be executed by users without OP capability.
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SYSTEM BACKUP

As System Supervisor, you are ultimately responsible for data integrity and system performance. One
of your first tasks is to create a copy of the complete system on magnetic tape, serial disc, or cartridge
tape. This procedure, called "backing up" the system, is an ongoing responsibility whether the backup
copy is intended to preserve the system as is, or to change it. The following discussion will familiarize
you with the commands and procedures you must know to back up the system, restore files, and res-
tart MPE from the backup tape. It covers the following topics:

e The Installation Tape.

¢ Scheduling Backups.

e A brief comparative overview of the SYSDUMP Program and :STORE command.
e A summary of the :FULLBACKUP and :PARTBACKUP commands.

s Five methods of running the SYSDUMP Program.

The Installation Tape

Hewlett-Packard furnishes MPE as a set of prepared program files on magnetic tape. This initial con-
figuration is built at the factory and optimized for your computer system. It includes a skeletal ac-
counting structure to store MPE, subsystems, and utilities, and provides a means for your Software
Engineer (SE) to bring the system on line and perform initial diagnostic testing. The Fundamental
Operating Software (FOS) contains the following accounts, groups, and users, which remain on the
system thereafter:

e Two accounts, SYSand SUPPORT. The SYS account contains all MPE files, including any and all
programs delivered as part of the Fundamental Operating Software for your system. The
SUPPORT account is used by your Customer Engineer (CE) and SE when they first install the sys-
tem, and thereafter for diagnostic and update purposes.

e One user associated with the SYS account, identified to MPE as MANAGER, who is assigned SM and
OP capabilities in addition to all other standard user capabilities.

e One user associated with the SUPPORT account, identified to MPE as FIELD, who is assigned SM
and OP capabilities in addition to all other standard user capabilities.

¢ One public group, PUB, belonging to the SYSaccount.

s Numerous groups associated with the SUPPORT account.

In addition to the Fundamental Operating Software containing MPE, your SE may also deliver (on
magnetic or cartridge tape) any optional subsystems you have ordered (i.e., data communications
software, manufacturing application programs, etc.). The SE will also supply whatever diagnostic
programs are needed to start the system initially and to solve future problems.

Once the system is first brought on line, the System Manager will create the user name and account

which identifies the System Supervisor to MPE. The System Manager will also establish the basic or-
ganizational structure of the system by creating accounts and assigning to each an Account Manager.
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For further information on the System Manager’s role, consult Section VI, "THE SYSTEM
MANAGER". '

Scheduling Backups

If a system failure occurs, the amount of data you lose directly depends upon two factors: how recent-
ly you performed a backup, and the level of system activity since files were stored off line. You
determine the backup schedule that best meets the needs of system users. This may include saving all
files in a particular account every day, or copying only those files which have been added or modified
since files were last stored off line. Or, you may remove infrequently used files from the disc com-
pletely, and store them in a tape library.

Regardless of the schedule or method, system backups must be done regularly. Backup tapes should
contain all of the software your installation uses because you may have to rely on your backup copy to
restore the system to its previous condition. It is also a good precaution to archive more than one set
of backup tapes in case the most recent backup set is bad.

NOTE

It is possible to acquire another copy of the system soft-
ware from Hewlett-Packard. Restarting the system with
a new Installation Tape should only be considered as a
"last resort", since it contains no user files or programs,
nor will it contain any of the configuration information
unique to your system.

A complete backup tape will contain three types of data:

e All system files should be copied to tape. The vast majority of such files are owned by the PUB
group of the SYS account; the largest of these is the Segmented Library, or SL. The SL is a col-
lection of procedures supporting the majority of command programs, subsystems, and utilities that
make up MPE.

o The second type of data copied to tape during a complete backup is the current system configura-
tion. This includes system tables, queues, device I/O attachments, and other parameters.

e User files are the third, and most critical part of a backup tape. They cannot be duplicated. Since
they are the product of several months or, in some cases, years of labor, user files comprise the
most important element of your computer system.

Because the process of storing files off line interrupts work, it is important to maintain a backup
schedule that is both convenient for users and frequent enough to preserve your data. Files that users
are accessing cannot be stored, unless they are executable program files or files opened for update on-
ly. These two cases are exceptional because even though the files are open, their contents cannot be
altered, and they may be safely written to tape. In every other case, however, files opened by a user
or program cannot be copied to tape. Similarly, a file being dumped to tape is not available to users.

|
A Choice of Backup Methods

The SYSDUMP Program and the :STORE command provide you with different methods to store files
off line so that your backup procedure will interrupt users as liftle as possible. :SYSDUMP and
:STORE are both MPE commands which you enter at the colon prompt ( : ), but their scope and
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purpose varies. The SYSDUMP Program (run with the :SYSDUMP command) is used to copy files as
well as system parameters and configuration data, the accounting structure, and file directory. With
the SYSDUMP Program, you may copy all, or only selected subsets, of files. The information saved
with the SYSDUMP Program is re-entered into the system via one of the three coldload options,
which use a serial device such as tape as the data source: COLDSTART, UPDATE, or RELOAD.

The scope of the :STORE command is less comprehensive than the SYSDUMP Program. It is primarily
used to copy selected files within a group or groups, or all files belonging to one or more accounts.
Although it does save file directory information, :STORE will not save the accounting structure, con-
figuration data, or any other system tables, queues, or parameters. Files dumped to tape with the
:STORE command are re-entered into the system via the :RESTORE command. For a :RESTORE to
succeed on the E/F.00.00 release of MPE, the user name, group, and account to which the files
belong must already exist on the destination system. If they do, :STORE and :RESTORE can be used to
easily exchange files between two systems. On the G.00.00 and later releases of MPE V, the account,
group, and user need not exist on the destination system to successfully :RESTORE files.

In general, you will use the SYSDUMP Program to create a backup copy of your system and user files.
It allows you to save as much information as you need, including critical system information that
cannot be copied with :STORE. Another reason that the SYSDUMP Program is used for regularly
scheduled backups is that it begins an interactive dialog with the user designed to simplify the selec-
tion of files. Beginning with the G.01.00 software release, : FULLBACKUP and :PARTBACKUP can also
be used to back up the system. Refer to the MPE V Commands Reference Manual (32033-90006) for
syntax and operation.

At most installations, the backup procedure will be one of the following.

1. A full backup, usually done once a week, that copies all the information on your system. When
the SYSDUMP Program prompts you to enter the dump date, enter 0. This way, all files will be
saved.

2. A partial backup, usually done every day, which saves only those files that have been added or
modified since the last full backup or last partial backup. When the SYSDUMP Program
prompts you to enter the dump date, enter the date that the last full SYSDUMP was performed,
or the date of the last partial dump. Only files added or modified since that date will be copied
to the dump tape.

Your installation’s backup schedule should reflect the amount of system activity and accommodate
users during peak loading hours. It is important that whatever schedule you choose, you or your
System Operator make backup copies of your system regularly.

The SYSDUMP Program

The SYSDUMP Program is used for two purposes: To create full or partial backup copies of the cur-
rent system software, or to modify it by altering the 1/0 configuration and other critical system
parameters. For either purpose, the SYSDUMP Program requires OP capability. Its use is restricted to
selected users because the SYSDUMP Program is extremely powerful. At a minimum, it permits users
to copy the entire contents of the system to tape. When used to alter system parameters, it gives the
user power to change any or all files, programs, tables, ar/x,d/ other components of the system software.

Your response to the dialog determines how many, and hich, files will be copied to tape. (Files may
also be copied to another type of storage media, such as serial disc. For the purposes of this discussion,
a magnetic tape is assumed to be the files’ destinatiory, since tape is the most commonly used destina-
tion device.) The following discussion explains hoiv_t execute the :SYSDUMP command.
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Before you initiate the SYSDUMP Program, precede the :SYSDUMP command with one or two file
equations. One informs MPE where to send the output of the SYSDUMP Program. For example:

:FILE T;DEV=TAPE

The second file equation is used to direct the listing of the SYSDUMP Program to a line printer or
terminal. For example:

tFILE L;DEV=LP

One or both of these file equations can then be back-referenced when the :SYSDUMP command is en-
tered. Both back references, *T and #L are optional:

:SYSDUMP T, #L

Five types of SYSDUMP tapes are explained below, along with portions of the SYSDUMP dialog il-
lustrating how to create each one. To familiarize yourself with the SYSDUMP dialog, and to execute
the SYSDUMP Program without saving any output or starting a real dump, enter:

:SYSDUMP_$NULL

$NULL is a system-defined file that is opened for input by MPE, but with no corresponding write
operation performed to the storage media. This lets you harmlessly respond to the SYSDUMP dialog.
Any "changes" you make will be sent to the $NULL file (also referred to as the "bit bucket”, or
"never-never land") instead of a tape file. This command is frequently used to display system table
1/0 configuration parameters. The SYSDUMP dialog is explained in this section, and appears in its
complete form in Section VII. You may also refer to the MPE V Commands Reference Manual
(32033-90006) for the syntax of the :SYSDUMP command.

Most installations rely on a backup schedule that uses a combination of full and partial SYSDUMP
procedures. The most frequently used SYSDUMP procedures are Cold Load, Partial, and Full. These
are detailed below:

COLD LOAD SYSDUMP. This copies the entire PUB group of the SYS account, which contains all of
MPE, and most, if not all, utilities and subsystems. To create a Cold Load tape, enter:

:FILE T;DEV=TAPE
tFILE L3;DEV=LP
:SYSDUMP T, +L

ANY CHANGES?
ENTER DUMPDATE? 0

ENTER DUMP FILE SUBSET(S) @.PUB.SYS
LIST FILES DUMPED? YES

END DOF SUBSYSTEM
The dump file subset (in this case ®.PUB.SYS) informs the SYSDUMP Program which files to copy.

The two file equations which precede the :SYSDUMP command direct MPE to dump the files to tape
and send the listing (requested with the YES response to "LIST FILES DUMPED?") to the line printer.
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PARTIAL SYSDUMP. This copies MPE, the Directory, and all files which are new or were modified
since the last full SYSDUMP. To create a partial SYSDUMP tape, enter:

:FILE T;DEV=TAPE
:FILE L;DEV=LP
:SYSDUMP T, =L

ANY CHANGES? N

ENTER DUMPDATE? date of last full dump
ENTER DUMP FILE SUBSET(S) €.0.@

LIST FILES DUMPED? YES

END OF SUBSYSTEM

Like the Cold Load dump, the partial SYSDUMP will copy files to tape and send the listing to the
printer. Entering @.@.® as the dumpfile subset or using the :PARTBACKUP command will create a
backup tape containing all files since the last full dump was taken. This way, you can restore the
most complete system possible using only two tapes: a partial SYSDUMP tape, and a full SYSDUMP
tape, which is explained next. This is equivalent to the :PARTBACKUP command which is explained in
detail in the MPE V Commands Reference Manual (32033-90006).

FULL SYSDUMP. This copies the complete system, including all system and user files, the I/O con-
figuration and system parameters, and the directory. Most installations perform a full SYSDUMP
weekly, and supplement the full dump with daily partial SYSDUMPs. To create a full SYSDUMP
tape, enter:

:FILE T;DEV=TAPE
:FILE L3;DEV=LP
:SYSDUMP »T, *L

ANY CHANGES? N

ENTER DUMPDATE? 0

ENTER DUMP FILE SUBSET(S) @.PUB.SYS, 8.8.important accounts,®.8.@
LIST FILES DUMPED? YES

END OF SUBSYSTEM

You now have a complete copy of the system, in which files are stored in their order of importance. If
you had simply entered @.8.@ as the dump file subset, the system would have been restored in the
alphabetical order of the accounts. Storing files in this order during a SYSDUMP will cause these files
to be unlocked earlier, allowing users to log on and access these files before the SYSDUMP has com-
pleted. This is equivalent to the :FULLBACKUP command except :FULLBACKUP does not allow storing
files in order of importance. For example:

:FILE T;DEV=TAPE
:FILE L3;DEV=LP
: FULLBACKUP

NOTE

The full backup will be generated without requiring the
:SYSDUMP command and dialog.
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This command is explained in detail in the MPE V Commands Reference Manual (32033-90006).
Two other types of SYSDUMP tapes are used, though infrequently:

CARRIAGE RETURN SYSDUMP. This contains no files, directory, or accounting structure. It

Aenler mnmnntan o Aramir AF AMADE writh tha ~riwnan Y/ O ncnfinriontinm and cirotnmn wansmsané osen Té 2o wnfamend
Oniy Credaies a4 COPY O1 Mro Wit L€ CUrrent 1/ U LONnriguration ana sysieimn parameiers. it is reierrea

to as a "Carriage Return" SYSDUMP because you respond with to the questions "ANY
CHANGES?" and "ENTER DUMPDATE?" during the SYSDUMP Program.

FUTURE DATE SYSDUMP. This is referred to as 2 "Future Date" SYSDUMP because you choose a
future dump date, such as 12/31/99. Since no files will have been modified since this date, no files
will be copied. What will be copied by the SYSDUMP program is MPE (with I/O and System
Parameters) and the current directory and accounting structure.

STARTING THE SYSTEM

With one exception, the same basic procedure is used to start (or restart) the system following a plan-
ned shutdown or system failure: after a system failure, you or your Operator should always dump the
contents of memory so that your SE can analyze it and determine the cause of failure. Once you have
taken a memory dump, you will use the same program to restart the system, and choose among the
same five restart options, regardless whether the system halted normally or abnormally.

Your choices to restart the system may be limited by the cause of the system failure. A crash of the
system disc, for example, would prohibit you from performing either a WARMSTART or
COOLSTART, since these two startups use the disc as the data source. This is explained fully below.

Restarting the system is also necessary to permanently load any modifications you have made to the
system software, such as enlarging MPE tables, buffers, or virtual memory. Refer to the discussion
of "RECONFIGURING YOUR SYSTEM", which immediately follows this subsection. Either you or
your System Operator will restart the system in this case. In general, a normal restart following a
planned system shutdown, or a restart after a non-catastrophic system failure will be the Operator’s
responsibility. In case of a catastrophic system failure, when a complete reload of system and user
files is necessary, you or your Operator should always consult the System Manager, who may in turn
phone Hewlett-Packard for advice and assistance.

Using the INITIAL Program

Starting the system is accomplished with the help of a standalone program called INITIAL. The
INITIAL Program prompts you with a series of questions, and based upon the restart procedure you
choose, the INITIAL Program will load MPE, subsystems, utility programs, and user files from either
tape or disc, recover spool files, and handle disc errors.

Five restart options are available. Three of the five options use tapes as the data source. These are
UPDATE, COLDSTART, and RELOAD. The other two options, WARMSTART and COOLSTART,
restart the system from the system disc and therefore require no tape.

The INITIAL Program may also be used to alter the system configuration. Any changes that are made
during the INITIAL Program are permanent. After making the changes, the System Operator or
System Supervisor should create a backup copy of the modified configuration. This copy can be used
to start the system if , for example, a disc corruption occurs.
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Although restarting MPE with the INITIAL Program is the Operator’s responsibility, you should be
familiar with the process since you may need to install changes recorded on tape during the SYSDUMP
Program. The process of engaging the INITIAL Program varies with the model of the HP 3000 you
use. For information about this process, and additional information about the SYSDUMP Program
see Sections IV and VII.

Five Restart Options

The startup procedure you choose depends upon a few key factors: whether the system is being re~
started from a planned shutdown, or if it is being brought up after a system failure; if a system
failure occurred, whether it was catastrophic or not; and whether you will be restarting the current
configuration again, or if you have made changes to the system which must be installed.

The five options available to you are described in the following discussion. For a comparative over-
view of startup operations, refer to Table 4-1 in Section IV’s discussion of "THE FIVE STARTUP
PROCEDURES". A second table adjacent to Table 4-1 in Section IV, Table 4-2, illustrates which
parts of the system are loaded from disc or tape during the various load options.

CAUTION

Do not halt the INITIAL Program before it is complete,
i.e., before the request for "DATE?" appears. This
stops the loading procedure in an intermediate stage,
requiring you to RELOAD the entire system from your
backup media.

STARTING FROM DISC: WARMSTART. Restarts the system from the system disc. Use
WARMSTART to recover incompletely processed spooled jobs and spooled files; any other load option
deletes spool files. You may not WARMSTART the system if a COOLSTART, COLDSTART,
UPDATE, or RELOAD has failed. If you attempt to do so, an error message will be displayed on the
System Console and the system will halt.

STARTING FROM DISC: COOLSTART. Restarts the system from the system disc (Idev 1). Use
COOLSTART as the standard operating procedure when a system is routinely shut down at night and
brought up the next day. This operation saves all permanent user files (including programs that run
on MPE subsystems, such as FORTRAN/3000, COBOL/3000, SPL/3000, and EDIT/3000).

STARTING FROM SERIAL STORAGE MEDIA: UPDATE. Uses magnetic tape or serial disc to
restart the system. System files are loaded from the backup media; the I/O device configuration,
directory, accounting information, and assigned global RINs come from the system disc; the user files
remain undisturbed. Use UPDATE as the standard operating procedure when starting the system with
either an updated MPE tape from Hewlett-Packard or an MPE tape prepared for a different HP 3000
Computer System. If for any reason an UPDATE is unsuccessful, you must restart the system with
either a COLDSTART, attempt another UPDATE with a known, good tape, or perform a RELOAD.
If you attempt another type of coldload option, the system will halt, and an error message will be dis-
played on the Console.

STARTING FROM SERIAL STORAGE MEDIA: COLDSTART. Restarts the system from mag-
netic tape or serial disc. System files, the I/O device configuration, and system table sizes are loaded
from the backup media. User files, the file directory, accounting information, and assigned global
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RINs remain unchanged, and are loaded from the system disc. COLDSTART is used to keep multiple
system configurations available, each one stored on its own cold load tape. This way, a COLDSTART
allows system modification while retaining user data. If a COLDSTART fails, attempt another
COLDSTART from a previous tape that is known to be good. If that fails, RELOAD. Attempting to
startup the system with another coldload procedure results in a Console error message and a system

Lo14
Ilaitv.

STARTING FROM SERIAL STORAGE MEDIA: RELOAD. Loads the entire system, including all
system files and I/O configuration information, from the backup tape. RELOAD assumes that there
is no information on the system disc: if the backup tape contains user files, then the file directory,
accounting structure, assigned global RINs and user files are restored to the system disc from the
backup copy. If the accounting structure was not copied to tape, a directory is created with the SYS
account, PUB group, and MANAGER user.

The RELOAD option is normally used when you or the System Manager installs the first MPE system
supplied by Hewlett-Packard. RELOAD is also used when restoring the complete system from a
SYSDUMP tape following a catastrophic system failure, such as a crash of the system disc. Always
consult the System Manager in the event of such a failure: he or she will authorize the RELOAD pro-
cedure. (Consultation is critical. The RELOAD procedure completely builds the system. It is a time
consuming task, and should only be selected if all other coldload options have failed. Furthermore, if
a RELOAD of the system fails for any reason, you must attempt another RELOAD.)

When reloading from multiple tape volumes or serial discs that were created by the SYSDUMP
Program, begin with the first volume of the most recent backup copy. It contains the current file
directory and accounting information, which must first be entered into the system before files belong-
ing to those accounts and groups may be copied. If all of the system files are not contained in the
first volume, MPE will request that you mount the next volume.

Files belonging to private volumes are not restored during RELOAD.

RECONFIGURING THE SYSTEM

The SYSDUMP Program, in addition to being used to create backup copies of the system, also permits
a user with OP capability to change the system configuration. Using the SYSDUMP Program begins a
series of dialog steps, which you use to define, in terms meaningful to MPE, any or all of the
peripheral devices attached to the computer for the input (entering) or output (storage) of data. Such
devices include terminals, line printers, disc and tape drives, and card readers.

The System Supervisor also uses the SYSDUMP Program to define or modify system parameters other
than the I/0 device configuration. These include system tables and queues, buffers, the size of virtual
memory, the message catalog, user logging processes, and system logging events. The discussion below
explains the I/O Configuration process. Each of the remaining subjects is treated in a separate discus-
sion following this subsection.

-
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NOTE

If you alter system parameters during the SYSDUMP
Program, any changes that you make will not affect the
system immediately. Instead, the new parameters are
copied to the SYSDUMP tape, and will only take effect
after you start the system with the modified tape.

The 1/0 Configuration Table

When you respond YES to the question "1/0 CONFIGURATION CHANGES", the SYSDUMP Program
will ask if you want the current I/O Configuration Table displayed. Whether you are adding a
device, or modifying one already defined for MPE, you should respond YES. The I/O Configuration
Table will be displayed as thirteen columns of information, as shown below:

LOG DRT U C T SUB REC QUTPUT  MODE DRIVER  DEVICE
DEV # N H Y TYPE TERMINAL WIDTH DEV NAME CLASSES
# I AP TYPE SPEED

T NE

These columns of information define, for each 1/0 device known to MPE, the following information:

e Logical device number ¢ Terminal Speed

¢ Device Reference Table (DRT) number s Record Width

¢ Device Unit Number e Corresponding Output Device
e Software Channel Number ¢ Device Mode

e Device Type e Device Driver Name

¢ Device Sub Type ¢ Device Classes

e Terminal Type

Input/output configuration is the process of assigning to each peripheral device values for these
categories. In some cases, these values will be determined by the characteristics of the device itself or
by system architecture. For example, the Device Reference Table (DRT) entry number and the device
Unit number are dictated by which computer hardware is used at your installation and its physical
layout. Other values may be assigned arbitrarily by the System Supervisor. Examples of these include
device mode (whether it is duplicative or interactive), if the device can accept jobs and sessions, and
the device class or classes to which it belongs. When you add a new device to the system, consider
both its hardware characteristics (that defines data entered into the table for you), and choose option-
al characteristics with care.

The following discussion explains device characteristics and configuration values. Refer to Section VII
in this manual for a step-by-step explanation of the complete SYSDUMP Program dialog.

LOGICAL DEVICE NUMBER. The logical device number is the value by which MPE recognizes a
particular device. Each device has its own unique logical device number, abbreviated "ldev". (In con-
versation and in written material, idev is often used as a shorthand term for the logical device.) You
may assign logical device numbers in any way you choose with one exception: The system disc must be
logical device 1. Although other values for Idev are arbitrary, numbering conventions have developed
which are followed in many HP 3000 installations. They are:

¢ Logical device numbers 2 through 5 are typically reserved for disc drives other than the system
disc, unless the system is configured with more than one system disc.
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¢ The system line printer is assigned logical device 6.
e Logical device numbers 7 through 9 are typically assigned to tape drives.

e Logical device 101is a pseudo-device. Although it is often the case that no physical device cor-
responds to Idev 10, it must be entered in the Configuration table as though it were an actual
device. Otherwise, users will be unable to stream jobs via MPE’s streaming facility. Logical device
10 is enabled with the :STREAMS command, which is executed by the Operator when the system is
started.

e Logical device 19 usually corresponds to the system’s HP 2680 Laser Printer.

¢ Logical device 20 is assigned to the System Console, although it may be temporarily associated
with another terminal (via the :CONSOLE command) after the system is started.

Users will reference the device by either the logical device number assigned to it in the I/O
Configuration table, or by the device class associated with it. (DEVICE CLASSES, the last column in
the table, is explained below.) Note that in the MPE V Commands Reference Manual
(320033-90006), command specifications generally offer you a choice of specifying either the idev or
devclass when the command references a device. Ldev is always a more precise specification, since
multiple devices may be assigned the same device class, but no two devices will have the same logical
device number.

DEVICE REFERENCE TABLE (DRT) ENTRY NUMBER. The Device Reference Table, like other
MPE tables, resides in main memory. It contains hardware-dependent information for each
peripheral device known to MPE. The DRT values for each device are system-defined, and not ar-
bitrarily selected by the Supervisor.

Every device on the system is connected to a device controller, which may serve more than one device
of the same type. The Device Reference Table contains, for each device, the address of the controller
to which the device is connected. Devices of the same type connected to the same controller will have
the same DRT number. DRT numbers are based upon a combination of jumpers and switches on the
device controller board. DRT entry numbers 0, 1, and 2 do not exist, but MPE uses the memory loca-
tions where they would normally be located. DRT 3 is always the system clock, and is never con-
figured into the system 1/0 configuration table.

When reconfiguring the system, the highest DRT entry number that can be assigned to a device is 127
for the Series 39/40/42/44/48/58 of the HP 3000, and 511 for the Series 64/68, and Series 37.

UNIT NUMBERS. The Unit Number is a hardware-dependent characteristic determined by the
physical connection of a device to its controller. Each controller supports a particular type of device.
A disc controller, for example, cannot be used to connect a line printer to the computer. Similarly, a
printer controller cannot be used to control disc drives. Similarly, each type of controller board will
support a different number of devices. A disc controller can generally support up to eight separate
disc drives; a tape controller will support four tape drives, whereas each printer uses its own dedicated
controller board.

When a controller services only one device, that device is assigned a Unit Number of 0. When the
controller serves more than one device, each device is assigned a consecutive Unit Number to distin-
guish it from the other devices connected to the controller. To illustrate .assume that four disc drives
are connected to the system through a single controller board. The first disc drive, identified as Unit
0, is commonly referred to as the Master device. The second, third, and fourth disc drives connected
to it are assigned Unit Number 1, 2, and 3, respectively. They are referred to as Slave devices.
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SOFTWARE CHANNEL NUMBER. To deal with special configuration problems, a software chan-
nel number may be defined in the I/0 Configuration table. Generally, no software channel number
need be assigned to a device, and a zero will be entered in the table under the Channel column head-
ing ("CH").

TYPE/SUBTYPE. Each device is assigned a number designating its device type, and a second num-
ber which indicates the device subtype. These numbers are determined by Hewlett-Packard and are
not alterable by the System Supervisor. In general, they classify a device according to the means MPE
uses to access it and the features the device supports.

TERMINAL TYPE/SPEED. When configuring a terminal or a line printer you must specify the
terminal type number that corresponds to that device. This number, ranging from 0 to 30 (refer to
Table 7-3 for a list of supported terminal types), informs MPE the exact model of the device you are
defining in the Configuration Table. If the device is a terminal, you must also specify its speed in
characters per second (CPS), or enter a zero. For example, to configure a terminal that operates at
9600 baud, enter 960 in the SPEED column of the Configuration table for this terminal since CPS is
equivalent to the baud rate divided by 10. (Each character consists of 10 bits: the 8-bit ASCII
character, plus a start bit and a stop bit.) If you enter a zero, which will be indicated by two ques-
tion marks (?7) in the "TERMINAL SPEED" column, MPE will "speed sense" the transmission rate
of the terminal.

TERMINAL TYPE DESCRIPTOR FILES. Each terminal type descriptor file supplies device depen-
dent information for the device being configured. It is only valid for terminals and RS232 printers.

RECORD WIDTH. The record width for a device is a decimal value specified in words, rather than
bytes. For most devices, record width may be arbitrarily chosen as long as the value entered in the
"RECORD WIDTH" column does not exceed the maximum for the device. However, certain standard
and recommended values have evolved, which are listed below. For discs, the default record widths
referenced in Section VII should be used.

Device Record Width (in words)
Disc Drives 128
Tape Drives 128
Line Printers 66
Laser Printers 66
STREAMS device 128
Terminals 40

CORRESPONDING OUTPUT DEVICE. If a device will be used to initiate jobs and/or sessions, you
must specify a corresponding output (list) device. This specification may either be the logical device
number of the corresponding device, or a device class name. Note, however, that if you specify a
class name, all data from the input device will be listed on each Ildev assigned that class name, which
may be one or several logical devices. If the device is a disc, or if it is configured as an output-only
device (such as a line printer), enter 0in the "CORRESPONDING OUTPUT DEVICE" column.
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MODE. During the configuration process, the System Supervisor may specify six modes, or options,
for a device. Explained below, these are:

e Job/Session Accepting (J )

ata Accepting (A )

®
&7

e Interactive (I )
s Duplicative (D )
e Spooled (S )

o AutoReply (R )

Job/Session Accepting Devices. A "J" entry in the "MODE" column of the I/O Configuration
Table specifies that the device can accept the :JOB or :HELLO commands, thereby functioning as a
job/session input device. This option causes MPE to automatically read the first input record, which
must be a valid :JOB or :HELLO command. This way, users may gain access to the device without
requiring the Operator to :REPLY to their request to use it, which is necessary for nonaccepting
devices. You will see this feature referred to as “auto-recognition”. Note that sessions cannot be
started on job/session accepting devices unless the interactive option is also specified.

Data-Accepting Devices. An "A" entry in the "MODE" column allows a job or session to acquire,
without Operator intervention, an auxiliary input device in addition to its $STDIN device. The
auxiliary device must be configured as a data-accepting device via the :DATA command. For ex-
ample, a session (which uses a terminal as its $STDIN device) could read data from a card reader, if
the reader is configured as a data-accepting device and the user entered the appropriate data record.

The A option, like the J option, instructs MPE to automatically recognize the device by reading the
first input record. If the device is also spooled, the data will be immediately input to a spooled device
file.

Interactive Option. This option, designated by an I in the "MODE" column, indicates that the
device is used for sessions. Such devices are called interactive because the user interacts with MPE
(and utilities, subsystems, and application programs) by entering instructions to the computer through
a terminal, and receiving an immediate response in the form of program results or system messages.

An interactive device supports both jobs and sessions. When it is used to submit a job (defined via the
:JOB command), MPE assumes that the instructions for processing the job have been predefined and
that errors will only be corrected after the job is complete or aborts. If the input is not predefined,
but instead entered interactively during a session, any errors that occur while the user is entering the
instructions will cause MPE to terminate the job immediately.

Duplicative Option. A device is configured as duplicative (D) when all input operations can be
echoed to a corresponding display without intervention by MPE. In general, terminals, which are in-
teractive devices, are also duplicative: all input from the terminal’s keyboard is echoed back to the
display portion of the terminal. This enables users to see the instructions they have sent to MPE. A
device is nonduplicative when it does not automatically echo user input. In this case, MPE’s command
interpreter must intervene to "echo" the input, as is done with a card reader.
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Echoing capability is generally handled by the terminal controller board, rather than the terminal
itself. Some nonstandard terminals, however, have a self-contained echo feature. If there is no switch
on the terminal to turn off this capability, the terminal controller will echo user input to the ter-
minal while the terminal is echoing to itself, which will garble the display. To avoid this, press the es-
cape key and a semicolon (ESCAPE) ;) after logging on. This will suppress the terminal controller’s
echoing feature, so that only the echo capability built into the terminal itself will operate. To restart
the hardware echo feature, press the escape key and a colon (([ESCAPE) : ).

In general, the duplicative option should be specified if the device is both a job/session accepting
device and an interactive device.

Spooling Option. When MPE is brought on line, devices which contain an "S" in the "MODE"
column of the I/O Configuration Table display will be automatically controlled by the spooling
facility. Job- and/or data-accepting card readers and magnetic tape units may be designated as
either input spooling devices or output spooling devices, but not as both simultaneously. Line printers
and plotters may only be used for output spooling.

Auto Reply Option. This configuration option allows automatic allocation of tape drives and serial
disc drives.

DRIVER NAME. This entry designates the name of the driver associated with the device’s con-
troller. It is the program that serves as an interface between the device and MPE. Each unique device
requires a separate driver program. A list of drivers, corresponding to standard Hewlett-Packard sup-
ported, devices can be found in Section VIPs discussion of "PERIPHERAL CONFIGURATION
INFORMATION". When the device is nonstandard and not supported by Hewlett-Packard, the
driver name duplicates the name of the program file which contains the driver. Like all MPE file
names, it must begin with a letter and consist of one to eight alphanumeric characters. If the driver
name is preceded by an asterisk (* ), the driver program permanently resides in main memory.

DEVICE CLASSES. Device class names, which are arbitrarily selected by the System Supervisor, are
one of two ways in which users may reference a device. The other method, discussed previously, is the
logical device number, or Idev. Requesting a particular device class is less specific than a reference to
logical device number. Unlike the idev, which is a unique number assigned to each device, the same
class name may be assigned to more than one device. Also, the same device may have more than one
device class name. In this case, users can reference the device by any one of its class names.

Device class names must begin with an alphabetic character and consist of one to eight alphanumeric
characters. MPE reserves certain class names for a specific function. For example, to use the spooling
facility with a particular disc drive, the disc must be assigned two class names: DISC and SPOOL.
Standard device classes recognized by MPE are defined as follows:

DISC The default device class for files created with the :BUILD command.

SPOOL The device class that designates a spooling disc. If the device is not assigned the
class name SPOOL , it will not be used by the spooler program to create and store
spool files. Discs used by the spooler are also used to store standard user files.

JOBTAPE The device class name that may be included in the system configuration for use

with the streaming facility. This usually refers to a pseudo-device, rather than an
actual device physically connected to the computer.
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VTERM The device class name assigned to the pseudo terminal devices used by the Virtual
Terminal Service of NS/3000.

TAPE The device class name assigned to magnetic tape drives.

DDUMP The device class name assigned to the tape or seriai disc device which receives the
output of the SOFTDUMP facility.

LP The class name assigned to the system line printer. The other commonly used class
name for line printers is simply PRINTER.

PP An acronym for Page Printer, and one of several class names commonly associated
with the HP 26 80 Laser Printer. Other class names used to designate a laser printer
are FASTLP, LASER, and EPOC.

To use the user logging facility with devices in a class other than DISC, MPE specifically requires
that the following classes be included:

TAPE The class name which refers to magnetic tapes.
SDISC or The class name assigned to serial disc devices.
CTAPE

When you list the system configuration, you may notice that a single disc drive has been assigned the
same class name (usually "DISC ") more than once. There is a simple explanation: when your system
uses two or more disc drives, MPE attempts to distribute file extents among them so that each disc has
approximately the same number of file extents and a similar disc search sequence time. MPE does this
by writing files to each device assigned the class name *DISC* in a round-robin distribution scheme.

It is not uncommon to have multiple disc drives of different storage capacity connected to a single
computer. If this is the case, and each ldev were assigned the class name DISC once, the smaller disc
drives would become full at a proportionally faster rate than the larger drives. To accommodate this
difference, the device class name "DISC" is often assigned to a single device more than once. For ex~
ample, if a 100-megabyte drive is assigned the class name DISC once, a 300-megabyte drive should
be assigned the class DISC three times. This way, MPE will store one file extents on the smaller disc
drive for every three file extents it writes to the larger drive.

DEVICE ACCESS TYPE. In addition to categorizing input/output devices by type and subtype, and
assigning to each device one or more class names, devices are also classified by access type. MPE
recognizes seven 1/0 device access categories. By convention, each device supported by MPE is assign-
ed to one of the seven categories based upon information about the device that you as System
Supervisor (or your SE) enter into the Configuration table.

Examples of Device Access Type. Suppose, for example, that you are adding an HP 7976 Tape
Drive to your system and are entering information about the device in the I/O Configuration Table.
Its device type, 24, is determined by system convention; you do not choose it arbitrarily. Also deter-
mined by system convention is the corresponding Device Access Type (DAT) for device type 24. Since
MPE "knows" the physical properties of a tape drive, it confines the mode of access to operations that
are consistent with these properties. In this case, your HP 7976 Tape Drive is within the classifica—
tion of types 24 through 30, with an access type of "I/O,NC", meaning a nonconcurrent input/out-
put device. These devices are used for data input and output (I/O). Nonconcurrent refers to the fact
that such devices cannot perform I/O operations concurrently. A tape drive can either be used for
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input or for output, but not both. (Note that this excludes the automatic read-after-write process
which verifies the data copied by the tape drive.) By contrast, terminals are concurrent 1/0 devices
because it is the combination of input and output processes to a terminal which allows sessions to be
conducted interactively.

Another example further explains device access type. Discs are direct access storage media (unless
specifically limited to serial access) because the drive’s read/write heads can position themselves at any
track on the disc without the need to read preceding tracks. Yet MPE distinguishes between
MPE-formatted discs and foreign discs. The former are assigned device access types O through 6,
whereas foreign discs are assigned a device access type of 7. Although both are direct access devices,
MPE cannot access a Type 7 disc in the same way it can read data on an MPE-formatted disc because
the data storage format is different.

Below is a table listing device types and their corresponding Device Access Types:

Device Types Access Type

0-7 Direct access (DA)

8-15 Serial input (IN)

16-23 Concurrent input/output (I/0, C)

24-31 Nonconcurrent input/output (I/0, NC)

32-39 Serial output (OUT)

Special Note: A device type 7 defines foreign disc (FD) in the direct access type domain.

A device type 31 defines a serial disc (SD) in the nonconcurrent input/output
domain.

Definition of Device Access Types. Device Access Types are defined as follows:

Direct Access (DA) Allows data stored on the device to be directly accessed by positioning the
read/write mechanism at a precise location. Direct Access mode is limited to disc
drives. Other devices, such as tape drives, terminals, and printers treat data
sequentially.

Foreign Disc (FD) The access mode that informs MPE that data stored on the device does not
conform to MPE’s standard disc format.

Serial Input (IN) Serial Input access mode limits the device to input operations only. Data is en-
tered sequentially.

Concurrent (1/0,C) Concurrent Input/Output Access mode allows input and output operations
Input/Output to and from the device in any order. Terminals are typically assigned this access
mode.

Nonconcurrent {1/0,NC) Nonconcurrent Input/Output, the access mode assigned to tape drives,

Input/Output allows input and output operations to the device, but restricts the order. For ex-
ample, you may not read what you have just written to a magnetic tape unless you
backspace over the record and then read it.

Serial Disc (SD) Restricts disc access to serial (sequential) read and write operations.

Serial Output (OUT) Serial Output access designates that the device may only be used for output
(data storage) operations.
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To display access types associated with each device class name and their associated logical devices,
respond YES to the questions "CLASS CHANGES? " and "LIST CLASSES? " during the SYSDUMP
Program. Occasionally, a device type number (instead of the access type) will be specified for a
device class name. You may use this table to cross reference device classes, and see all of the devices
(designated by their logical device numbers) that belong to any given device class. The order in which
logical devices appears in this table represents the order of device allocation within the class. This is
configurable for each installation by either you or your SE.

Device Class Access Types. The standard Device Access Types determined by MPE may be aug-
mented by a further classification which you, as Supervisor, may determine. When you respond YES
to the SYSDUMP Program questions "CLASS CHANGES?" and "LIST CLASSES?", you have the op-
portunity to enter a new device class name and its corresponding access types, or modify an existing
class name. You can then assign the new or modified class name to the device. You may not,
however, define Device Class Access Types (DCAT) in a completely arbitrary manner. The access
mode must be a subset of the MPE-determined Device Access Type for the Idev to which you are as-
signing a class name.

The Device Class Access Type you define for a device redefines how it will be used. Since the purpose
of creating a Device Class Access Type, in addition to the MPE-defined Device Access Type, is to
provide a choice of access modes, you must be able to open the device in either mode. To use the
device as MPE has defined it (according to the device type), open the device by referencing its logical
device number. To use it as you have defined it, open the device by referencing the restricted-access
device class name.

Choosing Device Class Access Type. When you are assigning devices to a class, use the following
rules.

¢ Assign a DCAT of direct access (DA) or serial disc (SD) to a class containing only removable,
moving-head discs, depending on its specification when it is initially defined. Classes containing
only direct access devices with one or more nonremovable discs are automatically assigned a Direct
Access DCAT. The class name DISC is always assigned a Direct Access DCAT.

¢ Assign a class containing one or more serial input access type-devices a DCAT of serial input (IN),
regardless of whether other devices within the class are concurrent or nonconcurrent input/output
access devices, or both.

e Assign a class containing one or more serial output access types a serial output (OUT) DCAT, even
though the remainder of the devices in the class are assigned either a concurrent or nonconcurrent
input/output access type, or both. For example, a card punch is always a serial output device
(OUT) and a magnetic tape is a nonconcurrent input/output device (I/0,NC). If a class PUNCH is
assigned to both the card punch and the magnetic tape, then it will have a DCAT of serial output
(OUT) only.

*  You may choose the DCAT for a class containing only concurrent input/output access types. The
SYSDUMP Program prompts you to choose among serial input (IN), serial output (OUT), concur-
rent input/output (I/O,C), or nonconcurrent input/output (I/O,NC).

e You may also choose the DCAT for a class containing only nonconcurrent input/output access
types. The SYSDUMP Program asks you to choose a DCAT of serial input (IN), serial output
(OUT), or nonconcurrent input/output (I/0,NC).
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e When a class contains a combination of concurrent and input/output access types, the SYSDUMP
Program prompts you to choose a DCAT of serial input (IN), serial output (OUT), or nonconcur-
rent input/output (I/0,NC).

e A class containing any combination of access types other than those mentioned above is illegal.
For example, a line printer, which is an output device (OUT) and a card reader, which is an input
device (IN) cannot belong to the same device class since their access types are incompatible.

e A class containing devices of a single type is assigned the DCAT for that device type.

The Default Configuration Table

When you respond YESto 1/0 CONFIGURATION CHANGES?, the SYSDUMP Program asks a series of
questions; if your system is on MPE version G.01.00 or later, the question LIST DEVICE
DEFAULTS? will appear. You may wish to respond YES if you are adding a device or modifying one
already defined for MPE; doing so will list the default specification values for all Hewlett-Packard
supported devices. The table will be displayed in twelve columns of information, as shown in Table
5-2.
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Table 5-2. Device Defaults (DEFDATA.PUB.SYS), G.01.00 or Later

DEVICE
NAME

HP2563
HP2564
HP2565
HP2566
HP2567
HP2608A
HP26085
HP2613
HP2617
HP2619
HP2680
HP2688
HP2893
HP7302
HP7906BP
HP73906FP
HP7906RP
HP7911
HP7912
HP7914
HP7920
HP7925
HP7933
HP7935
HP7945
HP7970
HP7974
HP7976
HP7978
HP9140

HPS144

HPSB95
HPLPADCC
HPLPATP
HPPCLADCC
HPPCLATP
HPTERMADCC
HPTERMATP

ID
CODE

12101
12102
12101
12101
2101
12001
12101
1200A
1200A
1200A
12004
12004
10101
10081
IFF02
'FFo2
IFFo2
10204
10208
1020A
IFFO3
IFF04
10212
10212
10220
10183
10174
10176
10178
10240

10260

10081
10010
1000F
10010
1000F
10010
1000F

OO0 0000000000000V OOO0O000DO0OO0O0OO00O ZITTITO

o

OO O0OO0OOO0OO

T

32
32
32
32
16
16

SUB

TYP

w

14
14
14
14
0

E
TERMINAL
TYPE SPEED

19 240
19 240
77+ 960
77+ 960
10 960
10 960

REC
WIDTH

PEERERBBRBRY

-
PPN o
ODwWwmo o

128
128
128
128
128
128
128
128
128
128
128
128

128

OUTPUT
DEV MODE NAME

OO0 OO0 0000000000000 000000000000

o

JAID
JAID

nuoounoounuuunoowym

nmmwm

DRIVER

HIOCIPRO
HIOCIPRO
HIOCIPRO
HIOCIPRO
HIOCIPRO
HIOLPRTO
HIOCIPRO
HIOLPRT2
HIOLPRT2
HIOLPRT2
HIOPPRTO
HIOPPRTO
HIOCRDRO
HIOFLOPO
HIOMDSC1
HIOMDSC1
HIGMDSC1
HIOMDSC2
HIOMDSC2
HIOMDSC2
HIOMDSC1
HIOMDSC1
HIOMDSC2
HIOMDSC2
HIOMDSC2
HIOTAPEOD
HIOTAPE2
HIOTAPE1
HIOTAPEZ
HIOCTAPO

HIOCTAP1

HIOFLOPO
HIOASLP2
HIDASLPO
HIOASLP2
HIOASLPO
HIOTERM2
HIOTERM1

DEVICE
CLASS

LP

LP

LP

LP

LP

LP

LP

LP

LP

LP

LP

LP
CARDRDR
FLOP
DISC
DISC
DISC
DISC
DISC
DISC
DISC
DISC
DISC
DISC
DISC
TAPE
TAPE
TAPE
TAPE
CTAPE
SDISC
CTAPE
SDISC
FLOP
LP

LP

LP

LP
TERM
TERM
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Configuring The MPE Streaming Facility

The MPE streaming facility allows users to batch process jobs or data so that they can continue with
other work while MPE processes them. Users designate such jobs by executing the :STREAMor :JOB
command, but before they can do so, MPE’s streaming facility must first be enabled with the
:STREAMS command. (For a complete description of the :STREAMand :J0B commands refer to the
MPE V Commands Reference Manual (32033-90006).)

Before users or the Operator can execute any of these commands, you must define a pseudo device in

the I/O Configuration table which will appear to be a tape drive or a card reader. The device itself is

usually not connected to the computer, hence the term "pseudo device". In fact, if a device is physi-

cally present, it can only be used to introduce jobs.

The pseudo device used by the streaming facility must have the following:

e A unique logical device number, usually 10 (a Hewlett-Packard convention).

e A DRT number, which can be the number of an existing card reader or tape device. If no such
device is physically present, the DRT number can be the number that such a device would have
had if it did exist.

e A unit number, determined by how many other devices are configured on the same controller.

e A software channel, type number, subtype number, and record width value, which duplicate the
values for an actual card reader or tape drive.

e An output device, which should be a printer.
¢ Mode, which must be job and data accepting.
e The name of the driver which would correspond to an actual card reader or tape drive.

e The class name JOBTAPE. This may be included regardless of what additional class names are
specified for other purposes.

The following example illustrates the result of configuring ldev 10 to accept spooled or batched data
from a session or job. Note that it is not apparent from the I/O Configuration table whether the
device is physically connected to the system, or whether it isa pseudo device. Once the Operator en-
ables the streaming facility with the :STREAMS command, users will be able to execute the :STREAM
command to process jobs.
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LOG DRT U C T SUB REC  OUTPUT MODE DRIVER  DEVICE

DEV # N H Y TYPE TERMINAL WIDTH DEV NAME  CLASSES

# I AP TYPE SPEED

T NE

1 8 0 00 9 128 0 HIOMDSC1 SYSDISC

2 9 0 03 8 128 0 HIOMDSC2 DISC
SPOOL

3 91 0 03 8 128 0 HIOMDSC2 DISC
SPOOL

6 82 0 0324 66 0 S  HIOLPRTO LP
LPOS

7 73 0 0240 128 0 HIOTAPEO TAPE
DDUMP

8 73 1 0240 128 0 HIOTAPEO TAPE

8 73 2 0240 128 0 HIOTAPEO TAPE

10 73 3 0240 128 PP JA  HIOTAPEO JOBTAPE

19 83 0 0328 66 0 S HIOPPRTO EPOC
PP
FASTLP
PP

20 8 0 0160 10 240 40 20 JAID HIOTERMO CONSOL

NOTE

The pseudo device used by the streaming facility should
always be configured with the same LDEV number,
channel number, type, subtype, record width, output
device, mode, driver name, and device class as shown
above. The DRT number and unit number, however,
may differ, depending on what tape drive(s) is con-
figured on the system.

As in the above example, if one or more nonvariable
density magnetic tape drives are configured on your sys-
tem, the pseudo streams device can be configured with
the same DRT number as the tape drives, and with a
unit number that is one greater than that of the last
configured tape drive. This is allowed because nonvari-
able density magnetic tape drives, such as the HP 7970,
can have multiple units on the same DRT number.
Therefore, there is no need to use a unique DRT number
for the streams device.

On the other hand, if a variable density magnetic tape
drive is configured on your system, the pseudo streams
device should be configured with a unique DRT number
(the unit number is unimportant here). This is allowed
because on variable density magnetic tape drives, such as
the HP 7974, HP 7976, and HP 7978, you cannot have
multiple units on the same DRT number. Therefore,
you must use a unique, dummy DRT number for the
streams device.
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Changing System Tables and Queue Parameters

In addition to configuring I/O devices, you may use the SYSDUMP Program to change MPE system
tables, queues, and other data structures by responding YES to the question "SYSTEM TABLE
CHANGES? . The factory or your SE defines the appropriate parameters for your particular system
configuration when the system is installed, and changes are not generally necessary. However, as the
needs and resource demands of your users change over time, or as you add or upgrade your hardware
or software, you may need to alter these values to ensure the ongoing efficiency of your system.

To guide you when you experiment with system tables, queues, buffers, and lists, the following dis-
cussion explains their function. The requirements for each HP 3000 configuration can be quite dif-
ferent. For this reason, no specific values are presented here, although some general guidelines are
provided. Do exercise caution when altering system parameters. Any changes will directly influence
MPE’s operation.

The following discussion explains the purpose of:
e MPE tables used to control system and user processes.
e Other tables, queues, and lists not directly intended to control processes.

e System buffers, terminal buffers, message tables, and the message catalog.

SYSTEM AND USER PROCESS CONTROL TABLES. MPE is a table-driven operating system,
which means that it uses several tables to manage and monitor system activity. There are four prin-
ciple memory-resident tables MPE uses to control all system processes, whether they be MPE func-
tions, subsystem or utility programs, or user programs. These tables, explained below, are:

e The Code Segment Table, or CST
e The Extended Code Segment Table, or XCST
e The Data Segment Table, or DST

e The Process Control Block Table, or PCB Table

Code Segment Table (CST). The Code Segment Table, or CST, keeps track of all allocated MPE and
subsystem code segments and all code segments that are contained in a segmented library. Each CST
entry, which is 4 words long, contains information about a single code segment. When a program is
loaded, the code itself is not usually resident in memory, unless that portion of the code is currently
executing. Instead, information (including the following data) is entered into the CST or XCST so
that the code segment can be immediately accessed when necessary: current location (disc or memory
address), segment length, whether the code was prepared with Privileged Mode (PM), etc.

The Code Segment Table used in the E/F.00.00 release of MPE contains both permanently and tem-
porarily allocated code segments. Always set this table to the total number of CST entries available,
which is 192.

The Code Segment Table used in the G.00.00 and iater release of MPE allocates a maximum of 2048
entries for temporarily allocated programs. Of these, 192 entries are reserved for MPE segments.
Typically, you should configure four times the number of terminals, but this number really depends
on the number of segments accessed.
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If the CST is underconfigured, programs will not run when the system is heavily loaded. If
overconfigured, main memory space is wasted. The number you select for your particular configura-
tion will depend upon which version of the operating system you have, the amount of main memory,
and average (and maximum) system load.

Extended Code Segment Table (XCST). The Extended Code Segment Table, or XCST, functions
similarly to the CST. The difference is that entries in the XCST contain information about code seg-
ments that come from user’s program files and those segments which are assigned by running a
program (with the :RUNcommand).

If the Extended Code Segment Table is underconfigured, programs will not run when the system is
heavily loaded. If overconfigured, main memory is wasted. In general, if your users run large
programs with many code segments, or if your installation is involved in program development, the
size of the XCST should be larger than it would otherwise be at sites not involved in either of these
activities. The maximum size is 8191 entries, and the recommended number of entries is 10 per user.

Data Segment Table (DST). The Data Segment Table monitors all data segments, including those
used by MPE and user’s data stacks. Like the CST and XCST, each entry in the DST represents a
single data segment. To roughly determine the appropriate size of the DST (in number of entries) for
your installation, use the following formula:

# of DST entries = [8 * max # of users] + 64

If underconfigured, programs may not run when the system is heavily loaded. If overconfigured,
main memory is wasted. The maximum DST size for the E/F.00.00 release of MPE is 1024 entries.
The maximum for the G.00.00 and later releases is 4096 entries.

Process Control Block (PCB) Table. The Process Control Block (PCB) Table contains the status of
each process on the system. A single entry corresponds to one process. Use extreme care when reducing
the size of this table: If it is too small, the system will crash. But, since the PCB Table is main-
memory resident like the CST, XCST, and DST, main memory space is wasted when it is too large. A
guideline to use for selecting the size of the PCB Table is:

(2 * max # of users) + 32  (additional entries are required if using IPC)

The maximum PCB table size for the E/F.00.00 release of MPE is 256 entries. The maximum size
for the G.00.00 release or later is 1024 entries.

OTHER SYSTEM TABLES, QUEUES, AND LISTS. Few system resources are truly sharable.
Those that are include System Domain discs, used to store user and program files, and main memory,
which is subdivided among executing processes. Other resources, including peripheral devices such as
terminals, printers, and tape drives, are only serially reusable. MPE relies upon queues, lists, and
other tables to monitor requests for such devices and manage the competing demands for them. These
structures share a similar function: each maintains the order of resource requests to ensure the sys-
tematic allocation of nonsharable devices. The following discussion explains the purpose of various
queues, tables, and lists used by MPE to manage resource allocation.

Input/Qutput Queue (I0Q). The I/O Queue resides in main memory. It contains requests from any
process running on the system for all nondisc I/O devices. In general, the total number of I/O entries
you allocate will reflect the number of nondisc devices your system supports. Note, however, that
spooled devices must be treated as an exception: allocate at least 10 entries in the I/O queue for each
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spooled input device and 15 entries for each spooled output device. Allow 4 entries for each system
user. If using MRIJE, IMF, or DS, increase by 3 or 4 entries per line.

The absolute minimum number of recommended entries is 20, regardless of the configuration. The
maximum number for the E/F.00.00 release of MPE is 255. The maximum number for the G.00.00
and later releases of MPE has been expanded to 1300 entries. If the I/O Queue is underconfigured,

system response time will be degraded. Overconfiguring the 1/0 queue will waste main memory.

User Controller Process (UCOP) Request Queue. The UCOP request queue resides on disc in virtual
memory, and is only loaded into main memory when needed by the system. It limits the number of
jobs and sessions which can be terminated simultaneously. The maximum size for the E/F.00.00
release of MPE is 256 entries. The maximum for the G.00.00 and later releases of MPE is 1023
entries. Typically configure:

(2 * # of users) + more for process handling

Disc Request Table. The Disc Request Table holds request parameters and queries for pending disc
1/0 requests. It is functionally and structurally similar to the I/0 queue for nondisc devices. Like the
I/0 Queue, it resides in main memory. The minimum recommended number of entries needed for the
Disc Request Table is 32. The maximum number for the E/F.00.00 release of MPE is 255. The max-
imum number of entries for the G.00.00 and later releases of MPE is 900. Allocating too few entries
will result in a System Failure 601. For most systems, 4 * # of terminals is sufficient.

Swap Table. The Swap Table is a memory-resident table that monitors data segments referenced by
every process executing on the system. This table is needed to inform MPE whether a process’s data
stack or extra data segment is currently stored in main memory or has been swapped out to disc to al-
low space for another process’s stack. One five-word entry is used per data segment. The maximum
setting for the E/F.00.00 release of MPE is 2048 entries. The maximum for the G.00.00 and later
release of MPE is 4096 entries. The suggested number of entries on systems with the E/F.00.00
release of MPE is § * # of PCB entries configured; on systems with the G.00.00 or later release of
MPE, it is 8 * # of PCB entries configured. If the Swap Table is underconfigured, it may cause a
System Failure 602.

Interrupt Control Stack (ICS). The Interrupt Control Stack resides in main memory. It is used by the
System Dispatcher and for input/output processing. The maximum size of the ICS for the E/F.00.00
release of MPE is 2048 words. The maximum size for the G.00.00 and later release of MPE is 4096
words. The suggested number of entries on systems with the E/F.00.00 release of MPE is 768 words;
on systems with the G.00.00 or later release of MPE, it is 1024; and on a Series 64/68, it is 2048 or
more. Exercise extreme care when experimenting with the size of the ICS. If it is too small, the
operating system will fail.

Timer Request List (TRL)., The Timer Request List is used to store requests to delay a process or a
function for a specified amount of time. The maximum size of the TRL for the E/F.00.00 release of
MPE is 128 words. The maximum size for the G.00.00 release of MPE is 1023 entries. Typically, al-
jow approximateiy i per # of terminals + { times the number of users. Use care when altering the
size of this list, since reducing the number of TRL entries too much will cause the operating system to
fail.
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Breakpoint Table, Unlike other tables, each entry in the Breakpoint Table may vary in length. It is
used by the DEBUG facility to save the addresses of program breakpoints selected by users when they
are debugging code. If you anticipate very little program development (and therefore debugging) on
your system, you may reduce the table size to a minimum value. The absolute minimum number of
entries recommended for any system configuration is 24; the absolute maximum is 1024, Allow at
least 16 entries to aid in troubleshooting, and add more if DEBUG is used extensively.

SYSTEM, MESSAGE, AND TERMINAL BUFFERS. MPE also uses buffers to coordinate com-
munication and data transfer between system resources. Although some of these are referred to as
tables, their primary purpose is to buffer data transmitted between processes running on the system.
Buffers, like tables, queues, and lists, facilitate the use of peripheral devices such as disc and tape
drives, terminals, and printers and other system resources (memory and CPU time) in a multitasking
environment. The following discussion describes the buffers used by MPE, along with general size
guidelines to follow when you alter the system configuration.

System Buffers. System buffers are used by MPE’s message system (the :LOGON, :LOGOFF, :WARN,
and :TELL commands) and by Multipoint Terminal Software (MTS) lines. Each buffer consumes 128
words of memory. The minimum number of system buffers is 8; the maximum is 253 for both the
E/F.00.00 and G.00.00 releases of MPE, and the average range is 18 to 25 buffers. If your system
has many interactive users and a large number of streamed jobs, you will need a larger number of
buffers to handle the logon and logoff processes. The result of underconfiguring the number of sys-
tem buffers is very slow system response time, particularly during peak loading periods when a num-
ber of users are logging on or off , or submitting jobs.

Primary Message Table. The Primary message table, which resides in main memory, is used to buff-
er messages transmitted between system processes during the execution of critical areas of system code.
The suggested number of entries should be at least # of PCB entries/2. The maximum setting for the
E/F.00.00 release of MPE is 255. The maximum for the G.00.00 (and later) releases of MPE is
1023. If underconfigured, it may cause a System Failure 620.

Secondary Message Table. The Secondary Message Table also resides in main memory. It is used to
buffer the content of pending messages that are transmitted between system processes using the low~
level message system. The suggested number of entries should be at ieast # of PCB entries/8. The
maximum setting for the E/F.00.00 release of MPE is 255. The maximum for the G.00.00 (and
later) releases of MPE is 1023. Failure to allocate enough entries impedes the table and degrades sys-

tem performance until more entries become available.

Special Request Table. The Special Request Table is used for two purposes: To temporarily buffer
the parameters for segment expansions, and to form the queue for devices waiting for the segment.
The suggested number of entries is 25 for the E/F.00.00 release of MPE and 50 for the G.00.00 (and
later) release of MPE. The maximum setting for the E/F.00.00 release of MPE is 255. The maxi-
mum for the G.00.00 (and later) releases of MPE is 2048. If too few entries are allocated, it may
cause a System Failure 600.

Terminal Buffers. Terminal buffers are used to buffer all input to and output from terminals. The
number of buffers needed on your system depends on the number of concurrent terminal users sup-
ported on the system. A larger number of terminal buffers must also be allocated if users are working
in block (page) mode, since block mode causes a larger amount of data to be transferred to and from
the terminal at one time. For example, if your installation consists almost entirely of V/3000 users,
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configure the maximum number of terminal buffers, since each of these users will be working in
block mode.

The absolute minimum number of terminal buffers per port that you can configure is 32. The ab-
solute maximum varies: 255on an ATC, 2550n an ADCC, 4000n an ATP with MPE version
E/F.00.00, and 1024 on an ATP with MPE version G.00.00. The recommended number of terminal
buffers per port is as follows: allow 4 buffers per block mode user on HP-IB systems using ADCCs;
on the Series 64/68, it is probably a good idea to configure 3 buffers per port for >50 terminals and §
buffers per port for <50 terminals.

If you configure too few terminal buffers, terminal response time will be slow and the cursor move-
ment will be erratic when writing data to the screen. However, since terminal buffers are memory-
resident, overconfiguring the number of buffers will waste main memory.

THE MESSAGE CATALOG. The system and error messages which MPE displays on users’ terminals
(during sessions), or prints on their job’s standard list device, are contained in a single file. Known as
the message catalog, MPE uses it to store both standard system messages and error messages. Its source
file is CATALOG in the group PUB of the SYS account. Like any other text file, you may examine the
Message Catalog, and even modify it. Since messages contained in the catalog inform users of their
current status though, exercise caution when altering any of the text. For a description of the MPE
message system, refer to Section IX of this manual, entitled "MPE MESSAGE SYSTEM".

CHANGING OTHER SYSTEM PARAMETERS

The System Supervisor’s primary responsibility is to ensure that the system consistently meets the
needs of its users. As demands upon the system change due to more or fewer users or a change in the
type of work performed on the computer, you will need to re-evaluate the original system configura-
tion. As you know from reading the preceding discussion, configuration covers a broad range of
topics. Most of the system parameters you can modify are part of the SYSDUMP Program. Some
others, however, are not. Elements of the SYSDUMP Program which have not yet been discussed,
and other means available to you to tune the system are the subjects of the following discussion.
These include:

o Modifying miscellaneous system parameters such as:
o The maximum number of Resource Identification Numbers, or RINs, in the RIN pool.
o Logon recognition time.
o The maximum number of concurrently executing jobs and sessions.
o The default CPU time limit for job processing.
e Changing segment limits.
e Modifying the Segmented Library (SL) or system programs.
e Modifying scheduling queues.

e Permanently allocating programs with the :ALLOCATE command.

o Enabling the disc caching facility and tuning caching performance with the :CACHECONTROL
command.

e Changing the V.UU.FF.
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Changing Miscellaneous Values

In addition to I/O configuration changes and system table changes, the SYSDUMP Program prompts
you for "MISC CONFIGURATION CHANGES". If you respond YES, you may change RIN usage, logon
recognition time, the maximum number of concurrent jobs and sessions, and the default CPU time
limit. These miscellaneous elements, explained below, are system resources in the same sense that a
disc drive or an entry in the Code Segment Table is a resource. Just as changes to the I/0 configura-
tion or system tables affect MPE users, modifying any of these miscellaneous parameters will also af-
fect system performance and usage.

ALLOCATING RESOURCE IDENTIFICATION NUMBERS. Resource Identification Numbers, or
RINs, are used by application programs to coordinate the use of system resources between sessions or
jobs, or between processes within a job. A RIN is not a physical entity, nor is it logically associated
with a particular resource. It is an abstract concept supported by MPE. Programmers define the scope
and purpose of one or more RINs within their program code. It is this definition, and only this defini-
tion, which gives RINs meaning.

As System Supervisor, you will not define RINs. You are, however, responsible for configuring the
maximum number of local, file, and global RINs available to programmers and deleting global RINs
previously defined by programmers. SYSDUMP asks you four RIN-related questions. These are shown
in the partial sample of the SYSDUMP dialog below, and are explained in the following discussion:

ANY CHANGES? Y

MISC CONFIGURATION CHANGES? Y
LIST GLOBAL RINS? Y
RIN # USERNAME.ACCTNAME

4 JOE .SMITH
6 MANAGER .ACCTNG
10 MGR .PROGTEAM

23 SARAH .G

DELETE GLOBAL RINS?

# OF RINS = <48> (MIN=23, MAX=1024, USED=23)7

# OF GLOBAL RINS = <16> (MIN=4, MAX=1024, USED=4)7?

The list of global RINs identifies each RIN by the RIN number (RIN#) and the user name and ac-
count of the person who defined the RIN. RINs are acquired with the GETRIN intrinsic, and assigned
a number by MPE. For further information about RIN definition and usage from the programmer’s
perspective, refer to Section III of the MPE V Intrinsics Reference Manual (32033-90007) under the
heading "RESOURCE MANAGEMENT".

Once you have listed the currently defined global RINs, the SYSDUMP Program asks if you want to
delete any of them. There is no way for you to determine from the listing if any of the listed RINs are
still being used by the programmer, or if they are obsolete; therefore, before you delete a global RIN,
consult the programmer to find out if the RIN can safely be deleted from the RIN table.

The next question, # DF RINS = <48> (MIN=23, MAX=1024, USED=23)7, allows you to change
the maximum number of RINs in the RIN table. This maximum applies to all three types of RINs
which are available to programmers: global RINs, local RINs, and file RINs. Local RINs and file
RINs are considered temporary, and do not appear in the RIN listing described above. As a general
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rule, the maximum number of RINs should be roughly equal to the jobs/session limit established by
your System Operator with the <LIMIT command. For example, if the job limit is 5 and the session
limit is 45, you should allocate approximately 50 RINs.

Although it is confusing from the phrasing of the question # OF RINS = <48> (MIN=23,
MAX=1024, USED=23)7, the minimum number of RINs actually refers to the highest RIN assigned
by MPE. If none of these RINs have been released, the minimum size of the RIN table is 23, and the
next RIN assigned will be a minimum of 23.If, on the other hand, one or more RINs have been
released, and the user requests a free RIN, a free RIN between 1 and 23 may be assigned to the user.

The MIN number will usually, but not always, be equivalent to the highest-number RIN listed in the
global RIN listing. (Note that in the sample dialog above, the user SARAH.G owns RIN number 23,
the largest RIN number listed.) If these two numbers are not equal, then MPE has assigned the
highest RIN number to a temporary RIN, which will not be listed with the global RINs.

The next question, # OF GLOBAL RINS = <16> (MIN=4, MAX=1024, USED=4)7, tells you the
number of global RINs in use (which is also apparent from the RIN listing). It prompts you to define
the maximum number of global RINs available to programmers. As a general rule, this maximum
should be approximately 30% of the total number of RINs allocated. To reiterate, RINs are defined
and used by applications programmers: if the maximum number of RINs you allow them is too small,
they should ask you to modify the number. To increase the number of available global RINs, you
must reload the system from the backup tape.

SETTING LOGON RECOGNITION TIME. The next in the series of miscellaneous configuration
questions is "# OF SECONDS TO LOGON = ? . This prompts you to select the maximum amount of
time, in seconds, users are allowed to enter a legitimate :HELLO or :JOBcommand when logging onto
the system. The standard amount of time used in most installations is 120 seconds. For the G.01.00
release # OF SECONDS TO LOGON=120 (MIN=10, MAX=6001?

There are three factors which affect the selection of this value. The first is security. In this case, you
may shorten the logon time limit, allowing users less time to attempt to access a password-protected
account. The second factor, heavy system usage, and the third, allowing a number of users to access
the system via modems, both dictate an extended amount of time to validate users’ :HELLO or :JOB
commands. Loading the system slows down MPE’s response to logon attempts because many more
processes compete for the operating system’s attention. Supporting remote users requires a longer logon
recognition time, since they interact with MPE at a slower data transmission rate than do local users.

LIMITING CONCURRENT JOBS AND SESSIONS. There are two ways in which the total number
of concurrently executing jobs and sessions may be controlled. One way is to set the job and session
limit with the Operator command :LIMIT. This provides the Operator with moment-by-moment
control of the mix of jobs and sessions permitted to execute on the system. For a description of the
:LIMIT command, refer to the MPE V Commands Reference Manual (32033-90006). The Operator
is, in turn, limited by the job/session limits which you, as System Supervisor, initially configure
during the SYSDUMP Program. The SYSDUMP Program prompts you with the following questions:

MAX # OF CONCURRENT SESSIONS = (MIN=1, MAX=500)? (G.01.00)
MAX # OF CONCURRENT RUNNING JOBS = (MIN=1, MAX=500)7 (G.01.00)

The values you choose depend upon the model of the HP 3000 you use in your installation and the
amount of peripheral equipment it supports. In general, you will choose these values after consulting
your Customer Engineer and Systems Engineer when the system is first installed. Similarly, these
values will normally only be changed when your HP representative upgrades your hardware and/or
your software.
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ESTABLISHING THE CPU PROCESSING TIME LIMIT. The next question asked during the
SYSDUMP dialog is "DEFAULT JOB CPU TIME LIMIT = (MIN=0, MAX=32767)7 ". If you enter 0,
there is no limit on the amount of time the CPU will process a job. The CPU time limit is usually set
at zero.

Within the limit you establish, users can limit the processing time allowed their own jobs or sessions
when they enter the :JOBor :HELLO commands. (For a full description of these commands, refer to
the MPE V Commands Reference Manual (32033-90006).) Furthermore, a maximum CPU process-
ing limit can be set for accounts (by the System Manager) and groups (by the Account Manager) with
the :NEWACCT and :NEWGROUP commands. If users do not limit the processing of their own jobs or ses-
sions, and if no limits are imposed at the account and group level, the default CPU processing time
limit is used.

Changing Segment Limits

During the SYSDUMP Program, responding YES to the question "SEGMENT LIMIT CHANGES? " al-
lows you to change the following code and data segment limits:

e The maximum number of concurrently running programs.

¢ The maximum number of words allowed in any code segment. A useful rule of thumb is to set
this value to 5 percent of the available words in memory, but in no case less than 4096 words.

¢ The maximum number of code segments per program file.

The maximum size, in words, of a user stack. A smaller stack size increases multiprogramming
performance. The maximum stack size depends on the data processing environment,
Appropriate stack sizes for three types of installations are as follows:

Recommended Max Stack Size (words) Environment
7000-8000 School/Students
12000-16000 Scientific/Engineers
26000-313232 Commercial
¢ The maximum number of words aliowed in any exira data segment. A useful guideline is to set

this value to 20 percent of the maximum number of words allowed in the user process stack.

The maximum number of data segments per process.

The default number of words initially assigned to the Z-Q area of the user process stack, when
the user specified no value at program execution time. Hewlett-Packard recommends that this
value be kept to a minimum. If the program is prepared from a User Subprogram Library file via
the :PREP command with the maxdata parameter, the operating system will allow for dynamic
increases in the stack size. The minimum recommended for any configuration is is 1200 words.

Section VII provides you with values that are generally recommended for the initial configuration.
Over time, and through experimentation, you will develop guidelines best suited to your installation.
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Modifying the Segmented Library

The Segmented Library (SL), contains the code segments, which, together, make up the MPE
Operating System. You may list all code segments currently in the system library: the complete file
specification is SL.PUB.SYS. This is useful for finding the physical segment number of the code seg-
ment that returned an error to a user’s program. You also need access to the SL when adding, delet-
ing, or replacing code segments. This generally occurs during operating system updates, such as when
your CE installs a new version of MPE, but the need to examine the SL may arise at other times, too.

Changing Scheduling Queues

All competing processes access the central processor through MPE’s Scheduling Queues. You may
change the base, limits, or minimum and maximum values of the C, D, and E queues via the :TUNE
command. Because changing these queues directly affects system performance, and also because the
system attempts to tune itself, exercise caution when you make any changes. For a description of the
:TUNE command and scheduling queues, refer to the MPE V Commands Reference Manual
(32033-90006).
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Permanently Allocating Programs and Procedures

You can enhance the efficiency of the system by permanently allocating a program file or procedure
with the :ALLOCATE command. Whether or not such programs and procedures are currently being
accessed, entries in the Code Segment Table and Extended Code Segment Table are assigned to them.
This reduces the drain on system resources that otherwise may occur when programs or procedures are
loaded each time they are used.

The Code Segment Table (CST) contains a list of code segments that have been allocated, including
system code segments. The length of the CST is determined when the system is first configured. Each
entry in the CST consumes four words of memory and contains control information about the segment
as well as its length and starting address. Since entries are dynamically allocated by MPE as segments
are loaded and unloaded, the actual number of entries in use at any time varies, limited only by the
length of the table.

In your decision to :ALLOCATE a program, consider two things. One, how many users need the
program and how frequently is it used; and two, how large is the program in terms of the total num-
ber of CST and CSTX entries it will consume. Some programs use only one or a few table entries,
while others, comprised of multiple code segments referencing many SL procedures, use a large num-
ber of entries both in the CST and CSTX.

Any programs or procedures that you allocate with the :ALLOCATE command must be able to resolve
all its external references in SL.PUB.SYS. Most Hewlett-Packard supplied software does so.
Applications programs supplied by other vendors must assign externally referenced code segments to
SL.PUB.SYS before you may :ALLOCATE them.

To deallocate a program or procedure previously loaded with the :ALLOCATE command, issue the
:DEALLOCATE command . The program file or procedure segment will be immediately deallocated if it
is not being used by a process. Otherwise, it is deallocated as soon as it is no longer in use.

Disc Caching

Disc caching is an optional subsystem that uses main memory to store portions of disc files, or "disc
domains". The disc caching subsystem locates, moves, and replaces disc domains in main memory so
that frequently referenced code is quickly available. This happens without incurring the delays caused
by the physical disc access which would otherwise be necessary to complete a read operation. Cached
writes need only to be moved into cached memory, rather than waiting for the physical disc updates
to complete. This allows programs to continue running while physical disc updates occur. For
I/0-bound systems with available memory, caching noticeably improves response time by enabling
processes to execute at processor speed. CPU utilization increases, and disc utilization decreases in a
cached system.

To control disc caching, four new commands have been added to the System Supervisor’s command
set. Explained briefly below, and documented in the MPE V Commands Reference Manual
(32033-90006), they are: :STARTCACHE, :STOPCACHE , :CACHECONTROL , and :SHOWCACHE.

:STARTCACHE Starts caching on a single logical device.
:STOPCACHE Stops caching on a single logical device.
: CACHECDONTROL Tunes the performance of caching on your system. You will use this com-

mand to determine the number of sectors fetched from disc when a read
"miss" occurs. (A "miss" occurs when the needed data is not currently
stored in the disc cache.) :CACHECONTROL is also used to specify whether
processing continues before posting of the cache buffers to disc is complete.
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: SHOWCACHE This command requires no special capabilities. It provides a brief summary
of disc caching performance on your system.

In addition to these new commands, the FSETMODE intrinsic has been extended to allow control over
disc caching on a file-by-file basis, as opposed to a system-wide basis. For information about
FSETMODE, refer to the MPE V Intrinsics Reference Manual (32033-90007).

THE SYSTEM DISC

Since MPE is a disc-based operating system, the allocation of disc space, particularly on the system
disc, noticeably affects system performance. This section provides you with information pertinent to
the system disc, prefaced with with a discussion of disc volume conditioning, disc drive structure, and
disc platter format that applies to all hard discs used with the HP 3000. These topics are addressed in
the following sequence.

¢ Disc structure and format.
e Disc volume conditioning, including system domain discs and private volumes.
e Disc error recovery procedures.

e The layout of the system disc, including the organization of MPE, the file directory, virtual
memory, and disc formatting data on the system disc.

¢ Modifying the system disc layout.

Disc Structure and Format

MPE always addresses a disc by its logically ascending sector addresses. A disc pack, however, consists
of three or more platters and a top and bottom cover mounted on a center spindle. It is physically
divided into cylinders, tracks, and sectors. Onto this physical structure, MPE imposes its own logical
format through the process of disc conditioning.

DISC STRUCTURE. Figure 5-1 illustrates the disc drive structure of a typical moving-head disc.
For this example, the HP 7920 disc drive is used. Each inner platter of the disc pack has two surfaces
for data storage, except the servo platter, which has one data surface. A cylinder is the area of a
pack where all five heads can access a particular area of a platter surface. The head mechanism
moves the entire group of heads anywhere from cylinder Oto 822, depending upon the cylinder
requesied by the disc driver program.

The area under one head on one surface is a track, and each track is divided into sectors. Because the
read/write heads access information in an entire cylinder, the disc can read or write to any of the sec-
tors on all five tracks of a single cylinder before moving the head mechanism to a new cylinder.

DISC PLATTER FORMAT. Each disc platter conforms to the same format. The two ways in which
data is organized on a disc platter are illustrated in Figure 5-2. The left side of the platter surface
shows that tracks are concentric rings of data, numbered 000 through 822. Note that tracks and
cylinders are identically numbered: cylinder O contains the data stored on track O of each of three
platters. The right side of the figure shows the division of sectors on a particular track.
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The sector size of a disc is the amount of data that can be stored in a single sector of one track, which
Hewlett-Packard defines to be 128 words, or 256 bytes. This is also the smallest amount of data
which can be transferred to and from the disc at one time. Although the sector size and structure of
the disc pack will vary from manufacturer to manufacturer, this type of disc head/cylinder,
track/sector addressing is common for most moving-head discs.

Disc Volume Conditioning

A newly manufactured disc pack contains no formatting information or user data. Before it can be
used, it must be "conditioned". This process consists of three separate steps, formatting, initializing,
and labeling, as summarized below.

DISC FORMATTING. This first step of the conditioning process places addressing information on
the disc so that the hardware controller can locate each track and sector.

DISC INITIALIZATION. Initializing creates the Free Space Map and Defective Tracks Table on the
disc. MPE uses the Free Space Map to determine which portions of the disc currently contain user
data, and which are available for file storage. The Defective Tracks Table monitors bad disc tracks
and sectors, so that logically contiguous data can be stored on alternate tracks if the next physically
contiguous track is bad.

Track Verification. Verifying the integrity of the disc before MPE attempts to write files to it
provides an orderly method to anticipate and manage disc errors. For this reason, the second step of
the initialization process creates the Defective Tracks Table by performing a track-by-track read of
the disc volume before any user files are stored on the disc. Any tracks found to be defective during
the initialization procedure may be reassigned to alternate tracks or deleted. If the bad track is
deleted, it will not be listed in the Free Space Map, and will be inaccessible by MPE.

Track Reassignment. If the track is not deleted, it will be assigned an alternate, verifiable track.
This way, when MPE cannot read from or write to a track or sector after a specified number of at-
tempts, the file is stored on an alternate area of the disc selected from the the spare tracks originally
reserved for that purpose. The information that the disc driver program needs to manage defective
tracks is stored in MPE’s Defective Tracks Table, and the entire process is transparent to the user.

DISC LABELING. Labeling assigns a name to the disc volume. All disc packs used by the MPE will
have a disc label at track O, sector 0. The volume name is part of the label. For each disc pack, the
name must be a unique ASCII character string of up to eight alphanumeric characters beginning with
a letter. Volume names are added to a disc pack when you are starting the system with the INITIAL
Program.

When the INITIAL Program encounters a foreign disc (one that does not have a disc label which MPE
recognizes) you are asked whether the volume should be added to the system volume set, and if so,
what volume name it should be assigned. If it is a type O disc, you are also requested to define the
logical pack size of the disc in cylinders; your answer is the amount of space available for use by sys-
tem and user files. The remaining portion of the the disc will be reserved for alternate, or spare,
tracks.
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Figure 5-1. Disc Drive Structure

Figure 5-2. Disc Platter Format
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Disc diagnostics and conditioning is normally done by your SE when the system is first installed. If
you need to format your own discs, we recommend that you contact HP for assistance. You may also
refer to "FORMATTING SYSTEM PACKS" in Appendix A, and the discussion of Private Volumes in
Section X.

THE SYSTEM VOLUME TABLE. A list of volume names, called the System Volume Table, is
stored on the system disc. It maps each volume name into the logical device number of the disc drive
on which the volume is mounted. This enables you to mount disc packs of similar type on any disc
drive so that you may, for example, switch disc packs between drives before a cold load.

CHECKING VOLUME TABLES DURING A STARTUP. The System Directory stores the volume
and sector addresses of files. When the system is restarted with a WARMSTART, COOLSTART,
COLDSTART, or UPDATE, the volume table that resides on the disc is used. The INITIAL Program
checks to see that all previously defined volumes are indeed mounted; doing so ensures that all files
contained in the file directory are still there. A volume may be added but not deleted, since files
defined in the directory may reside on one of the volumes.

When the system is cold loaded with the RELOAD option, the volume table on the cold load tape is
used. Discs are checked for the validity of both the volume label and the Defective Tracks Table. If
the label and the table are not corrupt, the INITIAL Program will use the information on the disc
without rebuilding a volume label or Defective Tracks Table over the existing information. At this
time, volumes may be added or deleted, since all of the user files defined in the directory (on the
tape) will be reloaded onto one of the available volumes. The INITIAL Program automatically assigns
sector 1 of track O as the Defective Tracks Table on a newly formatted pack.

Disc Error Recovery

MPE expects bootstrap procedures, system tables, the accounting structure and file directory, files,
and system programs to be in the same logically ascending order on the system disc each time MPE is
restarted. Therefore, it is critically important to detect and compensate for disc errors on logical
device 1 which might otherwise obstruct the reliable operation of MPE. If disc errors are discovered
during a cold load, the INITIAL Program assists you or your Operator to work around the errors
before the system is brought on line.

ERROR RECOVERY DURING THE INITIAL PROGRAM. The INITIAL Program will automati-
cally reassign any defective tracks it encounters in the Defective Tracks Table. To handle track er-
rors during a restart of the system, you or the Operator may choose one of the following four courses
of action:

1. DELETE. Causes the INITIAL Program to set a permanent defective code within the track
entry of the Defective Tracks Table, which cannot be removed from the Table. The program
then alters the disc Free Space Map so that all sectors on the bad track are inaccessible by MPE.
If the cold load procedure being executed is not a RELOAD, the INITIAL Program will purge
the file or files stored on the defective track.

2. REASSIGN. Causes the INITIAL Program to write a special alternate track address on the
defective track. The alternate track will then be used in place of the defective one. During a
track reassignment, the program also modifies the Defective Tracks Table. If the system is not
undergoing a RELOAD, MPE will purge the file or files that were stored before and after the
defective track was found. If you are performing a RELOAD, files can be stored preceding and
following the defective track.
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3.  RECOVER. Causes the INITIAL Program to remove an entry in the Defective Tracks Table,
enabling you to attempt to access the track again. There are several valid reasons for choosing to
ignore the suspect-track report: if, for example, a dust particle had caused the error, and no
permanent damage to the disc surface occurred, another access will have a good chance of
succeeding.

4. "CARRIAGE RETURN". This will leave the entry in the Defective Tracks Table. During the
next cold load, the INITIAL Program will again request the disposition of both the specified
track and any new entries that may have been added to the table.

SPECIAL CONSIDERATIONS IN DISC ERROR HANDLING. Disc errors which occur in certain
physical areas of the disc must be handled in light of the following considerations:

e You may not use the Delete or Reassign options for tracks in the Directory area of the system disc
except during a RELOAD. In this case, the entire directory will be moved to a single physically
contiguous area on the disc. No defective tracks are allowed in the Directory.

e You may not use the Reassign option for tracks in the alternate track area of the moving-head
disc pack. This restriction accommodates those hardware controllers which can handle only one
level of defective tracks for a given disc access.

e You may not use the Delete or Reassign options for tracks in the reserved areas of any disc,
whether it be Idev 1 (the system disc) or another logical device. For fast access and chaining of
input/output operations, the system software must have contiguous access to certain positions of
the disc. The Volume Label and Defective Tracks Table, for example, must always occupy sectors
0 and 1 of track O on any disc.

e During a COOLSTART, you may not use the Delete or Reassign options for tracks in the system
area of the disc. Because a COOLSTART loads the system from the system disc rather than from
magnetic tape or serial disc, a track error and subsequent Delete or Reassign option would be
equivalent to destroying a portion of the system software.

The Layout of the System Disc

The System disc, Idev 1, typically stores all system files (the majority of which reside in the
Segmented Library), the file directory, the accounting structure, the subsystem and utility programs,
and virtual memory. A portion of the system disc may also be used to store spool files. Since your in-
stallation’s resource requirements directly affect, and are affected by, the utilization of space on the
system disc, it will be important for you to monitor disc usage.

Figure 5-3 is a block diagram illustrating how the operating system, the directory, and virtual
memory are typically arranged on the system disc. Sectors O through 399 are reserved for the disc
volume label, the bootstrap program, and the Defective Tracks Table.

The disc Free Space Map, the directory, and virtual memory do not reside at a fixed, predetermined
location. Their location will change when you alter the configuration or when you update or install a
new version of system software. The disc address of the directory and virtual memory, and as a conse-
quence, the starting address of user files, will also shift when you enlarge the directory or virtual
memory. Although it is possible to reduce the size of the directory and virtual memory, their size
usually grows over time, reflecting increasing, rather than decreasing demand for system resources.
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Changing the System Disc Layout

During the SYSDUMP Program you may change the disc layout by modifying the following
parameters:

{ space reserved for virtual memory on the Sysiem disc {(idev 1).

s The size of the system directory.

ALTERING THE SIZE OF VIRTUAL MEMORY. Virtual memory is an area on disc used to tem-
porarily store data segments needed by executing processes. Moving data segments to main memory
from virtual memory, and swapping those stored in main memory out to disc, is known as "disc swap-
ping". Like track reassignment, disc swapping is transparent to the user. However, it is of consider-
able significance to the overall performance of the system. By reserving a portion of the system disc
as a supplemental data storage area, many more processes can execute "simultaneously" than would
otherwise be possible.

The size of virtual memory determines the amount of data which can be temporarily transferred to
disc. This will in turn affect processing speed and system response time. If an executing job or
program runs out of virtual memory, it will abort.

How Virtual Memory is Allocated. Virtual memory is allocated in 4-sector blocks. Each data seg-
ment using virtual memory will require approximately 250 sectors of disc space. To determine the
amount of virtual memory you will need in your installation, estimate the following parameters: the
average number of concurrent users, the average stack size, the average number of buffered files
open for every user, and the number of users who will be simuitaneously loading programs. Use these
figures in conjunction with the values listed below to calculate the amount of disc space you should
reserve for virtual memory:

e 32 sectors for the Command Interpreter stack.
e Approximately 8 sectors for all unbuffered files, depending upon the buffer size.
e 4 sectors for every open buffered file.

e 16 sectors for the system area in the user’s stack, plus 4 sectors for every 512 words in the DL/Z
area of the stack.

e 40 sectors for each program being loaded in the system.

Enlarging Virtual Memory During the INITIAL Program. When you attempt to increase the
amount of disc space reserved for virtual memory during a restart of the system, the INITIAL
Program tries to locate a contiguous, defect-free area. If no such area exists, the program will search
for an area containing deleted tracks. If it is again unable to locate space for virtual memory, the
program will consider an area which contains both reassigned and deleted tracks. If none of these
search options is successful, all of the space previously reserved for virtual memory is released from
that volume.
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Figure 5-3. Typical System Disc Layout

At this point, three courses of action are available to you:

1.

Repack the discs to recover lost disc space. This involves creating a SYSDUMP tape and cold
loading system and user files with the RELOAD process using either the SPREAD or COMPACT
options. All system domain discs, not just the system disc, will be affected by the reduction in
fragmentation.

Transfer any user files stored on the system disc to another disc volume. This will make more
space available for critical files, tables, and programs which must be stored on logical device 1.

Use the amount of virtual memory previously allocated until you can exercise options 1 or 2.

CHANGING THE SIZE OF THE SYSTEM DIRECTORY. You also can change the maximum num-
ber of disc sectors available for the system directory, which contains the file and accounting structure
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addresses for all accounts, groups, and users in the system. To determine the approximate number ot
sectors needed for the disc directory, use the following formula:

SECTORS=6+6*A +(5.4*G) + (0.15*%U) + (0.05 *F) + (0.5 * VS) + (0.5 * VC)

A = Total number of accounts in system (maximum value = 632).

G = Total number of groups in system (maximum value per account = 96).

U = Total number of users in system (maximum value per account = 209).

F = Total number of files in system (maximum value per group = 1463).

VS = Total number of volume sets in the system (maximum value per group = 32).
VC = Total number of volume classes in the system (maximum value per group = 32).

CHANGING THE MAXIMUM SPOOL FILE SIZE. When, during the SYSDUMP Program, you
respond YES to the question "DISC ALLOCATION CHANGES? ", you are prompted to change the max-
imum number of spool file kilosectors and the extent sizes with the following questions:

MAX # OF SPOOLFILE KILOSECTORS = <XXX> (MIN=0, MAX=777777)
# OF SECTORS PER SPOOLFILE EXTENT = <XXXXX> (MIN=128, MAX=32764)

The first question allows you to determine the maximum amount of disc space that the spoolers can
use to build and store spool files. However, spoolers compete with other processes for file space, so
the number of sectors you specify does not guarantee that the amount will be available for spool files.

Your response to the second question determines two things: the size of spool file extents, and the
maximum spool file size. This is because spool files like all MPE disc files, are limited to a maximum
of 32 extents, regardless of the size of each individual file extent. The default extent size is 384 sec-
tors. Using the default, the maximum spool file size is:

384 sectors * 32 extents = 12,288 sectors
This is approximately equal to 25,000 print lines.

You should increase the extent size only if your spool files are very large. File extents must be con-
tiguous areas of disc space, and the larger they are, the more difficult they are to find. Particularly
when disc space on the spooling disc is fragmented, a large spool file extent size may require using
RELOAD, repacking the discs to recover usable space, or using VINIT to CONDENSE with
RECOVER more often than would be necessary with a smaller extent size.

MPE LOGGING FACILITIES

MPE provides users with three separate logging facilities: system logging, memory logging, and user
logging. The operation of each is unique and has no effect on the other. Each has a specific purpose,
defined below.

System Logging System logging is intended to record the use of certain system resources by
accounts, groups, and users on a job/session basis. As System Supervisor,
you choose to enable or disable system logging during the SYSDUMP
Program; it is also your responsibility to determine which events will be
logged.
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Memory Logging The Memory Logging facility records errors which have occurred in
memory. The System Manager determines how frequently the log file is
posted with memory error data by using the utility MEMTIMER. He or she
is also responsible for analyzing the log file (MEMLOG.PUB.SYS) with the
MEMLOGAN utility, and flushing the log file.

User Logging User logging allows users and subsystems to record additions and modifica-
tions to data bases and other files used in applications programs. As
Supervisor, you will determine the maximum number of logging processes
and the maximum number of users per logging process.

In the following discussion, system logging is explained in detail. Your role in user logging is also dis-
cussed. However, since this topic is treated in depth elsewhere, the information presented here is
selective rather than comprehensive. Additional information about user logging is presented in
Section III ("OPTIONAL CAPABILITIES") of the MPE V Intrinsics Reference Manual
(32033-90007) and in Section II ("COMMAND DEFINITIONS") of the MPE V Commands
Reference Manual (32033-90006). Memory logging, which is the System Manager’s responsibility, is
not discussed in this section. For further information about memory logging, refer to the MPE V
Utilities Reference Manual (32033-90008).

System Logging

System logging records the use of certain resources by accounts, groups, and users. Like the
Accounting System, system logging can be used for billing purposes or simply for obtaining an over-
view of system usage. Unlike the Accounting System, however, system logging describes system usage
by creating a running log of actual events, correlated with the job or session that caused each event.
System logging is the only means to record system usage on a job/session basis.

To modify system logging, or simply to list the current logging status, respond "YES'" to the
SYSDUMP questions “LOGGING CHANGES? " and "LIST LOGGING STATUS? ". MPE will respond by
displaying a list of system logging events, their type, and their status (whether ONor OFF) as shown in
the sample listing below. Following this, the SYSDUMP Program prompts you to change two addi-
tional logging parameters: the log file’s record size (in sectors), and the number of records in the log
file (i.e., the maximum log file size).

The majority of logging events displayed during the SYSDUMP Program are optional, meaning that
you can select whether they will be recorded or not. Three events, in addition to the "LOGGING
ENABLED" event, are always enabled when the system is started. These three are: Type 11, 1/0 error,
Type 46, Maintenance events, and Type 47, DCU events. (The last two, Type 46 and Type 47, are
not displayed when you list the logging status during the SYSDUMP Program.) Therefore, only op-
tional logging events can be disabled. Logging itself cannot be disabled, regardless whether you change
the status of the first event, LOGGING ENABLED, to "OFF" or not.
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LOGGING CHANGES? Y
LIST LOGGING STATUS? Y

TYPE EVENT =~ STATUS
LOGGING ENABLED ON
2 JOB INITIATION ON
3 JOB TERMINATION ON
4 PROCESS TERMINATION ON
§ FILE CLOSE oN
6 SYSTEM SHUTDOWN ON
7 POWER FAIL ON
8 SPOOLING ON
9 LINE DISCONNECTION ON
10 LINE CLOSE ON
11 1/0 ERROR ON
12 VOLUME MOUNT OFF
13 VOLUME SET MOUNT OFF
14 TAPE LABELS OFF
15  CONSOLE ON

16 PROGRAM FILE EVENT ON

17 CALL PROGRESS SGNLS OFF

18 DCE PROVIDED INFO OFF
STATUS CHANGES?
LOG FILE RECORD SIZE (SECTORS) = 2 (MIN=1, MAX=8)?
LOG FILE SIZE (RECORDS) = 1024 (MIN=16, MAX=32767)7

The events you choose to monitor are recorded on log records contained in a disc file. Each event is
recorded in one logical record. As System Supervisor, you can configure the log files, create, close,
and purge such files, and display the status of the log file currently being used to record system
events. However, the contents of log files (the individual log records) are not displayed nor otherwise
used by MPE. They are intended for system users who use the information for billing and/or security
purposes. The system logging records are also used to analyze system performance. For example, the
“1/0 ERROR " event, which is always turned ON, helps your SE or CE determine the cause of system
failures.

CREATING AND NAMING LOG FILES. When system logging is first enabled, MPE creates and
opens the first log file and begins recording events as they occur. When this log file is full, or when
the system is shut down and cold loaded, MPE creates and opens a new log file. This new file becomes
the current log file, and the previous log file is deactivated.

Log file names always take the form "L0OGxzxxz .PUB.SYS", where xxxx is the log file number, rang-
ing from 0000 to 9999. The first log file is LOG000O; when it is closed and a new log file opened
MPE increments xxxx by one. Each time a new log f 1le is created, a message similar to the following
displays the new log file number.

LOG FILE NUMBER xxxx ON

LOG FILE COMMANDS. Three MPE commands, :SHOWLOG, :SWITCHLOG, and :RESUMELOG are
available to you to control system logging. At any time you may issue the :SHOWLOG command to
display the number of the active log file as well as the amount (percentage) of available file space al-
ready used to record logging events. For example, if the current log file is LOG9G75, and it is 16 per-
cent full, the following response to " : SHOWLOG " would be displayed:

LOG FILE LOG9675 1S 16% FULL
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The second command, :SWITCHLOG, will close the current log file before it is full, and create and
open a new one. The third command you may use to control system logging is :RESUMELOG, which,
as the name implies, resumes the logging process after it is suspended due to an error.

To summarize, there are three ways in which a new log file is created and the current one
deactivated.

1. When the current log file is full.
2. When the system is restarted.
3. When the System Supervisor issues the :SWITCHLOG command.

Because new log files are opened and the current one closed with varying frequency, several log files
are usually stored on the system at one time. MPE will post logging events to only the current log
file. The other log files, which are no longer used by MPE, are considered permanent disc files. As
such, they remain on disc until you copy them to tape and purge the old log files from the disc. You
may also duplicate them on tape without purging the disc files.

LOG RECORD AND FILE SIZE. After the list of logging events and their status is displayed,
SYSDUMP prompts you to choose the log file record size and the size of the log file itself with the fol-
lowing questions.

LOG FILE RECORD SIZE (SECTORS) = (MIN=1, MAX=8)7
LOG FILE SIZE (RECORDS) = (MIN=16, MAX=32767)7

The first question asks you to define the number of logical records to be treated as a single physical
unit. This is called the "block size", and is determined in disc sectors. The block size cannot exceed
1024 words, or 8 sectors. Because the logging system uses an internal double-buffering system, the
block size will also be equivalent to the size of the log file buffer.

The second question asks you to define the size of the log file size, specified in number of blocks.
Regardless of configured size, the log file is always created with 16 disc extents. One extent is allo-
cated initially; others are allocated, one at a time, as needed. The number of sectors in each extent
(except possibly the last) is determined by the following formula:

Sectors = [(Log File Size)/16] * Log Record Size

FILE SECURITY. Log files are created by, and therefore belong to, the system logging process. By
implication, their creator is the original System Manager, MANAGER.SYS. They are assigned the MPE
default security provisions typically assigned files within the PUB group of the SYS account. The cur-
rent log file can only be modified by users assigned Account Librarian (AL) capability for SYS ac-
count, or by PUB group users (GU capability) of the SYSaccount.

Once the log file has been closed, MPE changes all the file access restrictions on the file from "ANY"
to "CR" (the file creator) only. The result is that only the System Manager controls access to current
and closed log files. You, as System Supervisor, manage the logging facility by specifying the log file
and record size, enabling and disabling logging, and selecting which events will be logged.
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CONSOLE MESSAGES FOR LOG FILES. Log file status and error messages are reported to the
system console. They conform to the format: hh/mm/PIN/message

Where:
hh = The hour of the day.
mm = The minute of the hour.
PIN = The process identification number.

message = The message text.
The log file status message text may consist of any of the following:

e "LOG FILE NUMBER axxxx ON" indicates that a new log file has been created.
This message always appears prior to the *WELCOME®* message after a cold load. If displayed
while the system is running, it indicates that the previous current log file has been closed.

e "LOG FILE NUMBER xxxx IS 1/2 FULL" indicates that logging data fills up half
of the log file’s allotted file space.

¢ "LOG FILE NUMBER xxxx IS 3/4 FULL" indicates that logging data fills up
three-quarters of the log file’s allotted file space.

¢ "LOG FILE NUMBER xxxx LOGGING RESUMED" indicates that a :RESUMELDG command
was successfully executed.

Log file errors are reported in one of the following messages. Refer to Table 5-3 for a summmary of
log file error numbers, their meaning, and whether they are recoverable or irrecoverable errors.

¢ "LOG FILE NUMBER xxxx ERRODR #nn. LOGGING STOPPED" indicates that an ir-
recoverable error occurred; system logging is disabled until the next system startup.

e LOG FILE NUMBER xxxxz ERROR #nn. LOGGING SUSPENDED" indicates that a
recoverable error occurred. A recoverable error will temporarily suspend logging until the System
Supervisor issues the :RESUMELOG command, discussed above.

FILE ERROR HANDLING. Two types of errors can prevent the System Logging facility from
maintaining the log file:

¢ Catastrophic errors, which are either physical input/output errors or unit failures. These errors
are not recoverable, and will disable logging until the next cold load.

e Managerial errors during the creation and management of the log file. These are usually recover-
able, and will only cause logging to be temporarily suspended until the problem is resolved and a
:RESUMELOG command is issued.

When logging resumes, a special log record is created, denoting the total number of records missed,
the number of job/session initiation records missed, and the number of job/session termination records
missed. To analyze this log record, run the LISTLOG$ utility (if on the MPE version E/F.00.00, run
LISTLOG2). The LISTLOGS/LISTLOG?2 utility requires SM capability; it is discussed in the MPE V
Utilities Reference Manual (32033-90008).
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Error No. Error Recoverable ?
1 Input/output error in accessing the system disc. No
2 Input/output error in accessing disc log file. No
21 Data parity error. No
26 Transmission error. No
27 Input/output timeout. No
28 Data overrun. No
29 SIO failure. No
30 Unit failure. No
46 Insufficient disc space to create log file. Yes
47 Input/output error on file label. No
57 Virtual memory not sufficient. No
61 Group (PUB) disc space exceeded in creating log Yes
file.

62 Account (SYS) disc space exceeded in creating Yes
log file.

63 Group disc space exceeded in allocating new ex- Yes
tent to the log file.

64 Account disc space exceeded in allocating new Yes
extent to the log file.

100 A file of the same name as the current log file Yes
already exists in the system file directory.

102 Directory input/output error. No

103 System directory overflow. No

105 Illegal variable block structure. No
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User Logging

The MPE User Logging facility provides a means to record additions and modifications to data bases
and subsystem files. The logging data can be recorded on disc, tape, serial disc, and cartridge tape.
Logging is done programmatically by incorporating the following intrinsics into the program code:
LOGSTATUS, OPENLOG, CLOSELOG, FLUSHLOG, BEGINLOG, and ENDLOG. Another intrinsic,
LOGINFO, is only available on MPE version G.02.00. These intrinsics and a more detailed discussion
of user logging can be found in the MPE V Intrinsics Reference Manual (32033-90007).

In addition to these logging intrinsics, there are also standard MPE commands used with the logging
facility. They are: :ALTLOG, :GETLOG, :LISTLOG, :RELLOG, and :SHOWLOGSTATUS. These
commands are documented in the MPE V Commands Reference Manual (32033-90006). Another
command, :CHANGELDG, is only available on MPE version G.02.00.

The Operator :L0Gcommand turns on logging:

:LOG LOGID,START

To enter data into the log file, applications programmers will incorporate the intrinsics OPENLOG ,
WRITELOG, and CLOSELOG in their code. Like any other file used with MPE, access may be restric—
ted to a log file by assigning a lockword to it. The data stored in the log file can then be used in com-
bination with a lost data set to recover lost transactions.

USER LOGGING PROCESSES. The number of user logging processes permitted on the system is
principally determined by the flexibility of your logging requirements. The maximum number of user
logging processes is 64. The size of the logging identifier table affects the number of logging processes
per application: One user logging file per application, which allows one logging process per applica-
tion, is normally sufficient.

THE NUMBER OF USERS PER LOGGING PROCESS. You will also need to enter the number of
users who can access a single log file. This number cannot exceed 128 on the E/F.00.00 release of
MPE. The maximum number of users per logging process on the G.00.00 (and later) release of MPE
has been expanded to 256. Determine the maximum number of users that will need access to the log
file and enter that number in response to the question # OF USERS PER LOGGING PROCESS?,

MANUAL AND AUTOMATIC CHANGE OF LOG FILES. (Only available on MPE version
G.02.00 and later releases, not available on the E/F.00.00 release.) A user logging file can be
changed manually, with the :CHANGELOG command, or automatically, with the AUTO parameter of
the :GETLDGand :ALTLOG commands.
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The System Manager has the most extensive capabilities of any user on the system. By definition,
System Managers have all the capabilities of the standard users, as well as more powerful capabilities
which are unique to them. This section discusses the issues with which the System Manager must be
concerned, and covers the associated responsibilities in detail.

CAPABILITY SETS

The HP 3000 Computer System is used by a large variety of users. They range from those who want
to run simple applications programs in BASIC, to system programmers who want to actually modify
MPE. To protect the operating system, users with System Manager and Account Manager capabilities
can limit special system capabilities access to only those who fully understand their correct use. When
a System Manager creates an account, he defines a set of capabilities for it which determine which
functions users, communicating with MPE through this account, will be allowed.

When an Account Manager defines the account users, he allocates some or all of the general account
capabilities to each user. Each capability set contains three types of attributes: user, file-access, and
capability-class. A fourth attribute, the local attribute, may also be defined. The combination of
these attributes determines the set of commands and intrinsics available to the user. This division of
commands and intrinsics greatly simplifies use of the system from the standpoint of each user. It
defines the extent to which the user must understand and interrelate with MPE, and permits a user to
ignore aspects of MPE that do not apply, individually.

Capability sets are defined for groups by the Account Manager. Group capability sets contain only
the capability-class attributes. The capability set for a group may allow that group some or all of the
capability-class attributes defined for the account to which the group belongs. The group capabilities
relate to the user’s capabilities as noted under "Capability~Class and Program Attributes" in this sec-
tion. Capability-class attributes are also associated with each program on a program file, and passed,
as parameters, to the MPE Segmenter in the command that prepares the program.

User Attributes

The user attributes designate the general level at which the user interfaces with MPE. These at-
tributes can be assigned in any combination. They define capabilities in addition to those assigned to a
standard user.

SYSTEM MANAGER ATTRIBUTE (SM). This capability grants the user the capability to manage
the overall system and create the accounts within it. The first user with the System Manager
Attribute is designated on the system tape furnished with the HP 3000 Computer System. The
System Manager, in turn, can designate other accounts having the same, or different, capabilities.
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The System Manager’s functions are as follows:

¢ Create new accounts.

e Modify accounts.

s Delete accounts.

e List accounts, groups, and users for record purposes.

o List file attributes.

¢ Obtain reports for all accounts.

e Store and restore any or all files on the system.

¢ Designate User Defined Commands (UDCs), for all system users.

e Specify the expected System Startup State for each possible startup (WARMSTART, COOLSTART,

COLDSTART, UPDATE, RELOAD), using the System Startup State Configurator. (The System
Startup State Configurator is described later in this Section.)

ACCOUNT MANAGER ATTRIBUTE (AM). This capability allows the holder to manage all users
and groups within the account. The first manager for each account is designated by the System
Manager when the account is created. The Account Manager can, in turn, assign this attribute to
other users in the account.

Within the account, the Account Manager’s functions are as follows:

¢ Create new groups and users.

e  Modify groups and users.

¢ Delete groups and users.

e List groups and users for record purposes.

e Obtain reports for his/her account.

¢ List account files.

e Store and restore account files (some files may also require SM, OP, or PM capability).

e Designate User Defined Commands (UDCs) for all account users.

SYSTEM SUPERVISOR ATTRIBUTE (OP). This capability allows the user to have day-to-day ex-
ternal control of the system. It allows the user to manage scheduling subqueues, alter the system con-

figuration, maintain the system and user logging facilities, and display various items of system infor-
mation. The System Supervisor attribute can be assigned by the System Manager.
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The System Supervisor’s functions are as follows:

e Manage the system log file facility.

¢ Exercise scheduling control over processes.

e Permanently allocate/deallocate code in virtual memory.

e Obtain certain system reports and information.

e Back up the operating system.

¢ Modify the operating system parameters.

e Save any or all files for archival purposes on magnetic tape or serial disc.

¢ Manage the disc caching facility.

ACCOUNT LIBRARIAN ATTRIBUTE (AL). This gives a user special file-access modes for file
maintenance within the account. For example, an Account Librarian Attribute may designate users
who can purge files within the account, although not create or alter them. (File-access modes such as

READ or WRITE, are discussed later in this section.) This attribute is assigned by users with the
Account Manager Attribute.

GROUP LIBRARIAN ATTRIBUTE (GL). Similar to the Account Librarian Attribute, but limits a
user’s special file-access modes to his home group. This attribute is assigned by users with the
Account Manager Attribute. It could be used, for example, to ensure that only one user has the
ability to alter files within a particular group. This user could be assigned the Group Librarian
Attribute, and the access modes could be made less restrictive than for other users.

DIAGNOSTICIAN ATTRIBUTE (DI). Permits the user to run certain device and CPU verification
programs. Normally, the Hewlett-Packard service representative (Customer Engineer) is the only
user who will need this attribute. The Diagnostician attribute is assigned by users with the Account
Manager attribute.

STANDARD USER. All other users, not specifically assigned one or more of the above user at-
tributes, fall into the class of Standard User by default.

File Access Attributes

The file access attributes determine whether the user has these capabilities:

SAVE USER FILES PERMANENTLY (SF). Only those users who have this capability can use the

e e -

in the MPE V Commands Reference Manual (32033-90006). Users who do not have SF capability
can open job/session temporary files, but such files will be deleted automatically when the job/session
is terminated.
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USE NONSHARABLE DEVICES (ND). This attribute is needed to use devices other than terminals
and disc including spooled devices (except for the standard job/session input and list devices). If the
device is not spooled, the user will have complete and absolute control of the device. Some examples
are: card readers, line printers, magnetic tape units, plotters, etc. It should be noted that this at-
tribute is not necessary for the standard job/session input and list devices.

CREATE VOLUME SETS (CV). This attribute is needed to create, alter, and delete private disc
volume sets. If this capability is given, UV is automatically given.

USE PRIVATE DISC VOLUMES (UV). This attribute is needed to access files residing on private
volumes.

USE USER LOGGING FACILITY (LG). This attribute permits the use of user logging commands.

USE COMMUNICATIONS SOFTWARE (CS). This attribute allows users to obtain exclusive access to
a communications device such as a DSN/RIJE line or a DSN/DS line. It is required for use of the
DSN/RJE subsystem.

PROGRAMMATIC SESSIONS (PS). This attribute allows the user to execute the :STARTSESS
command and call the STARTSESS and ABORTSESS intrinsics. This capability can be assigned to any
MPE user, but will probably be used most frequently by the System Manager (when he or she creates
SYSSTART.PUB.SYS for the Startup State Configurator), or by applications programmers creating
turnkey systems.

Capability-Class and Program Attributes
These attributes define the general resources available to a user for writing and running programs.

Each time someone runs a program, MPE automatically assigns to that program the user and file-
access attributes of that user. But the capability-class attributes assigned to the program are desig-
nated by the user who originaily prepares the program. They are passed to the MPE Segmenter as
parameters of the command that prepares the program. If the preparing user does not designate
capability-class attributes for his program, MPE assigns, by default, the standard capabilities pos-
sessed by that user: interactive access (IA), batch access (BA), or both. When programs prepared
from passed files or job temporary files are run, they are assigned the standard capabilities (interac-
tive and/or batch access) possessed by the user who runs them.

If the program resides on a permanent file, the program’s capability-class attributes should not exceed
those defined for the group to which the program file belongs. If they do, the user will be unable to
run the program.

Because the capability set is associated with the entire set of code segments being run (and hence with
the process running them), all procedures, subprograms, and subroutines on those code segments have
the same capability. For the same reason, a user does not need the same capabilities as the program.
For example, the LISTDIRS program requires a PM capability-class attribute to access MPE directory
structures. Users without PM capability can run LISTDIRS. But if FCOPY is used to copy LISTDIRS
to a group that does not have PM capability, the program will not run.
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The six capability-class and program attributes are defined as follows:

EXTRA DATA SEGMENTS (DS). This attribute allows users and programs to manage (create) extra
data segments. Normally, a programmer uses these data segments for temporary storage of large
amounts of data; thus, the program’s global data area remains relatively small. The extra data seg-
ment is purged at the termination of the program. Extra data segments are managed through the
GETDSEG , FREEDSEG , DMOVIN , DMOVOUT , and ALTDSEG intrinsics, which are discussed in the MPE
V Intrinsics Reference Manual (32033-90007).

PRIVILEGED MODE (PM). The Privileged Mode attribute allows a user or program to access all
MPE resources, including intrinsics, privileged procedure calls, main memory, system tables, and
privileged CPU instructions. A programmer with this capability can run programs in a permanently
privileged mode, or a temporarily privileged mode through the GETPRIVMODE , GETUSERMODE , and
SWITCHDB intrinsics. Also, the CREATE and GETPRIORITY intrinsics may be used. These intrinsics
are discussed in the MPE V Intrinsics Reference Manual (32033-90007).

The normal checks and limitations that apply to the
standard MPE users are bypassed in privileged mode. It
is possible for a privileged mode program to destroy file
integrity, including the MPE operating system software
itself. Upon request, Hewlett-Packard will investigate
and attempt to resolve problems resulting from the use
of privileged mode code. This service, which is not
provided under the standard Service Contract, is avail-
able on a time and materials billing basis; however,
Hewlett-Packard will not support, correct, or attend to
any modification of the MPE operating system software.

MULTIPLE RIN (MR). This attribute allows the acquisition of more than one global Resource
Identification Number (RIN) for a single process. It allows exclusive use of more than one resource
number simultaneously. You should be aware, however, that resource deadlocking can occur if mul-
tiple resources are not managed correctly. This may seriously degrade system performance.

PROCESS HANDLING (PH). This attribute allows the direct creation of other processes by the run-
ning user process. In addition, it allows process suspension, interprocess communication, and process
deletion. The programmer can use any of the following intrinsics, which are discussed in the MPE V
Intrinsics Reference Manual (32033-90007):

CREATE ACTIVATE SUSPEND GETPRIORIT

TERMINATE MAIL GETORIGIN FATHER

KILL SENDMAIL RECEIVEMAIL GETPROCINFO
GETPROCID

All of the above class and program capabilities are optionally assignable. For the following two
capabilities, one or both must be assigned to all users:
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INTERACTIVE ACCESS (1Aj. Allows access to MPE in an interactive (session) mode.
BATCH ACCESS (BA). Allows access to MPE in a batch processing (job) mode.

Most users have only interactive access and batch access (IA,BA) standard capabilities. At least one
of these attributes is required in order for the user to communicate with MPE. The optional
capabilities (DS, PM, MR, PH) are independent and can be assigned in any combination. Note,
however, that the more powerful the optional capability, the more hazardous its misuse is to the Sys-—
tem integrity.

The operating system makes a check for some or all of the capabilities described above, at various
times during a job or session. These checks are made on several occasions, including:

¢ :NEWUSER, :ALTUSER time. The system checks the user capability against that of the ac-
count. The user being created of modified cannot exceed the capability of the account.

» Program preparation time. The Segmenter checks the user capability against those capabilities
requested in the preparation (:PREP) command. The capabilities of the program being prepared
cannot exceed the capability of the user who is requesting the preparation.

e Program run time. The capabilities of the program being run cannot exceed the capabilities of the
group in which the program resides. In addition, certain intrinsics require extra capability.
When a program is run, and calls an intrinsic requiring extra capability, a check is made against
the program to ensure it has the extra capability required.

Local Attributes

Local attributes are contained in a double-word (i.e., two 16-bit computer words) bit map, used only
for special applications that require further unique classification of users by other users. Each of the
32 bits represents one local attribute, so 32 local attributes are available. Local attributes are check-
ed by the :ALTUSER and :NEWUSER commands with the account-assigned attributes. The local at-
tributes are defined by System or Account Managers, and are used by accounts or users for any pur-
pose desired. You may access the local attributes in your program via the WHO intrinsic described in
the MPE V Intrinsics Reference Manual (32033-90007).

Account and user local attributes are represented by bit maps, and are compared on a bit~by-bit
basis. It is necessary to assign a bit pattern of user local attributes which is a subset of the account lo-
cal attributes’ bit pattern. For example, suppose the System Manager assigns account local attributes
with a value of 12. The bit pattern for 12is 1100, so a user may have local attributes which are
represented by 8 (bit pattern 1000) or 4 (bit pattern 0100) or 0 (bit pattern 0000) or 12 (bit pattern
1100). If an attribute bit is set for a user, and the corresponding attribute bit is not set for the ac-
count, then the user local attribute is not valid. Thus, in the example above, a user may not specify
local attributes represented by 6, because the bit pattern for 6 (0110) is not a subset of 12 (1100). In
this case, MPE would print an error message to the user, the result of a Logical AND of the account’s
local attributes, and the value specified for the user. In this example, the user would receive the local
attribute of 4.
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FILE SECURITY

Associated with each account, group, and individual file is a set of security provisions that specifies
any restrictions on access to the files in that account or group, or to that particular file. Note that
these provisions apply to disc files only. These restrictions are based on the following three factors:

e Modes of access (reading, writing, or saving, for example).

e Types of users (users with Account Librarian or Group Librarian capability, for example) for
whom the access modes specified are permitted.

e Use of private volumes. This allows users to access files residing on private disc volume sets.
The security provisions for any file describe what modes of access are permitted, and to which users.

Table 6~-1 lists the access modes possible, the mnemonic codes used to reference them in MPE com-
mands relating to file security, and the complete meanings of these modes. Table 6-2 lists the types
of users recognized by the MPE security system, the mnemonic codes used to reference them, and
their complete definitions.

Users with System or Account Manager capability bypass the standard security mechanism. A System
Manager has unlimited file access to any file in the system, but can save files only in his account. An
Account Manager user has unlimited access to any file within the account. One exception is that in
order to access a file with a negative file code, the Account Manager must also have the Privileged
Mode (PM) capability.

The user-type categories that a user satisfies depend on the file he is trying to access. For example, a
user accessing a file that is not in his home group is not considered a group librarian for this access,
even if he has the Group Librarian user attribute. Notice that in order to extend a file, either Wor A
access to that file is required.

In addition to the restrictions above in force at the account, group, and file level, a file lockword can
be specified for each file. Users then must specify the lockword as part of the file.

The security provisions for the account and group levels are managed only by users with the System
Manager and the Account Manager capabilities respectively, and can be changed only by those in-
dividuals. The provisions are assigned and altered by the fileaccess parameter in the :NEWACCT,
:ALTACCT, :NEWGROUP, and :ALTGROUP commands.
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Account-Level Security

The security provisions that broadly apply to all files within an account are set by a System Manager
user when creating the account. The initial provisions can be changed at any time, but only by a
System Manager user. When a user tries to open a file, the account, group, and the file security is
checked to see if the user is allowed to access the file. The user must be allowed to access the file at
all three levels. If a security check is not passed at one of the three levels, the file is not opened. At
the account level, five access modes are recognized:

s READ (R).

e LOCK (L).

+ APPEND (A).

e WRITE (W).

s EXECUTE (X).

Also, at the account level, two user types are recognized:

e Any User (ANY).

e Account Member (AC).
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Table 6-1. File Access Modes

ACCESS MODE MNEMONIC MEANING
CODE
READ R Allows users to read files.
LOCK L Permits a user to prevent concurrent access to a file by

himself and another user. Specifically, it permits use of
the FLOCK and FUNLOCK intrinsics, and the exclusive-
access option of the FOPEN intrinsic, all described in the
MPE V Intrinsics Reference Manual (32033-90007).

APPEND A Allows users to add information and disc extents to files,
but prohibits them from altering or deleting information
already written. This access mode implicitly allows the
LOCK (L ) access mode described above.

WRITE W Allows users general writing access, permitting them to
add, delete, or change any information on files. This
includes removing entire files from the system with the
: PURGE command. WRITE (W) access also implicitly al-
lows the LOCK (L ) and APPEND (A ) access modes
described previously.

SAVE S Allows users to declare files within a group as per-
manent, and to rename such files. This includes the
ability to create new permanent files with the :BUILD
command.

EXECUTE X Allows users to run programs stored on files, with the
:RUN command, and use of the CREATE intrinsic.

If no security provisions are explicitly specified for the account, the following provisions are assigned
by default:

e For the system account (named SYS), through which the System Manager user initially accesses
the system, READ and EXECUTE access is permitted to all users; APPEND, WRITE, and LOCK
access is limited to account members. Symbolically, these provisions are expressed as follows:
(R, X:ANY;A,W,L:AC).

In this format, colons are interpreted to mean “... is permitted only to ...", or "... is limited to
" Commas are used to separate access modes or user types from each other. Semicolons are

used to separate entire access mode/user type groups from each other.

e For all other accounts, the READ, APPEND, WRITE, LOCK, and EXECUTE access are limited
to account members (R,A,W,L,X:AC).
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Table 6-2. User Type Definitions

USER TYPE MNEMONIC MEANING
CODE
Any User ANY Any user defined in the system. This in~

cludes all categories defined below.

Account Librarian User AL User with Account Librarian capability,
who can manage certain files within the
account which may include more than one

group.

Group Librarian User GL User with Group Librarian capability, who
can manage certain files within a home
group only.

Creating User CR The user who created this file.

Group User GU Any user allowed to access this group as the

log on or home group, including all GL
users applicable to this group.

Account Member AC Any user authorized access to the system
under this account. This includes all
AL,GU,GL, and CR users under this
account.

Group-Level Security

The security provisions that apply to all files within a group are initially set by an Account Manager
user when creating the group. They can be equal to, or more restrictive than, the provisions specified
at the account level. (The group’s security provisions also can be less restrictive than those of the ac-
count. This effectively equates the group restrictions with the account restrictions, since a user faii-
ing security checking at the account level is denied access at that point, and is not checked at the
group level.) The initial group provisions can be changed at any time, but only by an Account
Manager user for that group’s account.

At the group level, six access modes are recognized

e READ (R).

s LOCK (L).

s APPEND (A).

s WRITE (W).

e SAVE (S9).

e EXECUTE (X).
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Also, at the group level, five user types are recognized:

e Any User (ANY).

e Account Librarian User (AL ).

e Group Librarian User (GL ).

e Group User (GU).

e Account Member (AC ).

If no security provisions are explicitly specified, the following provisions apply by default:

e For a public group (named PUB), whose files are normally accessible in some way to all users
within the account, READ and EXECUTE access are permitted to all users; APPEND, WRITE,

SAVE, and LOCK access are limited to Account Librarian users and group users (including Group
Librarian users) (R, X:ANY; A,W,L,S:AL,GU).

e For all other groups in the account, READ, APPEND, WRITE, SAVE, LOCK, and EXECUTE
access are limited to group users (R,A,W,L,X,5:GU).

File-Level Security

When a file is created, the security provisions that apply to it are the default provisions assigned by
MPE at the file level, coupled with the provisions assigned to the account and group to which the file
belongs. At any time, however, the creator of the file (and only this individual) can change the file-
level security provisions, as described in the MPE V Commands Reference Manual (32033-90006). -

If no security provisions are explicitly specified by the user, READ, APPEND, WRITE, LOCK and
EXECUTE access are permitted to all users ( R,A,W,L, X:ANY ), for all files, by default.

Because the total security for a file always depends on security at all three levels, a file not explicitly
protected from a certain access mode at the file level may benefit from the default protection at the
group level. For example, the default provisions at the file level allow the file to be read by any user;
but the default provisions at the group level allow access only to group users. Thus, the file can be
read only by a group user.

In summary, the default security provisions at the account, group, and file levels combine to result in
overall default security provisions as listed in Table 6-3. Stated another way, when the default
security provisions are in force at all levels, the standard user without any other user attributes has:

e Unlimited access (in all modes) to all files in the logon group, and the home group.

e Reading and executing access (only) to all files in the PUB group of his account, and the PUB
group of the SYS account.

6-11



The System Manager

Following are the important file security rules:

»

Users can only create files in their own account, regardless of their capability.
Only the creator can modify a file’s security.

If 2 lockword is present on a file, then it is always required in order to open the file. A program

could open the file specifying the lockword, but the user will not be able to open the file unless he
knows the lockword.
Account Managers have unlimited access to the files within their account (must supply lockword).

System Managers have unlimited access to any file, but can only save files in their account (must
supply lockword).

The :RELEASE command allows unlimited file access, and the :SECURE command resecures a file
that has been released.

The :ALTSEC command restricts access to files in a group to which access is normally not
restricted.

Table 6-3. Default Security Provisions

SAVE ACCESS

FILE REFERENCE FILE ACCESS PERMITTED TO GROUP
filename .PUB. Any file in Public (R,X:ANY; W:AL,GU) AL,GU
SYsS group of System

account.
filename .group- Any file in any group (R, X:GU) GU
name .SYS in System account.
filename .PUB. Any file in Public (R,X:AC; W:AL,GU) AL,GU
accountname group of any account.
filename .group- Any file in any group (R,W,X:GU) GU
name .accountname | in any account.

ACCOUNT/GROUP/USER ORGANIZATION

When you log onto MPE, two basic elements must be defined: an identifiable unit to which system
resources (such as disc file space and central processor time) are allocated and charged, and a local set
(domain) of disc files accessible by you. The basic unit to which resources are assigned is the account.
This is the major "billable unit" in MPE. Associated with each account are three items: one, an
unique file domain; two, a set of users who access MPE through the account; and three, a set of



The System Manager

groups which partitions the account’s accumulated resources and divides its file domain into private
subdomains.

Each account is defined, modified, and deleted by commands issued by a user with the System
Manager capability. Every account is identified by a name. Optionally, a logon password can be as-
sociated with the account to validate a user’s ability to access MPE under this account. A maximum
priority also is associated with the account. This designates the highest priority at which any process
within this account can be scheduled. Limits are assigned for maximum disc file space, central
processor time, and online connect time permitted each account. Running counts of the use of these
resources are maintained for billing purposes. To maintain an account, the user acting as System
Manager grants a user the Account Manager capability. This Account Manager may then assign the
same capabilities, or some subset of these capabilities, to other users in his account.

The users and groups associated with each account are defined by commands issued by the Account
Manager user. Each user is identified by a unique name, within this account, and by an optional
password. He is assigned a maximum allowable priority for his processes, which cannot exceed the
maximum account priority. Each account possesses a Public group (called PUB), to which all of its
users have read and program-execution access, in addition to other groups that may be covered by
various security provisions. Each group is identified by a name unique within its account, and op-
tionally, by a password used to validate access to the group and its files at logon. As with an account,
limits are assigned for the maximum disc file space, central processor time, and online connect time
usable by a group. Running counts of resources used by the group are maintained. File space is al-
ways charged to the group containing the file, rather than the group to which the user who created
the file was logged on.

Any MPE installation can contain several accounts. Each account can have several users and groups
associated with it. Each group can possess several files which constitute a subset of the file domain.

When the user logs on, he specifies the account, user and group names (and, if required, the account,
user, and group passwords). Furthermore, any file in a group may also be protected by a lockword,
which must be supplied at any time the user opens the file during the course of his job or session. In
addition, there are standard file security mechanisms that are described later.

Each user can be associated with a home group by the Account Manager. If the user does not specify
a group when he logs on, he is associated to the home group by default. If the Account Manager does
not assign a user a home group, that user must always specify a group when he logs on.

Once the standard user has established communication with MPE, if the normal (default) system
security provisions are in force, the user has unlimited access to all files in his logon group and home
group. Furthermore, he can read and execute programs residing in files in the Public group (PUB) of
his account, or in the public group of the System account (PUB.SYS ). He cannot, however, access
other files in the system in any way.

The normal MPE security provisions can be overridden at the account, group, or file level, (by
System Manager, Account Manager, or standard users, respectively) to provide more or less restric-
tion to users. Users with spécial capabilities are generally subject to fewer restrictions.

A user with MPE System Manager capability can create, modify, and delete accounts. With each ac-
count, the System Manager user also creates a user with the Account Manager capability and a public
group (named PUB). The Account Manager user can then create, modify, and delete groups and

i ammAvvan

users within his account. The public group (PUR) isa group whose file library is normally accessible
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Typical Accounts

To illustrate the various ways in which accounts, groups, and users can be defined and organized at
an HP 3000 Computer System site, several examples are presented. Notice that these are only ex-
amples, and are not meant to imply formal organizational rules.

A MULTI-DIVISION COMPANY. Suppose that a certain multi~division company has a corporate
HP 3000 Computer System. The company has many separate operating divisions, but we will use the
General Systems Division (GSD ) to show the details of the accounting structure. (See Figure 6~1.)

The System Manager user assigns the name GSD to an account, and an Account Manager user name
MGR. The Account Manager then logs onto the system and defines the groups for the Accounting
department (ACCTG), Marketing department (MKTG), and Engineering department (ENGR). He or
she also assigns users to the various groups as detailed in the figure. In this case, the structure within
the account follows the functional departmental scheme.

AN IN-HOUSE SERVICE BUREAU. An in-house service bureau, providing both batch and inter-
active capabilities, serves different users within the same company. The manager of the Data Center,
having System Manager capability, creates an account for each department (Engineering, Marketing,
Accounting, and other departments) in the company. For each account, an Account Manager user
assigns all programmers in his department as users, and assigns them all standard capabilities, plus the
following optional capabilities: Process-Handling (PH), Data-Segment handling (DS), and Multiple
RINs (MR). The Account Manager user also defines the groups for the account.

As an example of a typical account, the account for the Engineering department defines all program-
mers in that department as users. This account contains the following groups:

¢ Public Group, containing utility programs, for which all users of the account have EXECUTE and
READ access only.

s Data-Collection Group, for which all users have READ, WRITE (append only), SAVE, and
LOCK access.

* Common Group, used for miscellaneous department overhead. Unrestricted access; no passwords
necessary.

* Project Groups (one per project). Access restricted to project members.
e Private Groups (one for each programmer), with private password.

The MPE Accounting System would be used, to some extent, for internal bookkeeping. This system
monitors permanent file space and central-processor time used by job/sessions for accounts and
groups, and interactive terminal connect-time used by sessions for accounts and groups.

A COMMERCIAL SERVICE BUREAU. A commercial service bureau, also providing batch and in-
teractive capabilities, offers its services to various outside companies (customers). An account is es-
tablished for each customer. Users are given standard capabilities but no optional capabilities. The
group organization is similar to that for the in-house service bureau described previously. The MPE
Accounting System is used more fully in the commercial service bureau, however, because with this
organization, each customer can be billed separately for his/her CPU time and disc space.
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Figure 6-1. Accounting Structure in a Corporation.

A SCIENTIFIC RESEARCH CENTER. In a research center, where scientific programmers are using
the system for batch and interactive applications, the following accounts are available:

e System account, used by all users.
e Data-processing account, containing groups allocitéd as required, used by all research users. For
this account, all users have the standard capabilities and the following optional capabilities:

Process-Handling, Data-Segment handling, and Multiple RINs.

e Special accounts, used by agencies such as the Personnel and Accounting Offices. Access is restric-
ted to members of these agencies.

ACCOUNTING INFORMATION

The MPE Accounting System keeps track of various system resources used by each account and group.
These resources are: total permanent file space and central processor time (accumulated by jobs and
sessions), and terminal connect time {accumulated by sessions). Furthermore, limits can be set for the
maximum use of these resources at the account level (by System Manager users issuing the :NEWACCT
or :ALTACCT commands) and at the group level (by Account Manager users issuing the :NEWGROUP
and :ALTGROUP commands).
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When a job or session is in progress, MPE maintains counts of the resources used by that job or session.
When the job or session is logged off, its total time-resource use counts are used to update the time
resource-use counters for its logon account and group. When another job or session attempts to log on
to the same account (and, perhaps, group), and the central-processor time limit or session connect-
time limit has been exceeded by the previous job/session at the account (or group) level, access is
refused.

When a request is made to save a file, or add an extent to an existing file , and this action would result
in exceeding the permanent file space limit at either the account or group level, the request is denied.
File space is always charged to the group containing the file, rather than the group where the user
who created the file was logged on.

Accounts Supplied With System

When Hewlett-Packard delivers an HP 3000 Computer System, there are two accounts on the system:
SYS, and SUPPORT .

The SYS account is present on the system because system files must belong to some account. Files
such as PROGEN , INITIAL , SYSDUMP, the system Segmented Library (SL.PUB.SYS ), DEFDATA and
Hewlett-Packard-supplied subsystems such as COBOL and FORTRAN, have been assigned to the SYS
account. (Subsystem programs and files are not part of the operating system, but are in the SYS ac-
count for convenience.)

The SUPPORT account is primarily used by Hewlett-Packard’s Systems Engineering organization to
distribute and maintain system software and all supported software utilities and verification
programs. Software support is not considered a user function, so the SUPPORT account is not dis-
cussed in this manual. Your local Hewlett-Packard field representative can provide any information
you may require concerning this special account.

Thus, the system’s primary initial account is the SYS account. It is always initially present, and
thereafter, is expected to be present at all times. It cannot be purged. The SUPPORT account can be
purged.

Every account has a group to contain files, and a user to access those files. The SYS account also has
an initial group, and user. The group is named PUB; the user is named MANAGER . The PUB group
contains all system files, subsystem files, and Segmented Library procedures.

The System Manager user has full control over the SYS account and, in addition, has the ability to
create all other accounts and managers that will be required for the installation.

SYSTEM MANAGER CAPABILITIES

The System Manager has the most extensive capabilities of any user on the system. By definition, he
has all the capabilities of the standard user, as well as those that are unique to the System Manager
user. There are functions unique to the System Manager capability:
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e Creation of new accounts, and Account Managers.

e Modification of account capabilities and status.

e Deletion of entire accounts, with associated groups, users, and files.

e Listing of any, or all, files on the system.

¢ Obtaining account reports of system usage and resources.

e Storing/restoring any, or all, files on the system on to magnetic tape or serial disc.
¢ Defining altering, and deleting private disc volume sets and classes.

e Describing User-Defined Commands (UDCs) known to all system users.
e Creating the device-user association table.

e Creating an OPERATOR.SYS user.

The System Manager normally logs on in session mode with:

:HELLO MANAGER.SYS

Initially there is no password on either the account, the group, or the user. Once logged on, the user
can define new accounts and Account Manager users in order to set up the various billable units. He
also can alter the SYS account, PUB group, and MANAGER user. He may create a new account with
any or all of the MPE attributes. If the System Manager capability (SM) is assigned to another user of
a different account, then that manager user will also be a System Manager. Thus, it is possible that
several different "system® accounts and several "system managers ¥ could exist simultaneously on one
system. However, it is recommended that only passwords be added or altered. This is especially true
during the first few days of system use, since the SYS account is specially known by the operating sys-
tem. If alterations are made to the SYS account before a working knowledge of the system is ac-
quired, it could result in loss of system integrity.

In any case, the SYS account will always reside in the system; it cannot be purged. Normally (as
when delivered by Hewlett-Packard), the SYS account is assigned the maximum attributes. The PUB
group of the SYSaccount is assigned the maximum group capabilities when the system is delivered and
should not be altered routinely. If the SYSaccount is altered for any reason, it must have the follow-
ing attributes, as a minimum:

capabilitylist It is recommended that all capabilities be assigned to the SYSaccount.

passzOords Account, group, and user passwords may be assigned by the System
Manager, to the SYSaccount, as desired.

filespace Must be unlimited for the SYS account. Additionally, the system is

periodically changed by Hewlett-Packard. In most cases, more disc space is
required in the SYS account when changes are made.
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cpu

connect

fileaccess

subqueuename

localattribute

Central processing time is not counted against system files, and subsystems
which are run on behalf of users in other accounts. CPU process time in
the SYS account is primarily used to determine the accounting of the
System Manager and System Supervisor. If there are other users and groups
in the SYS account, it may be useful to keep track of the CPU resource
used by those users and groups, and to impose a limit. If this limit is ex-
ceeded, System Manager users will be warned when logging on. Other
users will be denied access.

Like the cpu processing attribute, a connect-time limit may be useful for
accounting purposes, particularly if there are other groups and users in the
SYS account. If this limit is exceeded, a System Manager user will be
warned when logging on. Other users will be denied access.

It is not advisable to alter the file accessing parameters of the SYS account,
and PUB group. Normally, all users in the system can read and execute any
file in the PUB group of the SYS account. Since all systems programs, and
all supported subsystems reside in the PUB group of the SYS account, it is
reasonable to allow all users the READ and EXECUTE access. If a System
Manager desires to place user programs and files in the PUB group of the
SYS account, and requires limited access to those programs and files, it is
better to place lockwords on those programs and files rather than to alter
the access attribute.

NOTE

The system programs residing in the PUB group of the
SYS account are normally executed by the operating sys-
tem on behalf of users. If users should attempt to :RUN
such system programs as PROGEN or PFAIL , for ex-
ample, the operating system will reject the attempt.

The default subqueue assigned to the SYS account is CS. The CS subqueue
is the highest priority subqueue under which any user should access the sys-
tem, and this includes System Managers. Allowing any user to execute on a
higher priority will interfere with normai system processing and could
cause degradation of system performance.

The default assigned to the SYS account is a double-word 0 . The System
Manager can assign to the SYS account any local attribute he desires.

The System Manager user has the f ollowing commands for his exclusive use:

o :ALTACCT

e :LISTACCT (For all accounts)

o NEWACCT

e :PURGEACCT

e :REPORT (For all accounts)

tRESETACCT
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Defining Accounts

To create a new account (and an associated Account Manager user and PUB group), the System
Manager logs on to the system and enters the :NEWACCT command, together with any optional
parameters.

Suppose that Bill Williams, of the accounting department, wants an account for his personnel. He

plans 25,000 sectors of disc space, so that some of his programs can create large permanent files. He

will be the Account Manager, and decides on an account password: USONLY . He further states that

he wants unlimited connect and CPU processing time, and desires to access magnetic tapes and the

line printer. As the System Manager, you determine, with Bill, that his account will be named
ACCTG, and the Account Manager name will be BILL. You then log onto the system as MANAGER.SYS
(with passwords, if any) and assign the new account, as follows:

:NEWACCT ACCTG,BILL;FILES=25000
When a new account is created, the :NEWACCT command assigns default values to any optional para-
meters. Refer to :NEWACCT command in the MPE V Commands Reference Manual (32033-90006)
for the assigned default values.

To ensure that the account, the PUB group, and Account Manager user are correct, you enter the
following:

:LISTACCT ACCTG xx A listing of the account will be printed;

:LISTGROUP PUB.ACCTG X% A listing of the PUB group of ACCTG will be printed; and

:LISTUSER BILL.ACCTG %k A listing of the Manager user will be printed.

Refer to :LISTACCT, :LISTGROUP, and :LISTUSER commands in the MPE V Commands Reference
Manual (32033-90006) to translate the octal listing into its decimal representation. After decoding
the account/group/user, you will have the following information:

ACCOUNT

acctrame ACCTG

password Null (none)

filespace 25,000 sectors available
cpu Unlimited time

connect Unlimited time
capabilitylist AM,AL,GL,SF,ND, IA,BA
fileaccess (R,A,W,L,X:AC)
subqueuename CS

localattribute Null (double-word 0)
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GROUP

groupname PUB

password Null (none)

filespace 25,000 sectors available
cpu Unlimited time

connect Unlimited time
capabilitylist IA,BA

fileaccess (R,X:ANY;A,W,L,S:AL,GU)
USER

username BILL

password Null (none)
subqueuename Cs

localattribute Null (double-word 0)
homegroup PUB

capabilitylist AM,AL,GL,SF,ND, IA,BA

After all the decoding is complete, you become aware that the account password was inadvertently
omitted. You correct the problem by entering:

:ALTACCT ACCTG;PASS=USONLY

All the other attributes described for the account ACCTG remain the same except that the account
password is now USONLY . After establishing the account, it is a good idea to discuss the Account
Manager responsibilities with Bill Williams before he, and any of his personnel, begin to use the
account.

After several weeks, Bill Williams returns to you and informs you that he must have the capability to
obtain extra data segments. You then log onto the system, and enter:

:ALTACCT ACCTG;CAP=AM,AL,GL,SF,ND, IA,BA,DS

You must enter the complete list of ""CAP="' capabilities in order to retain the existing capabilities.
All other attributes of the account remain the same. In addition, all groups and all users within the
account have remained the same. That is, the PUB group and all other groups, as well as the Manager
user BILL, and all other users’ attributes, have not been changed to include the extra data segment
(DS) capability. It is now the responsibility of the Account Manager user to alter any groups by using
the (:ALTGROUP) command, and users (including himself) by using the :ALTUSER command, to in-
clude the extra data segment (DS) capability for those who need it. If a capability is removed, all
users and groups within the account will lose the capability.
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Displaying Accounting Information

A System Manager can list the attributes (previously specified in the :NEWACCT or +ALTACCT com-
mands) for one or all accounts in the system by using the :LISTACCT command. Also, by using the
:LISTGROUP and :LISTUSER commands, he can list the attributes for one or all groups and users in
the system.

Each listing appears as an octal dump showing one or more entries. Each entry is headed by A= (for
accounts), G= (for groups), or U= (for users), followed by an appropriate name and three or four lines
of octal-coded information.

There is also a supported utility program, LISTDIR2.PUB.SYS for MPE version E/F.00.00 or earlier,
and LISTDIRS.PUB.SYS for MPE version G.00.00 and later, which will format all of the octal in-
formation that is printed by the commands. Privileged information within the programs is limited to
System Managers and Account Managers.

In addition to the list commands, the System Manager also may use the :REPORT command to obtain
account and group reports. As an example, suppose that your site is a timesharing business which bills
the various customers monthly. You bill each customer by their account, and by how much of the
following resources have been used:

¢ Permanent disc space being used.

¢ CPU processing time.

¢ Connect time in minutes since last billing cycle.

Further, suppose that today is the end of the billing period and you as System Manager must obtain a
list of resources used by each account (customer). In addition, there is a delinquent account, DIAG .

You intend to purge that customer from the system, in order to deny them access. Therefore, you
want an individual report for that account. In order to obtain these reports of account usage, the

System Manager will use the :REPORT command:

:REPORT DIAG

ACCOUNT F ILESPACE-SECTORS CPU-SECONDS CONNECT-MINUTES
/GROUP COUNT LIMIT COUNT LIMIT COUNT LIMIT
DIAG 49552 50000 56729 *E 65820 *
/PUB 4354 50000 5254 ¥ 4466 L

When obtaining information for a private volumes group, two :REPORT commands must be entered to
get the complete accounting information. Two commands are necessary because when a group is
bound to a private volume set, the accounting information for that group is kept in two places. The
CPU time and connect counts and limits are kept in the system directory, while the file space counts
and limits are kept in the directory, on the group’s home volume set.

Therefore, to obtain the accounting information from the system directory, a command of the follow-
ing form should be entered:

:REPORT groupset

This gives the CPU and connect time and limits for all groups, but only the file space counts and
limits for those groups which are not bound to a private volume set. Note that the total file space
count for an account obtained from this command does not include the file-space counts for private
volume groups.
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To obtain these counts, a command of the following form must be used:

:REPORT groupset ;VS=volset

This command lists only the groups and accounts which are in the directory for the private volume set
specified. The only valid information obtained in this report is the file space counts and limits.

The :REPORT command for the System Manager is an expanded version of the command that is avail-
able to the standard user for displaying total accounting information for a user’s logon account and
group; this is discussed in the MPE V Commands Reference Manual (32033-90006).

The type of output written to the list file depends on the type of file (ASCII or binary) specified or
implied. If the list file is an ASCII file, a standard ASCII listing is produced; on this listing, an un-
limited quantity is denoted by a double asterisk (##). If the list file is a binary file, which is typical-
ly used to help in automatic processing of the report data, a 17-word record is written for each ac-
count/group. Counts and limits are double-word integers; an unlimited quantity is denoted as
#17777777777 . When :REPORT does an FOPEN on the file, it opens it as NEW, ASCII, Variable,
Carriage-Control, Write-only Access, and Exclusive. Since CCTL and BINARY will not work together,
the user must specify NOCCTL to override with binary files.

On the list files for both ASCII and binary, the entry for each account is followed immediately by the
entries for all of its groups. The record report format is decoded as shown in Table 6-4.

Table 6-4. Report Record Format

WORD CONTENTS

0 Type of entry, where:

1 = A group entry.
2 = An account entry.

1-4 Account or group name, left justified and padded with blanks.
5-6 Permanent file space count (in sectors).

7-8 Permanent file space limit (in sectors).

9-10 Central processor time count (in seconds).

11-12 Central processor time limit (in seconds).

13-14 Connect time count (in minutes).

15-16 Connect time limit (in minutes).
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As an example, the System Manager logs onto the system in the usual way, entering passwords as
appropriate. Since this is to be a very long printed report, the manager first enters a file command to
direct output to the high-speed line printer. Assuming that logical device 6 is the line printer, the
command is:

:FILE LINEPR;DEV=6

The System Manager then enters the command to obtain the accounting report as follows:

:REPORT @.8, *L INEPR

The report for the entire accounting system is then printed on the high speed line printer. After the
report is done, the System Manager then desires to have a report on all groups of the delinquent ac-
count DIAG printed on his terminal. He enters:

:REPORT @.DIAG

Resetting Accounts

After the foregoing reports are obtained and the printed accounting report is delivered to the billing
department, the System Manager desires to reset the CPU time and connect time counts for the new
billing period. He enters the following command:

:RESETACCT @

This command, without any optional parameters, will reset the CPU processing time and the connect
time for all accounts and groups on the system. The end result is that all CPU and connect counts
will be set to zero. Users on the system will now begin accumulating CPU and connect time for the
new billing period. Note that this command does not change the allowable limits for each account
and group, only the counters for actual use.

Storing Files Offline

Continuing with the preceding example, suppose that the System Manager now desires to purge the
DIAG account. Before he does this, he must ensure that any users, groups, and files are saved on
tape. He does this in anticipation of the customer paying his delinquent account, which would
require reinstatement of the account. The System Manager saves the account files via the :STORE
command.

The System Manager user, like the System Supervisor user, has the ability to dump and retrieve any
or all files in the system by using the :STORE and :RESTORE commands. These commands are
defined in the MPE V Commands Reference Manual (32033-90006). In this example, the System
Manager first enters the :FILE command to direct the output to magnetic tape unit as (associate
with the class TAPE ) as follows:

:FILE SAVDIAG;DEV=TAPE

The System Manager then mounts a magnetic tape on the magnetic tape device and enters the follow-
ing command.

:STORE ®.8.DIAG;*SAVDIAG;SHOW
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After the System Operator intervenes to assign the proper magnetic tape device, all files in all groups
of the DIAG account will be stored on the magnetic tape. In addition, the optional parameter SHOW
was included by the System Manager, so that a record of all files for the account can be kept. Once
the entire file structure has been saved, the System Manager is now ready to delete the account.

Purging Accounts

Now the System Manager can delete the DIAG account and still be able to restore it if the customer is
reinstated. He enters the command as follows:

: PURGEACCT DIAG

The system will then request verification from the user:
ACCOUNT DIAG TO BE PURGED? (YES/ND)

The System Manager responds "YES'" . At this time, files, users, and groups are purged, along with
user-level and account-level UDCs within the DIAGaccount, and the DIAGaccount itself.

Job/Session Priority Request

A special capability granted to System Managers and System Supervisors is the use of the optional
HIPRI parameter in the :HELLO and :J0B commands. (Refer to the MPE V Commands Reference
Manual (32033-90006).) This is a request for maximum job-selection priority, and will cause the
Jjob or session to be initiated regardless of current job fences set by the operator.

Listing Files

The System Manager, as well as any system user, has the ability to list files. The System Manager can
list any or all files on the system using the :LISTF command with a -1 optional parameter. A
:LISTF, -1 displays the octal listing of the file, which includes the directory entry and the file label.
Refer to the MPE V Commands Reference Manual (32033-90006) for a discussion of this command.

User Defined Command (UDC) Files

A User Defined Command, or UDC, is a command defined by one or more standard MPE commands.
Entering the UDC name causes MPE to execute the command or commands previously defined.
UDC’s, defined by the System Manager, can be made known and available to all system users.

The UDC definitions are stored in one or more files. These files can exist at one of three levels: user,
account or system. UDCs may be created by any user for personal use, by the Account Manager for
anyone in the account, and by the System Manager for use by any user on the system. System-wide
UDCs must be defined in a file that is released to all users who have READ and LOCK access to the
file.

When identically named UDCs occur at different levels, the user UDC takes precedence over the
account-level UDC, which in turn, takes precedence over the system-level UDC. For this reason, it
is a good practice to give your UDCs distinct names. Exceptions to this rule are Nested and Logon
UDCs.
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ESTABLISHING A UDC CATALOG. The :SETCATALOG command is used to inform MPE that a
specified file name contains user-defined commands. A user must have LOCK access specified for the
group in which the file is located to use the :SETCATALOG command; a user must also have READ ac-
cess to the file. Note that the default file access for the PUB group gives LOCK access only to those
users with AL, GL or home group (GU) capability.

You may want to restrict general-user access to COMMAND. PUB.SYS , since this file contains informa-
tion which you may consider sensitive: the names of all UDC files on the system and the lockwords
for those files. To use UDCs, users need only have EXECUTE and LOCK access to
COMMAND.PUB.SYS . If, on your system, the default access rights to COMMAND. PUB. SYS include
READ access, you can use the :ALTSEC command to restrict the access rights to this file. For
example:

:ALTSEC COMMAND; (X,L:ANY;R,W,A:CR)

Refer to Section II of the MPE V Commands Reference Manual (32033-90006) for more information
on this command.

COMMAND. PUB. SYS must exist for the :SETCATALOG command to execute properly. If this file does
not exist on your system, log on as MANAGER .PUB.SYS, and build it as follows:

:BUILD COMMAND.PUB.SYS;REC=20,6,F,BINARY

If you want to have the UDC file named SMUDC1 established for all users in the system, enter:

:SETCATALOG SMUDC1;SYSTEM

If the file has a lockword, you must include it with the file name. Note: once a UDC file is entered
into a catalog with the :SETCATALOG command, that file cannot be purged with the :PURGE com-
mand, or modified and kept under the same name with the Editor, while the file is being accessed by
any user. Any attempt to do either of these two operations will result in an error message (Exclusive
Violation).

To purge or modify such a file, it must be removed from the catalog by issuing the :SETCATALOG
command without a file name, as follows:

:SETCATALOG;SYSTEM

The effect is that all UDC files are removed from the catalog after all users, except you, who were
accessing the file have logged off, or issued a :SETCATALDG command themselves. Incidentally, the
files are not purged; they are merely deleted from the catalog. To re-enter them into the catalog, is-
sue the :SETCATALOG command, followed by the file names and associated lockwords, if any.
LOGON UDCs do not allow the user to respond to an MPE prompt with a new :SETCATALOG
command.

:SETCATALOG has been enhanced to allow users with AM capability to assign a set of user-level UDC
catalogs to any user in their account. Users with SM capability can assign a set of user-level UDC
catalogs to any user in the system.
The syntax is:

:SETCATALOG ...[;USER=usernamel.acctnamell
For more information on the :SETCATALOG command refer to the MPE V Commands Reference

Manual (32033-90006).
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LISTING UDCs. To list the contents of the UDC file catalog, enter:

: SHOWCATALOG
MPE responds by providing a list of UDCs by assigned name and level (USER , ACCOUNT, or
SYSTEM). For more information on ”DC refer to Section IIf of the MPE V Commanas Rererence

Manual (32033-90006).

SYSTEM STARTUP STATE CONFIGURATOR

Each time that the system is started, various system parameters (e.g., JOBFENCE, Job LIMIT,
OUTFENCE, etc.) are automatically ass1gned default values. The System Manager can use the System
Startup State Configurator facility to automatically reset any of the system defined defaults, stream
special jobs, open DS lines, or perform any task appropriate to system initialization. In conjunctlon
with the Programmatic Creation of Sessions capability the System Manager can automatically create
user sessions on selected terminals when the system comes up. Using the full functionality of the
System Startup State Configurator it is possible for the System Manager to describe beforehand exact-
ly what the desired System Startup State should be.

The System Startup State Configurator facility is maintained by the System Manager in a file named
SYSSTART.PUB.SYS. The MANAGER.SYS is the only user with sufficient privilege to create this file.
SYSSTART.PUB.SYS defines selected System Startup State Commands. The only System Startup State
Commands supported are STARTUP, WARMSTART, COOLSTART, UPDATE, RELOAD, and
COLDSTART. Each of these commands, except for STARTUP, corresponds to one of the different
system starts. A sample SYSSTART.PUB.SYS is shown below:

STARTUP

STREAMS 10

ALLOW &.8;COMMANDS=REPLY

ALLOCATE COBOLII.PUB.SYS

LIMIT 4, 16

JOBFENCE 4

OUTFENCE 5

DUTFENCE 12;LDEV=14

COMMENT A continuation record follows:
DSCONTROL 90;0PEN;RETRY=103%&
TRACE, ONALL, ,60,WRAP

33 3%

WARMSTART

STARTSESS 20;MGR.ACCT;HIPRI ;NOWAIT
STARTSESS 21;USER.ACCT

STARTSESS 22;USER.ACCT

STARTSESS 23;USER.ACCT

%* 3 3

COOLSTART

STARTSESS 20;MGR.ACCT;HIPRI;NOWAIT
STARTSESS 21;USER.ACCT

STARTSESS 223;USER.ACCT

STARTSESS 23;USER.ACCT

* ¥ 3%

In the example above the STARTUP command defines actions that the system will perform regardless
of the type of system startup used by the operator. WARMSTART and COOLSTART, as defined
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above, will cause sessions to be created for MGR.ACCT on logical device 20 (the Console) and for
USER.ACCT on the other selected terminals. Note that UPDATE, RELOAD, and COLDLOAD were
not defined; if the system comes up in any of these starts, only those commands listed under the
STARTUP block will be executed. There is no requirement that any or all of the possible System
Startup State Commands be present in SYSSTART .PUB.SYS.

The MPE commands available for execution in SYSSTART.PUB.SYS are:

ACCEPT DOWNLOAD LIMIT STOPSPOOL
ALTLOG DSCONTROL LMOUNT STREAM
ALLOCATE FOREIGN LOG STREAMS
ALLOW GIVE MPLINE SUSPENDSPDOL
CACHECONTROL HEADCFF MRJECONTROL TAKE
COMMENT HEADON OUTFENCE TELL
CONSOLE IMFCONTROL REFUSE TELLOP
DEALLOCATE JOBFENCE STARTCACHE TUNE
DISALLOW JOBSECURITY STARTSESS up
DISCRPS JOBPRI STARTSPOOL VMOUNT
DOWN LDISMOUNT STOPCACHE

These MPE commands were chosen on the basis of being programmatically executable and requiring
no user interaction. No other commands, UDCs, or other System Startup State Commands are allowed
in the body of a System Startup State Command.

The following restrictions apply to the System Startup State Configurator:

No options are available with the six System Startup State Commands. They will be echoed to the
Console (with passwords stripped), BREAK will be disabled.

A "valid" SYSSTART.PUB.SYS is a regular EDITOR ASCII file which has one of the six System
Startup State Commands as its first record. Blocks are terminated by a "#" in the first byte of a
record or by the end-of-file. Records are continued ontc another line by adding a "&" as the last
non-blank character in the record. The maximum continued record length is 239 bytes.

The commands in the STARTUP block (if it exists) will be executed first, no matter what kind of
startup is specified; the commands in the appropriate block are executed next (if a block cor-

responding to the specified type of startup exists). These executions occur immediately before
OPERATOR.SYS is logged onto the Console.

If no SYSSTART.PUB.SYS can be found, system startup works as it has in the past, and
OPERATOR.SYS is allowed to log on. If any of the MPE commands in the System Startup State
block results in an error, an error message will be generated and execution will continue at the
next MPE command in the block.

if one of the System Startup State Commands (SSSC} creates a session on the Console, the auto-
matic logon of OPERATOR.SYS will fail.

Once the system is up, the System Startup State Commands will not be recognized.

The System Startup State Configurator facility can be disabled simply by renaming
SYSSTART .PUB.SYS

Lockwords are not permitted on SYSSTART.PUB.SYS.
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Managing Expanded Console Capabilities

System Operator functions are sometimes associated with one specific user: the System Operator. The
use of expanded Console capabilities increases System Console accessibility and enables the System
Operator to disperse Console functions to other users who may require them. The fact that Console
commands are processed by the MPE Command Interpreter enables the System Operator to assign to
individual users the ability to execute certain Console commands. The System Console, itself, can be
moved to any terminal on the system with the :CONSOLE command. Users with System Manager
(SM) capability may use the :CONSOLE command even if they have not been allowed the command.
This enables them to retrieve the Console at any time. Users can be associated with specific devices,
thereby enabling them to use the commands that control each device. Users can also be granted the
ability to use job control commands on their own jobs.

Although not directly responsible for assigning these capabilities to users, the System Manager plays
an important role in managing expanded Console capabilities. Specifically, the System Manager
must:

s Create a device-user association table for use with the :ASSOCIATE command.

¢ Create a special user called OPERATOR.SYS .

CREATING A DEVICE-USER ASSOCIATION TABLE. The device-user association table iden-
tifies the devices which may be assigned by the System Manager with SAVE and WRITE access to
PUB.SYS , to other system users. The table is generated by running the utility ASOCTABL .PUB.SYS
for MPE version E/F.00.00 or earlier, or ASOCTBLS.PUB.SYS for MPE version G.00.00 and later.

Each utility creates a file called ASSOCIATE.PUB.SYS, the device-user association table. These
utilities are described in the MPE V System Utilities Reference Manual (32033-90008).

In response to the "*>'' prompts issued by the utility, the System Manager enters association statements
in the form:

dYdeviceclassname = username.accountname [,username.accountname,...]

The parameter deviceclassname is the appropriate device identifier (class name) assigned to the device
to be associated. The username parameter is the name of the user to be allowed to associate with the
device. The accountname parameter specifies the name of the user’s account. More than one user
may be allowed to associate with a device in the table. The specification ®. acct may be used to indi-
cate all users within an account; ®.@may be used to indicate all users on the system.

For example, to allow device class LPX to be associated by a user named ALDEN in account SALES ,
enter:

>LPX=ALDEN.SALES

Once the table is created, any of the users listed can associate with the special device class by using
the :ASSOCIATE command. Although more than one user may have permission to associate with a
device class in the table, a user can actually associate to a device class only if none of the devices in
that class are associated to anyone else. Refer to the MPE V Command Reference Manual
(32033-90006) for additional information.

CREATING OPERATOR.SYS. The creation of the user OPERATOR.SYS should be done at the time
the system is first brought up. You need only create this user once, as OPERATOR.SYS remains on the
system for use thereafter.
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The first step in creating OPERATOR.SYS is to determine the home group and system capabilities that
will be needed by the user. The home group used can be PUBor another group, even one created par-
ticularly for OPERATOR.SYS . The capabilities you decide to assign should take into account the kinds
of activities that the user of OPERATOR.SYS will need to perform. It is recommended that the follow-
ing capabilities be assigned as a minimum: OP to allow ;HIPRI logons, and TA. This will allow the
user to log on and run programs. Additional capabilities that will usually be required are: UV for
handling private volumes, SF for storing files, ND for using tapes, and BA for batch jobs. Additional
capabilities can be assigned if they are needed. Care should be taken, however, not to jeopardize the
integrity of the system.

To create OPERATOR.SYS , log on with:

:HELLO MANAGER.SYS

Then enter the following information, substituting the home group and capabilities you've selected for
assignment. For example:

:NEWUSER OPERATOR.SYS ;HOME=PUB;CAP=0P,IA,UV,BA,SF,ND

ACCOUNT MANAGER CAPABILITIES

When an account is created by a System Manager, it always has an account name, a public group
(PUB), and an Account Manager with the AM capability attribute. This attribute allows this user
certain expanded capabilities over other users within the account. The Account Manager has less
capability than the System Manager, but does have final control over the overall use of the account.
The Account Manager is automatically assigned a home group of PUB.

Suppose that a System Manager has created an account for Tom Smith, having used the command

:NEWACCT SMITH,TOM;CAP=AM, AL ,GL,CV,SF,ND,UV, IA,BA;LOCATTR=%177

The account structure would be as follows:

ACCOUNT

acciname SMITH

password Null (none)

filespace Unlimited

cpu Unlimited time

connect Unlimited time
capabilitylist AM,AL ,GL,CV,SF,ND, UV, IA,BA
fileaccess (R,A,W,L,X:AC)
subqueuename cs

localattribute %177
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GROUP
groupname
password
filespace

cpu

connect
capabilitylist

fileaccess

USER

username
password
subqueuename
localattribute
homegroup

capabilitylist

PUB

Null (none)

Same as account files
Same as account time
Same as account time
UV, IA,BA (Default)

(R, X:ANY;A,W,L,S:AL,GU) (Default)

TOM

Null (none)
Same as account
Same as account
PUB

Same as account

It is important for an Account Manager (like TOM in the present example) to remember that any
changes required to the account must be made by the System Manager. The Account Manager,
however, can perform the following functions within his own account:

Create new groups and users.

Modify the attributes of groups and users.

Delete entire groups, users, and files within the group.

Obtain reports on resources used within the account.

List any or all groups, users, and files within the account.

Store and restore files within the account (some files may also require SM, OP or PM capability).

Define, alter, and delete private disc volume sets and classes for groups within the account.

{Must have CV capability.)

Define User-Defined Commands (UDCs) which are known to all users in the account.

6-30



The System Manager

After the SMITHaccount has been created, the Account Manager can log onto the system with:

:HELLO TOM.SMITH

There is no password on this account; the System Manager did not assign one. The Account Manager
can define new groups and users in order to divide the account logically. The only limitation to the
number of groups and users that can be defined is the physical size of the System Directory. The
System Directory resides on the system disc. Its size, in sectors, is determined when the system is con-
figured for a given installation by the System Supervisor. The directory contains the structures for all
accounts, groups, users, and files. Therefore, it is possible to have insufficient disc space allocated
for the directory if a great many accounts, groups, users, and files will be required. The Account
Manager’s responsibility in this case is to discuss his account structure with the System Manager and
System Supervisor prior to implementation. This will preclude any possibility of exceeding the direc-
‘tory space limitations.
The Account Manager has the following commands available for his use:

+ALTGROUP

:ALTUSER

tALTVSET (Must have CV capability)

:LISTACCT (For his account only)

:LISTGROUP

:LISTUSER

: NEWGROUP

+NEWUSER

:NEWVSET {(Must have CV capability)

: PURGEGROUP

:PURGEUSER

:PURGEVSET (Must have CV capability)

+REPORT (For his account only)

:SETCATALOG

: SHOWCATALDG
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Defining Groups

To create a new group the Account Manager logs onto the system and enters the :NEWGROUP com-
mand and any optional parameters.

Suppose that Account Manager Tom Smith has three programmers working for him. Jim Johnson is
developing a parts inventory system. Mary Mason is developing a parts processing system. Bob Blake
is developing an order processing system, and is responsible for maintaining and executing the current
employee salary data base. Each programmer desires an individual group in order to save his
developmental programs and files. Tom Smith consults his programmers and the System Manager.
He proposes that four groups will be created, with three users. He charts the structure and the
various non-default attributes as follows:

GROUPS

groupname JOHNSON
filespace 10000 sectors
groupname MASON
filespace 10000 sectors
groupname BLAKE
filespace 10000 sectors
groupname PAYROLL
filespace Unlimited
password MANYBUKS
capabilitylist BA

USERS

username JIM
password J2DEV
homegroup JOHNSON
username MARY
password AQUARIUS
homegroup MASON
username BOB
password MESS
homegroup BLAKE
localattribute %41

Tom then logs onto the system and carries out the group creations. He enters:

:NEWGROUP PAYROLL ; PASS=MANYBUKS ; CAP=BA

In a similar manner, Tom defines groups BLAKE, MASON, and JOHNSON.
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Defining Users

Following the previous example, the Account Manager Tom Smith assigns new users to the previously
created group structures. He enters:

:NEWUSER BOB;PASS=MESS; HOME=BLAKE ; LOCATTR=%41

Tom defines the other users, JIMand MARY, in the same way.

Altering Account Attributes
The Account Manager can change one or more attributes of users or groups within his own account.
The Account Manager Tom Smith desires to have a password (T1X2Z) on his own user name. Tom

needs to prevent unauthorized entry to the Account Manager user’s structure. He enters:

:ALTUSER TOM;PASS=T1X2Z

It should be noted here that the password is not in effect for Tom until he terminates the current ses-
sion. The next logon to the system, however, will require the password.

Account Discussion

The account SMITH as defined by the Account Manager Tom Smith is now fully created. Figure 6-2
shows the basic structure within this account.

yd ACCOUNT N
SMITH
ACCOUNT
24
/s [Grous USER GROUP USER GROUP
TOM PUB % JOHNSON Qg MASON
HOME GROUP HOME GROUP HOME GROUP
GROUP GROUP GROUP
FILES FILES FILES
GROUP GROUP
~—
808 BLAKE PAYROLL
HOME cnoupl
GROUP GROUP
FILES FILES

Figure 6-2. Sample Account Structure
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Notice that each group is empty of files. Since neither Tom nor any other user has had the
opportunity to create files, there is really no file space for those files as yet. Note also that the
PAYROLL group has no user assigned. As stated previously, Bob Blake is responsible for maintaining
and executing the payroll system. He also is responsible for development of an order processing sys-
tem. For his development work, he has been assigned a home group of BLAKE . This does not prevent
him from using the group PAYROLL as a logon group. A home group assignment is primarily for the
convenience of the user, so that he will not be required to enter the name of the group desired each
time he logs onto the system. Also, a user is not required to enter the password for his home group
when logging on.

If Mary Mason desired to log on the system and access the files belonging to the group JOHNSON , she
would log on as follows:

:HELLO MARY.SMITH, JOHNSON

When the group JOHNSON is specified in the logon, it overrides the default home group assignment
made by the Account Manager. Provided that Jim Johnson has not placed a lockword on the file that
“Mary Mason desires to read, she will be allowed access to that file.

In looking back at the account structure, you will notice that there is a password, MANYBUKS , assign-
ed to the group PAYROLL . The reason for the password is to deny access to the PAYROLL group for
other users within the account. In addition, since it is Bob Blake’s responsibility to ensure the security
of the payroll group and files, Bob has altered the payroll program by inserting a call to the WHO in-
trinsic. (This intrinsic is discussed in the MPE V Intrinsics Reference Manual (32033-90007).) This
alteration to the program has the purpose of checking the local attribute of the user running the
program. Within the program, it specifically checks to see that the calling user has a local attribute
of 184 . In this way, a further check on the proper user is made prior to actual execution of the
program. Looking back at the examples where the SMITH account was created and given a local at-
tribute of %177 (001 111 111), and the user BOB given a local attribute of %41 (100 001), the SMITH
account is restricted to 7 of the 10 system-wide payroll programs, and the user, BOB, is restricted to
2 of the 7 applications that are available to the account. Each of the 10 restricted applications will
call the WHO intrinsic to return the local attribute of the user running it; it then checks its assigned
bit and if this bit is not on, the program will terminate.

Bob now moves the programs and data files into the PAYROLL group. Then he assigns a lockword on
the program file PAYPROG , using the :RENAME command as follows:

:RENAME PAYPROG, PAYPROG/NOWDDIT

This will provide further security for execution of the payroll program. In addition, he places a
lockword on the data file, and alters his program to be able to open the data file, by placing the
lockword in the formaldesignator in the FOPEN intrinsic.

Suppose, now, that Bob Blake must run the new payroll for the current pay period. Bob gathers the
new data on cards, places his special logon and logoff cards in the deck, and places the whole deck in
the card reader. He also will make arrangements for the blank checks to be placed in the high speed
line printer at the appropriate time. He commences the job as follows:
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1J0B PAYROLL ,BOB/MESS.SMITH, PAYROLL/MANYBUKS
IRUN PAYPROG/NOWDOIT

data cards

1E0J

Now consider the various security checks that are required in order to execute the payroll program.
The system first checks Bob’s user password (MES8) against the password that is being input. Then the
system checks for a proper account name, SMITH. Then it checks the group password (MANYBUKS)
against the password which is being input. After being passed on all these checks, the user BOB is
finally able to achieve logon. The next command calls for execution of the PAYPROG program. The
system now checks for the existence of the program and then validates the lockword that is being in-
put. At this time, the program is brought into execution, having passed every system security check
placed by the Account Manager and by the user BOB. Now the program itself issues a call to the WHO
intrinsic and checks the local attribute to ensure that the proper user is executing the program. The
program then opens the data file and commences to issue new pay checks for the period defined.

The above example shows how some of the various attributes assigned by the Account Manager and
the user can be used to ensure a high level of privacy within an account. Note that the Account
Manager Tom Smith has knowledge of the user’s password, the group’s password, and the user’s local
attributes. The Account Manager could also obtain information on the lockwords through use of the
:LISTF command, with certain optional parameters allowed for Account Managers. It is then ap-
parent that the Account Manager who has the local attribute of %177, as well as the user BOB, could
access the PAYROLL group and execute the payroll program. Remember that the Account Manager
can gain access to any file within the account, with one exception: an Account Manager cannot gain
access to files with negative file codes unless he also has the Privileged Mode (PM) capability.

Purging Groups and Users

The Account Manager user has the responsibility for removing users and groups which are no longer
required in the account. He does this with the :PURGEGROUP and :PURGEUSER commands. If, for
instance, a :PURGEGROUP command is entered, it will remove every file within the group and then
remove the group from the account structure. If a file was somehow left in a state such that the
operating system verified it to be in an OPEN (busy) mode, then that file and the group itself would
not be purged but all other files in the group would be . Under those conditions, it is conceivable that
the system would have to be restarted in order to clear the file, so that it and the group could be
removed with another :PURGEGROUP command. Additionally, if no files are in use, but a user is log-
ged onto the system with the group used as a logon group, then all files will be removed, but not the
group.

If a group is to be deleted from a private volume set, the volset parameter must be specified in the
:PURGEGROUP command, and a :MOUNT command must be entered for that volume set before the
: PURGEGROUP command is entered. If the volume is already mounted due to an explicit or implicit
request by a user, then all files not in use for the group will be purged, but the group itseif wiii not
be purged.

The :PURGEGROUP command is useful for removing all files within a group, especially if there are
many files to be removed. For example, suppose Bob Blake has used all of his disc space within his

6-35



The System Manager

group BLAKE. In order to continue his development schedule without requesting more disc space, he
saves all of the present files on magnetic tape or serial disc using the :STORE command defined in the
MPE V Commands Reference Manual (32033-90006). Then he requests the Account Manager to
purge the BLAKE group. The Account Manager logs onto the system in Blake’s home group and
enters:

: PURGEGROUP BLAKE
GROUP BLAKE TO BE PURGED? (YES/ND) YES
IN USE: CAN‘T BE PURGED (CIERR 724)

What has occurred is the removal of all of Bob Blake’s files from within his group. However, his
group structure still exists, because the Account Manager was logged onto the system in the home
group BLAKE, at the time the command was entered. This is the desired effect, and the error indica-~
tion can be ignored.

Suppose, now, that Jim Johnson receives a promotion and leaves Tom Smith’s organization. The
Account Manager Tom Smith hires Fred Free to replace Jim Johnson. Fred desires to have his own
group and user name, rather than using Jim Johnson’s identification. Tom creates a new group,
FREE, and a user, FRED, with the same attributes as previously granted to Jim Johnson. Fred then
uses the FCOPY utility (described in the FCOPY/3000 Reference Manual (03000-90064) ) to copy
the pertinent programs and files into his group, from the JOHNSON group. On completion of the
transfers, Fred notifies Tom Smith that the group and username identified with Jim Johnson are no
longer required. Tom logs onto the system as TOM.SMITH and enters:

: PURGEGROUP JOHNSON
GROUP JOHNSON TO BE PURGED? (YES/ND) YES

At this point, all files within the JOHNSON group have been removed, and the group structure struc-
ture itself has also been removed. However, the username JIMand its attributes still exist within the
account. Tom must issue a specific command to remove the user JIMfrom the account structure. He
enters:

:PURGEUSER JIM
USER JIM TO BE PURGED? (YES/ND) YES

At this time, the username JIMand all its attributes, and any associated UDCs, will be removed from
the account structure. Note that, unlike the :PURGEGROUP command, if someone had been logged
onto the system with the username JIM under the account SMITH, that user would have prevented
the username JIM from being removed. The Account Manager would have to wait until the person
using that user name logs off.

Account Librarian/Group Librarian

The Account Librarian (AL) and Group Librarian (GL) attributes are assigned to the Account
Manager of a newly created account. The Account Manager can, in turn, pass on the AL and GL
capabilities to other users as needed.

The Account Librarian (AL) attribute is normally assigned to a user in order to grant that user special
file access for maintenance of certain files within the account. It is assigned to a user so that he may
create and purge programs and account SL segments with the PUB group (or any group) of the ac-
count. Those files are usually accessible by any user of the account, but can only be modified or
deleted by the user with the Account Librarian (AL) attribute.
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The Group Librarian (GL) attribute is assigned to a user for the same reason as an Account Librarian,
except that the Group Librarian attribute is restricted to the user’s home group.

Basically, both attributes are meant to be used to control the degree of file access that standard users
may attain. AL and GL do not give a user special command capability as do OP, AM, or SM.

Displaying Accounting Information

MPE gives you the ability to list account attributes, and to obtain other inf ormation about the various
groups within a specified account.

ACCOUNT/GROUP/USER ATTRIBUTES. An Account Manager can list the attributes for his own
account by using the :LISTUSER command. He can list the attributes for one, or all, groups in his
account, or for one, or all, users in his account.

Each listing appears as an octal dump showing one or more entries. Each entry is head by A= (for ac-
counts), G= (for groups), or U= (for users), followed by the appropriate name, and three or four lines
of octal-coded information. Refer to the specific commands, :LISTACCT, :LISTGROUP, and
LISTUSER, for decoding information. These commands are discussed in the MPE V Commands
Reference Manual (32033-90006).

There are also supported utility programs, LISTDIR2.PUB.SYS and LISTDIRS.PUB.SYS which will
format all of the octal information that is printed by the commands. Privileged information within
LISTDIRS is limited to System Managers and Account Managers.

ACCOUNT/GROUP REPORTS. The accounting information for the logon account, or for any
groups in that account, can be extracted and displayed, showing counts and limits for permanent file
space (in disc sectors), central processor time (in seconds), and session connect-time (in minutes).

The accounting information, requested with the :REPORT command, can be used for billing or for
simply obtaining an overview of system usage on an account/group basis.

The :REPORT command is an expanded version of the command that is available to the standard user
for displaying the total accounting information for his logon account and group; this is discussed ear-
lier in this Section, and in the MPE V Commands Reference Manual (32033-90006). For any par-
ticular resource, the sum of all group counts within any account always equal the total count accumu-
lated by the account.

Backing Up Disc Files on Tape or Serial Disc

Account Manager Users have the ability to dump and retrieve any files in their account by using the
:STORE and :RESTORE commands. SM, OP, or PM capability may also be required to store or restore
some files. These commands are defined in the MPE V Commands Reference Manual
(32033-90006).
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Defining UDC Commands

A User Defined Command (UDC) is a procedure built from one or more standard MPE commands.
When you combine several MPE commands into a single procedure and assign a name to that proce-
dure, you create a UDC. In this way it is possible to enter the UDC name and cause several MPE
commands to be executed. UDCs defined by the Account Manager may be known to and available to
all users in the account.

User Defined Commands may also be defined by the System Manager for use by all system users, and
by individual users for private use. When identically named UDCs occur at different levels, the user
level UDC takes precedence over the account level UDC which, in turn, takes precedence over system
level UDCs. The format of a User-Defined Command is fully described in Section III of the MPE V
Commands Reference Manual (32033-90006).

ESTABLISHING A UDC CATALOG. The :SETCATALOG command is used to inform MPE that a
specified file name contains user defined commands. The Command Interpreter then searches the file
and establishes a directory for each command contained in the file. The file name is stored in a direc-
tory (COMMAND.PUB.SYS) of all UDC users. A user must have lock access specified for the group in
which the file is located to use the :SETCATALOG command. Note that the default file access for the
PUB group gives lock access only to users with AL, GL, or home group (GU) capability.

The EDIT/3000 subsystem, or an equivalent editor, can be used to modify commands stored in a file,
if that file is not being accessed. Note, however, that a UDC file, once entered into a catalog with
the :SETCATALOG command, cannot be modified and kept under the same name with the editor. You
must first release the file from the UDC catalog by issuing the :SETCATALOG command without
parameters. This releases all the files in the UDC catalog.

The UDC directory, COMMAND. PUB. SYS, must exist for the :SETCATALOG command to properly ex-
ecute. If this file does not exist on your system, you must build it with a record size of 20.

If you want to have the file named AMUDC1 searched by the Command Interpreter, and have the User
Defined Commands contained therein entered into a catalog, enter:

:SETCATALOG AMUDC1 ; ACCOUNT

Note that once a UDC file is entered into a catalog, using the :SETCATALOG command, that file can-
not be purged with the :PURGE command or modified and kept under the same name with the Editor.
Any attempt to do either of these two operations will result in an error message (Exclusive Violation),

In order to purge or modify such a file it must be removed from the catalog by issuing the
:SETCATALOG command with no files names, as in:

:SETCATALOG ; ACCOUNT

The effect is that all UDC files are removed from the catalog. They are not purged, merely deleted
from the catalog. This will take effect only after all users, except you, who have been accessing the
file, have logged off or issued a :SETCATALOG themselves. To enter UDC files into the catalog, enter
the :SETCATALOG command for these files.
LISTING UDCs. To list the contents of 2 UDC file catalog, enter:

: SHOWCATALOG
MPE responds by providing a list of UDCs by assigned name and level (USER, ACCOUNT, or SYSTEM).
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This section explains how to configure your system with the SYSDUMP and INITIAL Programs. It in-
cludes information on configuring all peripherals (with the exception of data communication devices),
and it offers suggestions for setting system table parameters. All dialog questions that appear both in
the SYSDUMP Program and in the five startup options of the INITIAL Program are listed in a table at
the end of this section.

This manual documents the following MPE V software releases of the SYSDUMP and INITIAL
Programs:

E/F.00.00. This is the first software release of MPE V; it includes disc caching. This release
supports the HP 3000 High Performance Series 39, and the Series 42, 48, and 68.

E/F.00.01. This is an enhanced version of the E/F.00.00 release; it also includes disc caching.
Besides supporting the High Performance Series 39, Series 42, 48, and 68, this release supports
the Series 39, 40, 44, and 64 as well. (Because of its similarity with version E/F.00.00, this
release is designated as "E/F.00.00" in this manual.)

G.00.00. This is the second software release of MPE V; it includes tables expansion. When first
introduced, it supported the High Performance Series 39, and the Series 42, 48, 64, and 68. It
now supports the Series 39, 40, and 44 as well.

G.01.00. This is the third software release of MPE V; it includes many user interface enhance-
ments. It was the first software release to support the Series 37 and 37/XE; it also supports the
High Performance Series 39, and the Series 39, 40, 42, 44, 48, 64, and 68.

G.01.01. This is an enhanced version of the G.01.00 release; it offers added productivity en-
hancements and improved capabilities. It supports the Series 37, 37XE, the High Performance
Series 39, and the Series 39, 40, 42, 44, 48, 64, and 68. (Because of its similarity with version
G.01.00, this release is designated as "G.01.00" in this manual.)

G.01.02. This is an enhanced version of the G.01.01 release; if offers support for new software
products. It supports the Series 37, 37XE, the High Performance Series 39, and the Series 39,
40, 42, 44, 48, 64, and 68. (Because of its similarity with version G.01.00, this release is
designated as "G.01.00" in this manual.)

G.02.00. This is the latest MPE software release. It supports all of the latest HP 3000 computer
systems, including the Series 58 (the Series 58 is backwards compatible to G.01.00). The only
systems not supported are the Series II, IIT, 30, 33.

Dialog prompts and messages that occur with some, but not all, of these software releases will be
noted in this section.

For information on configuring
devices, refer to the Data Communications Handbook
(5957-4634). For information on configuring and
troubleshooting the HP Network Link products used for
HP 3000 to HP 3000 Local Area Network (LAN) com-
munication, refer to the NS/3000 Network Manager
Reference Manual (32344-90002).
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INTRODUCTION TO THE SYSDUMP PROGRAM

One of the two ways to modify system parameters and tune the performance of your system is with
the SYSDUMP Program, also called the Configurator Program. This program resembles a dialog with
a series of predetermined questions and statements. By answering the questions, you can modify as
many, or as few, system parameiers as you wish.

The SYSDUMP Program is different from the INITIAL Program in that any modifications made to
MPE during the SYSDUMP dialog do not take effect immediately. The modifications occur only after
copying them to tape or serial disc, then loading the changes onto the system.

A DESCRIPTION OF THE SYSDUMP PROGRAM

The best way to understand the SYSDUMP Program is to look at the questions in the dialog that make
up its basic framework. The main portion of the SYSDUMP Program consists of "level-one" ques-
tions. These are subunits of the program itself; they describe what you are allowed to change on the
system. Answering yes to the question "ANY CHANGES?" always allows you access to the level-one
questions; answering no always bypasses them. The level-one questions always appear in the same or-
der on your screen.

The following example of a SYSDUMP dialog shows all of the level-one questions and the order in
which they always appear (the $NULL parameter of the :SYSDUMP command allows you to step
through the SYSDUMP dialog without actually changing the system):

:SYSDUMP $NULL (RETURN) ¥k SYSDUMP with $NULL parameter XX
ANY CHANGES? YES XX Answer YES XX

SYSTEM ID = HP32033G.02.00.7
MEMORY SIZE = 4096 (MIN=256, MAX=8192)7

1/0 CONFIGURATION CHANGES? %X Level-One Question XxX
SYSTEM TABLE CHANGES? %X Level-One Question Xx
MISC CONFIGURATION CHANGES? %X Level-One Question XX
LOGGING CHANGES? %X Level-One Question XX
DISC ALLOCATION CHANGES? %% Level-One Question %X
SCHEDUL ING CHANGES? %X Level-One Question Xx
SEGMENT LIMIT CHANGES? %X Level-One Question XX
SYSTEM PROGRAM CHANGES? %% Level-One Question XX
SYSTEM SL CHANGES? %X Level-One Question XX

ENTER DUMP DATE?
ERROR #4593 ILLEGAL TAPE FILE OPEN PARAMETERS

ABORT :SYSDUMP.PUB.SYS.%5.%132
PROGRAM ERROR #18 :PROCESS QUIT

PROGRAM TERMINATED IN AN ERROR STATE. (CIERR 976)

After answering a level-one question, the framework of the program becomes more apparent. You
are allowed only one response: either yes or no (pressing RETURN) to a level-one question is the same
as answering no).
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As you might have noticed from the previous example, answering no to a level-one question causes
the next level-one question to appear on your screen. For example:

MISC CONFIGURATION CHANGES? NO XX Level-One Question XX
LOGGING CHANGES? %X Level-One Question XX

On the other hand, answering yes to a level-one question causes a series of level-two questions, all
relating to the level-one question that you just answered, to appear. Only after answering all of the
level-two questions will the next level-one question appear. For example:

MISC CONFIGURATION CHANGES? YES X% Level-One Question XX
LIST GLOBAL RINS?

DELETE GLOBAL RINS?

# OF RINS = 48 (MIN=23, MAX=1024, USED=23)7

# OF GLOBAL RINS = 16 (MIN=4, MAX=1024, USED=4)7?

# OF SECONDS TO LOGON = 120 (MIN=10, MAX=600)7

MAX # OF CONCURRENT RUNNING SESSIONS = 80 (MIN=1, MAX=500)7
MAX # OF CONCURRENT RUNNING JOBS = 8 (MIN=1, MAX=500)7
DEFAULT JOB CPU TIME LIMIT = 0 (MIN=0, MAX=32767)7
MESSAGE CATALOG CHANGES?

SOFTDUMP COMMAND CHANGES?

LOGGING CHANGES? %X Level-One Question XX

The dialog subdivides even further. Just as answering yes to a level-one question displays level-two
questions, answering yes to a level-two question that requires an affirmative or negative response will
display level-three questions (or, if not, it will display a listing). For example, answering yes to the
level-two question "DELETE GLOBAL RINS?" (shown in the previous example) would display the fol-
lowing level-three questions:

DELETE GLOBAL RINS? YES %% Level-Two Question XX
ENTER RIN #7

LIST GLOBAL RINS?

# OF RINS = 48 (MIN=23, MAX=1024, USED=23)7 %X Level-Two Question XX

In summary, the basic framework of the SYSDUMP Program consists of a series of dialog questions
that contain subunits of themselves. You always begin at the uppermost level: the program itself.
Answering yes to the question "ANY CHANGES?" sends you directly to the level-one questions. These
questions are subunits of the whole program. Because they describe what you are allowed to change
on the system, you can skip (answer no to) the level-one questions that you don’t want to change and
go directly to the question of your concern.

The level-one questions contain various subunits of themselves which are one level lower, at level
two. Furthermore, many level-two questions contain subunits that go down yet another level, to
level three. (Level three is usually about as far down into the program as you can go.)

Answering yes to a question that allows only an affirmative or a negative response will always send
you to a lower level; answering no will either keep you on the same level or bring you back up.

When you finish answering all of the subquestions relating to a level-one question, the next level-one
question always will appear. This process of going into the subguestions and coming back out con-
tinues until you have answered all of the level-one questions. At this time the program ends.

The following figure illustrates the SYSDUMP Program; to emphasize the basic framework of this

program, its dialog questions are not specifically listed:
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SYSDUMP Program
ANY CHANGES? YES ‘l
LEVEL 1 QUESTION
LEVEL 1 QUESTION
LEVEL 1 QUESTION— LEVEL 2 QUESTION ——— LEVEL 3 QUESTION
R LEVEL 3 QUESTION
. LEVEL 3 QUESTION
. LEVEL 3 QUESTION
LEVEL 1 QUESTIDN————E
LEVEL 1 QUESTIDN——E
LEVEL 1 QUESTION
LEVEL 1 QUESTIDN——E
LEVEL 1 QUESTION
LEVEL 1 QUESTION
ENTER DUMP DATE?
[ ]
[ ]
®

Figure 7-1. Basic Framework of the SYSDUMP Program
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RUNNING THE SYSDUMP PROGRAM

The following pages explain how to change system parameters and tune the performance of your sys-
tem with the SYSDUMP Program. After you complete the program, the various methods for creating
serial storage media will be explained.

Here is some information that will help you to communicate with the SYSDUMP Program as you
proceed through the dialog:

e The SYSDUMP Program asks three kinds of questions: those that require an affirmative or nega-
tive response, those that require you to enter a value, or those that require you to enter a name.
Usually, the content of the question indicates the type of response.

e To questions requiring an affirmative or negative response, you can answer with an affirmative
YES, Y, or y, or a negative NG, N, n, or RETURN).

e To questions requiring that you enter a value, you can change the old value by entering a new
value, or you can keep the existing value by pressing (RETURN).

e Always conclude all of your answers with a (RETURN). This transmits your response to MPE. If you
notice making a typing error after pressing (RETURN), press the key, enter :ABORT, and
start the SYSDUMP Program over again.

Beginning the SYSDUMP Program

To run the SYSDUMP Program, you need OP (System Supervisor) capability. Log onto the system as
a user with this capability; usually, this will be the System Manager (MANAGER.SYS,PUB) or the
System Operator (OPERATOR.SYS).

Next, before beginning the SYSDUMP Program, it is our recommendation to perform certain steps
that prevent users (and jobs) from accessing files. The reasons for this are twofold: first, part of the
program’s procedure consists of storing files, and second, files that are in use with write, append, up-
date, or read/write access cannot be stored. The steps, which may differ for various sites, commonly
are as follows:

1. Set the job and session limits so that no more users or jobs can log onto the computer (use the
:LIMITand :JOBFENCE commands).

2. Warn all users that you are about to begin the SYSDUMP Program and tell them to log off (use
the :WARN command).

3. Get rid of all outstanding Console requests (use the :RECALL and :REPLY commands).

4. Approximately five minutes after telling the users to log off, get rid of any jobs or sessions that
still remain (use the :SHOWJOBcommand to find out which jobs and sessions are using the com-
puter, the :BREAKJOB command to suspend jobs, and the :ABORTJOB command to log off

sessions).

For information on the :LIMIT, :JOBFENCE, :WARN, :RECALL, :REPLY, :SHOWJOB, :BREAKJOB,
and :ABORTJOB commands, refer to the Commands Reference Manual (32033-90006).

When you are ready to begin the SYSDUMP Program, follow these steps:
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I.  Ensure that your serial storage media are write-enabled. (On cartridge tapes, the arrows on the
tapes must point away from SAFE; on reel tapes, you must insert write rings.)

2. Mount (or insert) the serial storage medium and, if necessary, put the storage device online.

NOTE

If flexible discs are to be used, you must be certain that
an adequate number of preserialized flexible discs are
available.

3. Enter the following commands:
:FILE T;DEV=devclass %k devclass = TAPE or CTAPE %X

:FILE SYSDLIST;DEV=LP
:SYSDUMP »T

NOTE

Do not label backup tapes with the LABEL parameter of
the :FILE command; for example:

:FILE T; DEV=devclass; LABEL=name
:FILE SYSDLIST; DEV=LP
:SYSDUMP =T

If you use the LABEL parameter (as above) and are on
MPE version G.02.00, the SYSDUMP Program will
terminate with the following error message:

LABELLED TAPE NOT ALLOWED

If you use the LABEL parameter and are on any other
MPE version, the SYSDUMP Program will not ter-
minate; however, you will be unable to successfully load
the tape onto your system with the INITIAL Program.

NOTE

The steps of the SYSDUMP dialog are numbered so that
you can easily reference the appropriate text. The step
numbers will not be displayed on the System Console.
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Step Number Dialog

1

ANY CHANGES?

If you want to omit making configuration changes and go directly to creating your
serial storage media, enter NO or and skip to "ENTER DUMP DATE?" (Step
153) under the heading entitled "Terminating the SYSDUMP Program".

If you want to prepare your system for making configuration changes, enter YES and
continue with the next step.

SYSTEM ID = HP32033 G.02.007

The information following HP32033 is the Version-Update-Fix Number for MPE.
This number is also known as the V.UU .FF, where V is the current MPE version, UU
is the present update-level number, and FF is the fix-level number. In the example,
V=6, UU=02, and FF=00.

At logon, G.02.00 reports both the user-defined V.UU.FF and the official base
V .UU.FF of the operating system software offered by Hewlett-Packard. The official
base V.UU.FF is not modifiable by the :SYSDUMP command.

When making system software changes or user-defined changes, a change to the
V .UU .FF is recommended and should be recorded in the system log book.

If it is necessary to change the V.UU.FF, your SE will provide you with the ap-
propriate instructions. Otherwise, enter [RETURN).

Prior to G.01.00: MEMORY SIZE = XXXX7

G.01.00 or later: MEMORY SIZE=<XXXX> (MIN=256, MAX=8192)7

XXXX denotes the present size of main memory in kilowords (512 kilowords
represents 1 Mb of main memory).

The amount of supported memory depends on which HP 3000 Series you have. Here is
a list of all HP 3000 computer systems, showing the amount of memory that they
support:

o The Series 64/68 supports 4 to 16 Mb (2048 to 8192 kilowords).

e The Series 58 supports 4 to 8 Mb (2048 to 4096 kilowords).

e The Series 44/48 supports 2 to 4 Mb (1024 to 2048 kilowords).

o The Series 42XP supports 2 to 6 Mb (1024 to 3072 kilowords).

e The Series 40/42 supports 1 to 3 Mb {51210 1536 kilowords).

e The Series 39 supports 1/2 to 3 Mb (256 to 1536 kilowords).
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» The Series 37XE supports 1 to 2 Mb (512 to 1024 kilowords).
» The Series 37 supports 1/2 to 2 Mb (256 to 1024 kilowords).

To indicate the size of main memory for for which MPE is being configured, enter one
of the following values (in kilowords): 256, 512, 1024, 1536, 2048, 3072, 4096, or
8192.

To retain the present memory size, enter a (RETURN).

Entering the Main Portion of the SYSDUMP Program

You have just completed the initial phase of the SYSDUMP Program. The rest of the program consists
of making configuration changes to the following level-one questions that you answer yes to:

I/0 CONFIGURATION CHANGES?
SYSTEM TABLE CHANGES?

MISC CONFIGURATION CHANGES?
LOGGING CHANGES?

DISC ALLOCATION CHANGES?
SCHEDUL ING CHANGES?

SEGMENT LIMIT CHANGES?
SYSTEM PROGRAM CHANGES?
SYSTEM SL CHANGES?

Notice that the questions themselves describe what you can change with the SYSDUMP Program.
Each of these questions are represented as headings in the following text.
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1/0 Configuration Changes

The question "I1/0 CONFIGURATION CHANGES?" is the first level-one question of the SYSDUMP
Program. If you answer no to this prompt, you will skip to the next level-one question, " SYSTEM
TABLE CHANGES?" (Step 77). If you answer yes, the following level-two questions will appear:

LIST 1/0 DEVICES?

LIST CS DEVICES? XX Appears only if CS devices are configured XX
LIST DEVICE DEFAULTS?

HIGHEST DRT = 207 (MIN=8, MAX=511)7

LOGICAL DEVICE #7?

MAX # OF OPEN SPOOLFILES = 200 (MIN=0, MAX=928)7

LIST I/0 DEVICES?

LIST CS DEVICES? xx Appears only if CS devices are configured XX
TERMINAL TYPE CHANGES? %x Appears only on G.00.00 or later XX
CLASS CHANGES?

LIST 1/0 DEVICES?

ADDITIONAL DRIVER CHANGES? %X Appears only if CS devices are configured XX
1/0 CONFIGURATION CHANGES?

Step Number Dialog

4 1/0 CONFIGURATION CHANGES?

To bypass these changes, enter NO or and skip to "System Table Changes"
(Step 77).

To prepare your system for adding, deleting, or changing any input/output devices,
enter YES and continue with the next step.

5 LIST I/0 DEVICES?

Enter YES for a list of I/O devices. A sample format is:

LOG DRT U C T SUB REC OUTPUT  MODE DRIVER DEVICE
DEV # N H Y TYPE TERMINAL WIDTH DEV NAME CLASSES
# I AP TYPE SPEED

T NE
1 25 0 00 8 128 0 HIOMDSC1 SYSDISC
2 26 0 03 8 128 0 HIOMDSC2 SPOOL

Enter NO to suppress this listing.
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The headings denote the following:

LOG DEV % Logical device number.
DRT# Hardware device address (Device Reference Table number).
UNIT Hardware unit number of device on its controller.
CHAN Software channel number of device on its controller.
TYPE Device type.
SUB TYPE Device subtype.
TERMINAL Subtype.
TYPE Terminal type.
SPEED Terminal speed.
REC WIDTH Record width in decimal words.
OUTPUT DEV Device class name or logical device number of associated
output devices.
MODE J = Accept jobs.

A = Accept data.

I = Interactive device.

D = Duplicative device.

S = Spooled device.

R = Auto reply (G.01.00 or later).

DRIVER NAME Driver name (Refer to Tables 7-0/7-16).
DEVICE CLASSES General class(es) to which the device belongs.
NOTE

The following prompt (Step 6) appears only if a communications in-
terface (INP) is currently configured into the system.
6 LIST CS DEVICES?

To list the characteristics of all Communications Systems devices currently assigned to
the system, enter YES. The format of the output is:

LDN PM PRT LCL TC RCV LCL CON MODE TRANSMIT TM BUFFER D DRIVER
MOD TMOUT TMOUT TMOUT SPEED SIZE C OPTIONS

If you have a switched device, such as those that are connected through a dial-up
telephone line, you will receive the following additional output:

LDN CTRL PHONE NUMBER LIST LOCAL ID SEQUENCE
LEN REMOTE ID SEQUENCE

To suppress this listing, enter NO.
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The headings denote the following:

LDN Logical device number.
PM Port Mask.

PRT Protocol.

LCL MOD Local mode.

TC Transmission code.

RCV TMOUT Receive timeout.

LCL TMOUT Local timeout.

CON TMOUT Connect timeout.

MODE 0 = Dial out.

I = Manual answer.

A = Automatic answer.
D = Dual speed.

H = Half speed.

C = Speed changeable.

TRANSMIT SPEED Transmission speed (characters per second).

™ Transmission mode.

BUFFER SIZE Default buffer capacity (words).

DC Driver changeable or not changeable.

DRIVER OPTION Driver options.

DEVICE CLASSES Class name assigned to device.

LDN Logical device number.

PHONE NUMBER LIST A single telephone number - the default for the com-
munications line.

LOCAL ID SEQUENCE The default identification of the local computer.

REMOTE ID SEQUENCE The default identification of the remote computer.

G.01.00 or later: LIST DEVICE DEFAULTS?

The device configuration defaults for the SYSDUMP and INITIAL Programs are con-
tained in the table DEFDATA.PUB.SYS, introduced with the G.01.00 software release.
This table eliminates the need to look up configuration information every time a
device is added to the system. To receive a listing of device defaults on your screen,

enter Y. To suppress the listing, enter N. Table 7-0, Device Defaults, contains the
complete listing as it would appear on your screen.

DEFDATA.PUB.SYS is automatically loaded onto the system during a COLDSTART or
a RELOAD. To load DEFDATA.PUB.SYS during an UPDATE, run the program
PNEWDEF . PUB.SYS before shutting down the system to perform the UPDATE. (Do
not perform a COOLSTART or a WARMSTART after running the program
PNEWDEF . PUB.SYS. Doing so will force you into a RELOAD situation.)

Prior to G.01.00: HIGHEST DRT=XX?

G.01.00 or later: HIGHEST DRT=<XXX> (MIN=X, MAX=XXX)?7

v v woliva AnmAtcnn 4hn smwnan Linhnanté Maweian DAF oy T
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ber that can be assigned to a device.
The highest DRT entry number that can be assigned to a device is 511. To change

XX, enter the new wvalue desired. The maximum DRT value offered is
CPU-dependent. To maintain the current XX, enter a (RETURN).
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8.1

LOGICAL DEVICE #7

To specify a device to be added, changed or removed, enter the logical device number
of that device.

For E/F.00.00, the maximum number of logical devices is 255.
For G.00.00 the maximum number of logical devices is 1024. However, a number in
the range 1-999 must be entered. Remaining logical devices are used for spoolfiles if

necessary.

If a zero (0) or a is entered, skip to Step 46.

G.01.00 or later: DEVICE NAME?

Enter a device name (beginning with "HP" plus a product number) from the
DEFDATA file to take advantage of default information. Enter to configure
devices not included in DEFDATA or to delete a device. See Table 7-0 for a listing of
the DEFDATA file.

Prior to G.01.00: DRT #7

G.01.00 or later: DRT # = X7

To delete a device and remove it from the configuration, enter 0as the DRT entry
number. The dialog will skip back to Step 8.

To add a device, enter its Device Reference Table (DRT) entry number. In the case of
all data communications devices, the DRT number you assign must be the logical
device number of the associated INP, preceded by a pound sign (#). For example:
#40.

NOTE

Each ADCC-connected terminal has its own DRT, and handles up
to 8 terminals. If port Ostarts at DRT 8 (%#10) then port 2 on
that same ADCC would be DRT 10 (%12f and port 7 would be
DRT 15 (%17). The System Consoléomust be configured as DRT
8, the loWest configurable DRT.
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Prior to G.01.00: UNIT #?
G.01.00 or later: UNIT = X?
Enter the physical hardware unit number of the device, if the device shares its con-

troller with other devices. If the device does not share its controller with other
devices, enter 0 to continue.

NOTE

All ADCC-connected terminals must be configured as UNIT 0.

If you are configuring a data communications subsystem, refer to the Data
Communications Handbook (5957-4634) for unit numbers. Note that for MTS mul-
tipoint terminals, unit numbers identify the terminal by group ID and device ID. The
numbering scheme is explained in the MTS Reference Manual (32193-90002). For
MRIJE, you must specify unit numbers for pseudo devices.

Prior to G.01.00;: SOFTWARE CHANNEL #7
G.01.00 or later: SOFTWARE CHANNEL# = X7

If the device is to be on a multicontroller channel, enter channel number; if not, enter
0.

Enter 0 for all data communications devices and pseudo devices.

Prior to G.01.00: TYPE?
G.01.00or later: TYPE = X?

Enter the device type. Use one of the decimal numbers listed below:

0= Moving-Head Disc (HP 7906, HP 7920, HP 7925).

2= Flexible Disc (HP 7902, HP 9896).

3= HP 7911; HP 7912; HP 7914; HP 7933; HP 7935; HP 7945; HP 9140; HP
9144.

7= Foreign Disc.

8= Card Reader.

16= Terminals, DS pseudo terminals, multipoint terminals, multipoint supervisor.

17= Intelligent Network Processor (INP).

22= MRIE, Pseudo Device.

24= Magnetic Tape.

31= Serial Disc.

32= Line Printer.

4i= DS Communications Driver.
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13

14

Prior to G.01.00: SUB TYPE?
G.01.00 or later: SUB TYPE = X7
Enter the device subtype in the range O to 15.

Refer to Tables 7-1/7-16 at the end of this section for the subtype information.

NOTE

If you are configuring a terminal or printer (type 16 or 32), the
dialog continues to Step 14. If you are configuring an INP (type
17), the dialog skips to Step 16. For all other device types, the
dialog skips to Step 30.

E/F.00.00: TERM TYPE?

G.00.00: ENTER [TERM TYPE#], [DESCRIPTOR FILENAME]?

G.01.00 or later: ENTER [TERM TYPE#], [DESCRIPTOR FILENAME] =
(XX, TTPClLrn .PUB.SYS)?

This question is asked only if the device type is 16 or 32 (subtypes 14 and 15). To
specify a default terminal type to be used at log on, enter one of the terminal type
numbers in Table 7-2.

For DS pseudo terminals, refer to the Data Communications Handbook (5957-4634)
for terminal types.

The possible responses are:

s A to specify no terminal type number, or to accept the default value for
G.01.00 or later.

¢ Enter a terminal type number from Table 7-3.

* Enter a descriptor file name and no terminal type number.

¢ Enter a terminal type number and descriptor file name. In this case, the terminal
type number is used only in the event that the descriptor file cannot be found. For

additional information on descriptor file names and creating a user-defined file,
refer to the Workstation Configurator Reference Manual (30239-90001).

NOTE

For DS pseudo terminals, or if the terminal type is not known, en-
ter a RETURN). Terminal types 19 through 22 are intended for use
only with devices configured as Device Type 32.
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Prior to G.01.00: SPEED IN CHARACTERS PER SECOND?
G.01.00 or later: SPEED IN CHARACTERS PER SECOND =XXX?
This question is asked only if the device type is 16 or 32.

Enter Qora for all DS pseudo terminals, the multipoint supervisor, and MTS
multipoint terminals.

For other terminals, specify the terminal speed in characters per second by entering
10, 14, 15, 30, 60, 120, 240, 480, 960, or 1920. (A numeric response is required
for subtypes 4-5). See Table 7-4/7-5 for acceptable speeds for each controller type.

NOTE

For an ATP Terminal Interface Controller, you can enter the max-
imum speed of 1920. For an ADCC Terminal Interface Controller,
the most you can enter is 960.

Because of DCU limitations on a Series 64/68 Console port, the

highest speed that you can enter for this port is 960, even with an
ATP Terminal Interface Controller.

Otherwise, enter 0 or a [(RETURN} to cause speed sensing at log on.

The dialog skips to Step 30 if you are not configuring a communications device.

RECEIVE TIMEOUT?
A value from Oto 32,767. Default is 20 seconds. Entering O disables the timeout
feature. Enter the positive number of seconds the communications software will wait

to receive text before terminating the read mode.

A batch job terminates if a timeout occurs. In a session, Receive Timeout is disabled.

NOTE

For all timeout responses (Steps 19, 20 and 21), the subsystem dis-
plays an error when the communications software (CS) disconnects
because of a timeout.

LOCAL TIMEOUT?

A value from Oto 32,767. Default is 60 seconds. Entering O disables the timeout
feature. Enter the positive number of seconds a ¢o tto
transmit or receive before disconnecting.

- =3 Tamnl cdnbine wwrs 1
wnected local station will wai
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22

23

The local timeout feature notes the time between requests to the communications
interface.

The local timeout feature is disabled in a session.

CONNECT TIMEOUT?

A value from Oto 32,767. Default is 900 seconds. Entering O disables the timeout
feature. Enter the positive number of seconds the local station will wait after one at-
tempt to make a connection to a remote station.

A connect timeout occurs if the "data terminal ready" signal fails to indicate line con-
nection within the specified time.

NOTE

Steps 19 through 21 apply only to CS devices with switched lines
connected through a modem (dial telephones, subtype 0). For CS
devices with nonswitched lines connected through 2 modem (private
lines, subtype 1), the dialog skips to Step 22. If the CS device is
hardwired (subtype 3), the dialog skips to Step 27.
DIAL FACILITY?
Enter YES when calls can be dialed from the local station. Enter NO when they can-
not. Enter the LDEV # of the INP if it is equipped for auto dlahng
ANSWER FACILITY?
Enter YESif the modem can answer calls, either manually or automatically. Enter NO
if it cannot. A ND response causes the next step to be skipped.
AUTOMATIC ANSWER?
Enter YES if the local modem can automatically answer calls. Enter NO if manual
answering is required.
DUAL SPEED?
Enter YES if the local modem is dual speed (European modem). Enter NOif it is single
speed. A “A ND response causes the next step to be skipped.

HALF SPEED?

Enter YESif the local modem is to operate at half speed. Enter NOif it is to operate at
full speed.

The dialog skips to Step 25.
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SPEED CHANGEABLE?

Enter YES if the speed of the line is changeable. Enter NO if the line speed is fixed.
You must respond YES if the line is hardwired and users “will specify the transmission
speed (that is, override the configured transmission speed).

TRANSMISSION SPEED?

For the Intelligent Network Processor, enter the speed in characters per second (150,
300, 600, 1200, 2400, 3600, 4800, or 7000).

The transmission speed you specify is ignored for modems that provide internal clock-
ing signals. This allows modems of different speeds to be used without reconfiguring
the operating system.

The speed you specify becomes the system default. For DS and MTS, the System
Operator can override the default by including the speed parameter in the :DSCONTROL
console command.

TRANSMISSION MODE?

Enter the appropriate number for the transmission mode in use.

0 = Full duplex (i.e. constant carrier)
1 = Half duplex (i.e. switched carrier)

Configure an INP for Full Duplex (0) if your facility uses one of the following:
e A leased line with four-wire point-to-point installation.

e A dial network with two lines (four-wire equivalent).

e A dial network with Wide Band Service.

Configure an INP for Half Duplex (1) if your facility uses one of the following:
¢ A leased line four-wire multidrop installation.

e A dial network with a single-line (two—-wire) installation.

¢ An HP Data Link.

»

A hardwired INP to INP.

Your response must agree with the remote system’s configuration and with the charac-
teristics of the communication line.
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31

32

PREFERRED BUFFER SIZE?

Enter the desired buffer size in words, up to a maximum of 1024 for an INP. Large
buffer sizes can increase transmission efficiency depending on the error rate of the
line, but use up memory space. Match buffer sizes whenever possible, because the ef -
fective buffer size that can be used is the smaller of the two buffer sizes between send-
er and receiver.

For MTS subsystems, your response must correspond to the strapped buffer size on the
Multipoint Communications Printed Circuit Assemblies in the multipoint terminals.

DRIVER CHANGEABLE?

Enter @_

DRIVER OPTIONS?

Enter 0.

Prior to G.01.00: RECORD WIDTH?

G.01.00 or later: RECORD WIDTH = XX7

Enter the record width (in decimal words) for the device. Default widths are referen-
ced in Tables 7-1/7-16. Disc device defaults should be used. However, for other
devices, any record width up to the maximum may be specified for your configuration.
Prior to G.01.00: OUTPUT DEVICE?

G.01.00 or later: OUTPUT DEVICE = XX?

If the device is ever used as a job or session input device, enter the class name or logical
device number to be used for the corresponding defauit job/session listing device.
There are advantages in using class names under certain circumstances. Suppose there
are two line printers and two card readers in the system. Both line printers are in class
LP. You may configure the output device for both card readers as LP. In this way,
jobs submitted from either card reader can acquire either one of the line printers

dynamically (provided at least one line printer is unallocated or spooled) at run time.

If this device is not a job/session input device, enter 0.

Prior to G.01.00: ACCEPT JOBS/SESSIONS?
G.01.00 or later: ACCEPT JOBS/SESSIONS= X?

To specify that this device can accept a job or session input stream (J in I/0 list), enter
YES. Otherwise, enter NO. Note that disc devices should not be job accepting.
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Prior to G.01.00: ACCEPT DATA?

G.01.00 or later: ACCEPT DATA = X7

To specify that this device can accept data external to a job or session input stream (A
in 1/0 list), enter YES. Otherwise, enter NO or (RETURN). Note that disc devices should
not be data acceptmg

Prior to G.01.00: INTERACTIVE?

G.01.00 or later: INTERACTIVE= X7

To specify that this is an interactive device (I), enter YES. Otherwise, enter NO. Note
that disc devices should not be interactive.

Prior to G.01.00: DUPLICATIVE?

G.01.00 or later: DUPLICATIVE= X?

To specify that this is a duplicative device (D in I/O list), enter YES. Otherwise, enter
ND. Note that disc devices should not be duplicative.

Prior to G.01.00: INITIALLY SPOOLED?

G.01.00 or later: INITIALLY SPOOLED = X7

To designate this device as being spooled at cold load (S in 1/0 list), enter YES.
Otherwise, enter NO or (RETURN); the dialog will proceed to Step 37.1.

INPUT OR QUTPUT?

This question is asked only if the device is initially spooled and the device is an in-
put/output device, such as a card reader/punch. Enter IN or OUT. If using device
defaults, this question is only asked if the device was not 1mtlally spooled, but the
default was overridden with a "Y" response.

G.01.00 or later: AUTO REPLY= X7

To designate this device as automatically allocatable (R in I/O list) enter YES.

Otherwise, enter NO. Note that a YES reply will be ignored for a device other than a
tape drive or serial disc.

w—r

Prior to G.01.00: IVER NAMET

DR
G.01.00 or later: DRIVER NAME=name?
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Enter the name of the program file containing the driver for this device (Tables
7-1/7-16). For drivers written and supplied by the user, this name must contain
from one to eight alphanumeric characters, beginning with an alphabetic character.
If the driver name is preceded by an asterisk (*), the driver will reside permanently in
main memory (which is not necessary for normal MPE operation).

NOTE

Steps 39 through 42 apply to CS devices with switched lines (device
type 17, subtype 0). The dialog for all other devices skips to Step
43.

PHONE LIST?

You can supply one number (usually a frequently dialed number) which will be the
system default. Note that MRJE does not use this number. Instead, it uses the num-
ber configured in the MRIJE configuration file.

Enter YES to provide a default phone number. Enter NOif none is to be provided. A
NO response causes the next step to be skipped.

PHONE NUMBER?

Enter a string of no more than 30 characters (which can include hyphens and blanks to
cause delays for dial tones).

LOCAL ID SEQUENCE?

Only DS recognizes local ID sequences.

The default local ID sequence can be specified in terms of a code or a number system.
Enter a [RETURN) for a nulii Iocal ID sequence. Enter a for a null local ID se-

quence. Enter one of the ietters below, followed by the ID sequence in quotes, if
code, or parentheses, if number system:

A = ASCII Example: A "JOE"
E = EBCDIC Example: E "STRING"
O = Octal Example: O (7, 35, 5)

H = Hexadecimal Ezxample: H (Al, IF, BB)

Do not enter more than 16 characters for the local or remote ID sequence.

REMOTE ID SEGUENCE?
Only DS recognizes remote ID sequences.

Enter the default remote ID sequence in the same format as the local ID sequence
(above). This can be repeated until a is entered.
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Prior to G.01.00: DEVICE CLASSES?
G.01.00 or later: DEVICE CLASSES = class?

Enter a list containing a device class name (devclass) (up to eight alphanumeric
characters, beginning with an alphabetic character). Device class names are separated
from each other by commas. These names are left to the discretion of the System
Supervisor. They will be used in certain file commands or intrinsics when any member
of a group of devices, rather than a specific device, can be referenced. No name need
be entered.

A device can belong to more than one class, such as DISC and FHDISC. Only the
classes DISC and SPOOL (if spooling is desired) are specifically required by MPE.
DISC is the default device class for building files. SPOOL is the device class for desig-
nating "spooling discs." Spool files will only be allocated on discs which are included
in the special device class SPOOL. User files also may reside on spooling discs.
JOBTAPE is usually included as a device class if the streaming facility is used.

The class DDUMP must be specified on the serial device to be used for doing memory
dumps.

LP is usually assigned to the system line printer.
PP is one of several classes commonly associated with the HP2680 Laser Printer.

The following classes must also be included if the User Logging Facility will be used
with devices in a class other than DISC:

TAPE must refer to devices in a magnetic tape class.
SDISC or CTAPE must refer to devices in a serial disc class.

If Step 44 is not necessary, control returns to Step 8.

IS develass A SERIAL DISC CLASS?

This question is asked for each class being implicitly created by this logical device
change, if the device being configured is a supported serial disc device, and devclass is
not the name of an existing device class.

Enter YES or NO or (RETURN).

Note that the response to this question must be NO for all classes of system and private
volume discs. If devclass is one of CTAPE, SDISC, or DDUMP, you should respond YES.

If the answer is YES, control returns to Step 8.

IS deveiass A FOREIGN DISC CLASST

This question is asked for each class being implicitly created by this logical device
change, if the device being configured is a supported serial disc device, and devclass is
not the name of an existing device class.

Answer YES or NO
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Note that a YES response is appropriate only if the class is NOT a serial disc class, a
private volume class, or a system disc class.

This question will be asked only if Question 44 was answered NO. Control returns to
Step 8.
46 Prior to G.01.00: MAX # OF OPENED SPOOLFILES = XXX?

G.01.00 or later: MAX # OF OPENED SPOOLFILES = XXX?
(MIN = 0, MAX = XXX)7

To change the maximum number of input and output spool files which can be opened
at one time, enter the new limit. To retain the current value, enter a RETURN). This
can be used to control the generation of output spool files.

The highest number you can specify as a maximum is dependent upon the number of
logical devices on your system. The formula for determining this maximum number of
spool files is:

E/F.00.00: 255 - (number of logical devices)

G.00.00 or later: 1023 - (number of logical devices)

NOTE

Each concurrent batch job to be executed requires at least two spool
files - one for standard input and one for standard output. Thus, if
you specify a maximum of 20 spool files in response to the above
prompt, the system is restricted to running ten concurrent jobs, as-
suming no sessions have opened spool files.

47 LIST 1/0 DEVICES?

To print a listing of the new input/output device configuration, enter YES. This list
appears in the format described in Step 5.

To suppress the list, enter NO.
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NOTE

The prompt in Step 48 below, appears only if you have configured a
CS device into the system.

LIST CS DEVICES?

Enter YES to list the characteristics of the new CS device configuration. Enter NO to

suppress the listing. On MPE V/P systems, the dialog will now skip to Step §7.

G.00.00 or later: TERMINAL TYPE CHANGES?

Enter YES to make changes to terminal type files. Otherwise, enter a to skip
to Step 57.

G.00.00 or later: LIST TERMINAL TYPE FILES?

Enter YES to list terminal type files. Otherwise enter a or NO to continue.

G.00.00 or later: DELETE TERMINAL TYPE FILES?

Enter YES to delete terminal type files. Otherwise enter a to skip to Step 53.

G.00.00 or later: FILES?

Enter file name to be deleted. This prompt repeats until a is entered.

G.00.00 or later: ADD TERMINAL TYPE FILES?

Enter YES to add terminal type files. Otherwise, enter a to skip to Step 56.

G.00.00 or later: FILE NAME?Y

Enter terminal type file name to be added.

G.00.00 or later: LOGICAL DEVICE #°‘S7

Enter logical device number of terminal. Steps 54 and 55 repeat until just a is
entered.

G.00.00 or later: LIS

Enter YES to list terminal type files. Otherwise enter a to continue.
CLASS CHANGES?
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If you plan to add, delete, or change device class specifications, enter YES and
continue at Step 58.

Otherwise, enter NO. All device classes are checked for validity. If there are no er-
rors, the dialog skips to Step 69. Otherwise, it returns to Step 4.

LIST CLASSES?

To list the device classes and the logical devices contained in them, enter YES. Enter
NO to suppress the listing.

The format of the listing is:

CLASS ACCESS LOGICAL
NAME TYPE DEVICES
Where:

¢ CLASS NAME shows the classes specified in the I/O configuration.

e ACCESS TYPE is in the form:

IN - serial input (device types 8-15).
ouT - serial output (device types 32-39).
DA ~ direct access (device types 0-7).
FD - foreign disc (device types 0, 2, 3).
SD - serial disc {(device types 0, 2, 3).

1/0,C - input/output, concurrent devices (device types 16-23).

1/0,NC - input/output, nonconcurrent devices (device types 24-31).

nn - the actual device type in numeric form sometimes appears in

place of the above abbreviations.
e LOGICAL DEVICES are the logical device numbers of all devices specified for this
class in the I/O configuration.

DELETE CLASSES?
To delete previously defined classes, enter YES. Otherwise, enter NO to skip to Step
61.
CLASSES?

Enter names, separated by commas, of classes to be deleted.

ADD CLASSES?

To define new classes or to add devices to previously defined classes, enter YES. To
skip to Step 68, enter NO.
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CLASS NAME?
To define a new class or to add devices to a previously defined class, enter class name.

To skip to Step 68, enter a (RETURN).

LOGICAL DEVICE #‘S7

Enter logical device numbers, separated by commas, in the preferred order of
allocation.

If it is not necessary to ask Question 64 or 66 the dialog returns to Step 62.

IN, OUT, OR IN/OUT?

Depending upon the types of the devices within the class, this question is asked to
determine the desired device class access type. Enter one of the following:

IN (Used primarily for card readers and some MRJE devices)
ouT (Generally used for printers)
IN/OUT (Used for terminals and magnetic tape devices)

If your response to this question was IN/OUT, then you are asked an additional
question:
CONCURRENT OR NON-CONCURRENT?

Are all the devices in the class capable of concurrent IN/OUT? If so, enter C.
Otherwise, enter NC.

If it is not necessary to ask Question 66, the dialog returns to Step 63.

SERIAL DISC CLASS?
This question is asked if all devices in the class are supported serial disc devices.

Enter YESif the class name is to be used exclusively for access of serial disc devices.

Enter NO for all other device classes.

NOTE

It is possible to configure a disc drive into two classes, one of which
is a serial disc class and the other which is not, thus giving the drive
the potential for use in either class.

The dialog returns to Step 63 if the answer is YES.
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67 FOREIGN DISC CLASS?
This question is asked if the class is not a serial disc class.
Enter YESif the devclass is to be used exclusively for access of foreign discs.

Enter NOif the devclass is not foreign disc.

68 LIST CLASSES?
To list the device classes and logical devices contained therein, enter YES.
To suppress the listing, enter NO.

If there are any errors in classes the dialog returns to Step 4.

69 LIST 1/0 DEVICES?
To print a listing of the new I/0 configuration, enter YES,

To suppress the listing, enter NO.

NOTE

The prompts in Steps 70 through 76, appear only if a CS device is
configured or if additional drivers exist (for the CS driver change-
able option). If neither case exists, the dialog returns to Step 4.

70 ADDITIONAL DRIVER CHANGES?

To prepare for additional driver changes, enter YES.

NOTE

The dialog skips to Step 74 if drivers have not yet been configured;
otherwise, if drivers already have been configured, the dialog
proceeds to Step 71.

If no additional driver changes are required, enter NO. The dialog returns to Step 4.

71 LIST ADDITIONAL DRIVERS?
To print a listing showing the presently configured additional drivers, enter YES.

To suppress this listing, enter NO.
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72 DELETE DRIVERS?
To delete an existing additional driver, enter YES; otherwise, enter NOand skip to Step
74.

73 DRIVER NAME?

Enter the name of the driver to be deleted. This prompt is repeated until you enter a
, or until all drivers are deleted.

74 ADD DRIVERS?

To prepare for adding drivers, enter YES; otherwise, enter NO. If you enter NO, you
will either return to Step 4 if drivers have not yet been added, or you will skip to Step
76.

75 DRIVER NAME?

Enter the name of the driver to be added. This prompt is repeated until you enter a
®ETURN), or until the maximum of 32 drivers have been added.

76 LIST ADDITIONAL DRIVERS

To print a listing showing the presently configured additional drivers, enter YES; to
suppress this listing, enter NO. The dialog will return to Step 4.

System Table Changes

The question “SYSTEM TABLE CHANGES?" is the second level-one question of the SYSDUMP
Program. If you answer no to this prompt, you will skip to the next level-one question, "MISC
CONFIGURATION CHANGES?" (Step 97). If you answer yes, the following level-two questions will
appear:

CST = 192 (MIN=80, MAX=2048)7

EXTENDED CST = 1024 (MIN=16, MAX=8191)7

DST = 1024 (MIN=70, MAX=4096)7

PCB = 256 (MIN=12, MAX=1024)7

1/0 QUEUE = 220 (MIN=20, MAX=1300)7

DISC REQUEST QUEUE = 255 (MIN=20, MAX=900)7

TERMINAL BUFFERS PER PORT = 6 (MIN=1, MAX=99)7

SYSTEM BUFFERS = 64 (MIN=8, MAX=253)7

SWAP TABLE = 1024 (MIN=128, MAX=540017

PRIMARY MESSAGE TABLE = 25 (MIN=10, MAX=1023)7

SECONDARY MESSAGE TABLE = 25 (MIN=10, MAX=1023)7

SPECIAL REGUEST TABLE = 20 (MIN=10, MAX=204827

ICS = 1500 (MIN=256, MAX=4096)7

L OADER SEGMENT TABLE = 16384 (MIN=2048, MAX=32760)7 Xkon G.00.00 or laterXx
UCOP REQUEST QUEUE = 150 (MIN=1, MAX=1024)7

TIMER REQUEST QUEUE = 255 (MIN=6, MAX=1023)7

BREAKPOINT TABLE = 30 (MIN=1, MAX=1024)7

MAX NUMBER OF USER LOGGING PROCESSES = 2 (MIN=2, MAX=64)7

MAX NUMBER OF USERS PER LOGGING PROCESS = 3 (MIN=1, MAX=256)7
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Step Number
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78

79

80

81

Dialog
SYSTEM TABLE CHANGES?

To bypass these changes, enter NOor and skip to "Miscellaneous Configuration
Changes" (Step 97).

To prepare your system for making changes to the CST, DST, PCB, 10Q, MTAB, or
other parameters relating to memory usage, enter YES and continue with the next
step.

Prior to G.01.00: CST = XXX?

G.01.00 or later: CST=<XXX> (MIN=80, MAX=2048)7

To change the size of the sharable portion of the Code Segment Table from XXX
entries to another value, enter the new value.

To retain the current value, enter a RETURN).

Prior to G.01.00: EXTENDED CST= XXXX?
G.01.00 or later: EXTENDED CST = <XXXX> (MIN=16, MAX=8191)7

To change the size of the program portion of the CST from XXXX entries to another
value, enter the new value.

To retain the current value, enter a RETURN).

Prior to G.01.00: DST = XXXX?

G.01.00 or later: DST

<XXXX> (MIN=70, MAX=4096)7

o change the size of the DST from XX XX entries to another vaiue, enter the new

To retain the current value, enter a (RETURN).

Prior to G.01.00: PCB = XXX?

G.01.00 or later: PCB = <XXX> (MIN=12, MAX=1024)7

To change the size of the PCB table from X XX entries to another value, enter the new
value.

To retain the current value, enter a (RETURN).
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Prior to G.01.00: 1/0 QUEUE = XXX?
G.01.00 or later: I/0 QUEUE = <XXX> (MIN=20, MAX=1300)7

To change the number of the input/output queue entries permitted from X X X entries
to another value, enter the new value.

To retain the current value, enter a (RETURNJ.

Prior to G.01.00: DISC REQUEST TABLE = XXX?
G.01.00 or later: DISC REQUEST QUEUE = <XXX> (MIN=20, MAX=900)7?

To change the size of the disc request table from XXX to another value, enter the new
value.

To retain the current value, enter a (RETURNJ.

Prior to G.01.00: TERMINAL BUFFERS PER PORT = XXX7
G.01.00 or later: TERMINAL BUFFERS PER PORT = <XX> (MIN=1, MAX=33)7

To change the number of terminal buffers per port in the system from XXX, enter
the new value.

To retain the current value, enter a (RETURNJ.

NOTE

Terminal buffers are shared among all terminals. Entering a num-
ber for terminal buffers "per port" will not necessarily limit a
given terminal to that number of buffers.

XXX?

Prior to G.01.00: SYSTEM BUFFERS

G.01.00 or later: SYSTEM BUFFERS = <XXX> (MIN=8, MAX=253)7

To change the number of system buffers in the system, from XXX to another value,
enter the new value. To retain the current value, enter a RETURN).

Prior to G.01.00: SWAP TABLE = XXX7

G.01.00 or later: SWAP TABLE = <XXX> (MIN=128, MAX=5400)7

To change the size of the swap table from XXX to another value, enter the new
value. To retain the current value, enter a (RETURN).
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Prior to G.01.00: PRIMARY MESSAGE TABLE = XXX?
G.01.00 or later: PRIMARY MESSAGE TABLE = <XXX> (MIN=10, MAX=1023)7
To change the size of the primary message table from XXX to another value, enter

the new value. To retain the current value, enter a BETURN). You should have at least
as many primary message table entries as system buffers.

Prior to G.01.00: SECONDARY MESSAGE TABLE = XXX°?

G.01.00 or later: SECONDARY MESSAGE TABLE <XXX> (MIN=10, MAX=1023)7

To change the size of the secondary message table from XXX to another value, enter
the new value. To retain the current value, enter a (RETURN).

Prior to G.01.00: SPECIAL REQUEST TABLE = XXX?

G.01.00 or later: SPECIAL REQUEST TABLE = <XXX> (MIN=10, MAX=2048)7

To change the size of the special request table from XXX to another value, enter the
new value. To retain the current value, enter a RETURN).

Prior to G.01.00: ICS = XXXX7?

G.01.00or later: ICS = <XXXX> (MIN=256, MAX=4095)7

To change the number of words in the interrupt control stack (ICS), enter the new
value. To retain the current value, enter a (RETURN).

G.00.00: LOADER SEGMENT TABLE = XXXXX?

G.01.00 or later: LOADER SEGMENT TABLE = <XXXXX>
(MIN=2048, MAX=32760)7

To change the number of words in the Loader Segment Table, enter the new value.
To retain the current value, enter a RETURN).

Prior to G.01.00: UCOP REQUEST QUEUE = XXX?

G.01.00 or later: UCOP REQUEST QUEUE

<XXX> (MIN=1, MAX=1024)7

To change the number of entries allowed in the user controller process request queue to
another value, enter the new value. To retain the current value, enter a (RETURN).

Prior to G.01.00: TIMER REQUEST LIST = XXX?
G.01.00 or later: TIMER REQUEST QUEUE = <XXX> (MIN=6, MAX=1023)7

To change the maximum number of concurrent time-out requests for the system clock
allowed, enter the new value. To retain the current value, enter a (RETURN).
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94 Prior to G.01.00: BREAKPOINT TABLE = XXX7
G.01.00 or later: BREAKPOINT TABLE = <XXX> (MIN=1, MAX=1024)7

To change the size of the breakpoint table from XXX entries, enter the new value. To
retain the current value, enter a (RETURN).

95 Prior to G.01.00: MAX NUMBER OF USER LOGGING PROCESSES = XXX7

G.01.00 or later: MAX NUMBER OF USER LDGGING PROCESSES = <XX>

(MIN=2, MAX=64)7

To change the maximum number of processes allowed on the system, enter the new
value. To retain the current value, enter a (RETURN}.

NOTE

Any change to the maximum number of user logging processes will
only take effect if the SYSDUMP is followed by a RELOAD.

XXX7

96 Prior to G.01.00: MAX NUMBER OF USERS PER LOGGING PROCESS

G.01.00 or later: MAX NUMBER OF USERS PER LOGGING PROCESS = <XXX>

(MIN=1, MAX=256)7

To change the maximum number of users per process, enter the new value. To retain
the current value, enter a (RETURN].

Miscellaneous Configuration Changes

The question "MISC CONFIGURATION CHANGES?" is the third level-one question of the SYSDUMP
Program. If you answer no to this prompt, you will skip to the next level-one question, " LOGGING
CHANGES?" (Step 112). If you answer yes, the following level-two questions will appear:

LIST GLOBAL RINS?

DELETE GLOBAL RINS?

# OF RINS = 48 (MIN=23, MAX=1024, USED=23)7

# OF GLOBAL RINS = 16 (MIN=4, MAX=1024, USED=4)7

# OF SECONDS TO LOGON = 120 (MIN=10, MAX=600)7

MAX # OF CONCURRENT RUNNING SESSIONS = 80 (MIN=1, MAX=500)7
MAX # DF CONCURRENT RUNNING JOBS = 8 (MIN=1, MAX=500)7
DEFAULT JOB CPU TIME LIMIT = 0 (MIN=0, MAX=32767)7

MESSAGE CATALOG CHANGES?

SOFTDUMP COMMAND CHANGES?
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Step Number
97

98

99

100

Dialog
MISC CONFIGURATION CHANGES?

To bypass these changes, enter ND or (RETURN) and skip to "Logging Changes" (Step
112).

To prepare your system for making the following miscellaneous configuration changes,
enter YES and continue with the next step.

e Listing and (optionally) deleting global resource identification numbers (RINs) as-
signed to users.

¢ Number of RINs available in the RIN pool.

¢ Maximum number of global RINs available.

e Number of seconds allowed for logging on.

* Maximum number of jobs allowed on the system.

¢ Mazximum number of concurrent sessions allowed in execution.
e Default central processor time limit for jobs.

e Message catalog changes.

LIST GLOBAL RINS?

To list the currently assigned global resource identification numbers (RINs), enter
YES. To suppress this listing, enter NO.

The listing consists of the RIN number and the name of the user and account to which
it is assigned (for each RIN).

DELETE GLOBAL RINS? (RELDAD option only.)

To prepare for deleting any of the currently assigned global RINs, enter YES. To
bypass deletion and skip to Step 102, enter NO.

ENTER RIN #7?
To delete a currently assigned global RIN, enter the RIN number.

This step is repeated until a is entered.
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NOTE

Since global RINs are permanently assigned to users and the RIN
numbers will be hard-coded into their programs, RINs should be
deleted with caution.
For this same reason, the most up-to-date RIN table (which resides
on disc) is used when the system is cold-loaded, except in the case
of a RELOAD. This implies that any changes to the RIN table oc-
curring during the SYSDUMP Program, including changes to the
size of the table, only take effect when the tape produced by the
program is cold loaded using the RELOAD option.

LIST GLOBAL RINS?

To list the updated global RINs (as in Step 98), enter YES.

To suppress the listing, enter NO.

Prior to G.01.00: # OF RINS MIN = YYY, MAX = XXXX?

G.01.00 or later: # OF RINS = <¥YY> (MIN=XX, MAX=1024, USED=XX)?

To change the number of RINs available in the RIN pool, enter a new value for XXXX.
This value must be at least as great as YYY. (YYY is the maximum of 5 and the highest
currently assigned global RIN number).

To maintain the current maximum, enter a (RETURN].

Changes will be effective only on a RELOAD.

Prior to G.01.00: # OF GLOBAL RINS USED = YYY, MAX = XXXX 7

G.01.00 or later: # OF GLOBAL RINS = <YYY>
(MIN=XX, MAX=1024, USED=XX)?

To change the maximum number of global RINs available, enter a new value for
XXX. Because of the current assignment of global RIN numbers, this must be at least
as great as YYY.

To maintain the current value, enter a RETURN).

Changes will be effective only on a RELOAD.

Prior to G.01.00: # OF SECONDS TO LOG ON = XXX7

G.01.00 or later: # OF SECONDS TO LOG ON <XXX> (MIN=10, MAX=600)7

To change the number of seconds allowed for logging on, enter the new value.

To retain the current value, enter a (RETURNJ.
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105

106

107

108

109

110

111

Prior to G.01.00: MAX # OF CONCURRENT RUNNING SESSIONS = XXXX7

G.01.00 or later: MAX # OF CONCURRENT RUNNING SESSIONS = <XXX>
(MIN=1, MAX=500)7?

To change the maximum number of sessions allowed in execution at one time, enter
the new value.

To retain the current value, enter a (RETURN).

Prior to G.01.00: MAXIMUM # OF CONCURRENT RUNNING JOBS = XXX?

G.01.00 or later: MAX # OF CONCURRENT RUNNING JOBS = <XXX>
(MIN=1, MAX=500)7

To change the maximum number of jobs allowed in execution at one time, enter the
new value.

To retain the current value, enter a (RETURN).

Prior to G.01.00: DEFAULT JOB CPU TIME LIMIT =XXXXX?

G.01.00 or later: DEFAULT JOB CPU TIME LIMIT = <XXXXX>
(MIN=0, MAX=32767)7

To change the value, enter the new value in seconds. A zero implies that jobs are not
limited; sessions are limited only if the user supplies a limit on the :HELLO command.

To retain the current value, enter a RETURN).

MESSAGE CATALOG CHANGES?
To create a new message catalog from a user-supplied file, enter YES.

To skip to Step 110, enter NO or a [RETURN).

CATALDG INPUT FILE NAME?

Name of disc file or formal designator to define the input file from which new catalog
is to be built.

SOFTDUMP COMMAND CHANGES?

To make changes, enter YES. For no changes, enter NOdialog. Skips to Step 112.

SOFTDUMP COMMAND FILE NAME?
Enter file name.
Dialog will respond with: NEW COMMAND FILE CREATED
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Logging Changes
The question "LOGGING CHANGES?" is the fourth level-one question of the SYSDUMP Program. If
you answer no to this prompt, you will skip to the next level-one question, "DISC ALLOCATION
CHANGES?" (Step 119). If you answer yes, the following level-two questions will appear:

LIST LOGGING STATUS?

STATUS CHANGES?

LOG FILE RECORD SIZE (SECTORS) = 2 (MIN=1, MAX=8)7

LOG FILE SIZE (RECORDS) = 1024 (MIN=16, MAX=32767>7
Step Number Dialog
112 LOGGING CHANGES?

To bypass these changes, enter NO or and skip to "Disc Allocation Changes"
(Step 119).

To prepare your system for making changes to the logging characteristics of the sys-
tem, enter YES and continue with the next step.

113 LIST LOGGING STATUS?

To print a list of the events that can be logged and whether or not they are currently
being logged, enter YES.

To suppress the listing, enter NO.

114 STATUS CHANGES?

To prepare for changes to the logging status, enter YES. If no changes are desired, en-
ter NO to skip to Step 117.

115 ENTER TYPE, ON/OFF?

You should enter the type number of the event (defined below), a comma (,), and
either ONto signify that it is to be logged, or OFF to state that it is not.
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116

117

The following events may be logged:

Type No.

HH_HHHH_H
PV N AL PRININL W~

Event

Logging enabled.

Job initiation.

Job termination.

Process termination.

File close.

System shutdown.

Power failure.

Spooling log record.

Line disconnection.

Line close.

I/0 error.

Physical mount/dismount log record.
Logical mount/dismount log record.
Tape labels log record.

Console log record.

Program file event.

Call process signals.

DCE provided information.

NOTE

For software release G.00.00, event 1 must be ON for any logging
to take place. Turning event 1 OFF will disable all types except 11,
If event 2 is on and logging is enabled, the default input priority
for jobs and sessions is 8; if event 8 is on and logging is enabled, the
default output priority is 8. The normal default is 8 for both input
and output priorities. Event 11 will always be enabled. Requests

to disable this type will be ignored.

Step 115 is repeated until a is entered.

LIST LOGGING STATUS?

To list the updated logging status, respond with YES. To suppress the listing, enter ND.

Prior to G.01.00: LOG FILE RECORD SIZE (SECTORS) = XX7

G.01.00 or later: LOG FILE RECORD SIZE(SECTORS) = <X> (MIN=1, MAX=8)7

To change the value of the log file physical record size, enter the number of sectors
desired. This number determines the size of the buffer for entries in the log file. (A
sector is equal to 128 words.)

To retain the current value, respond with a RETURN).
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Prior to G.01.00: LOG FILE SIZE (RECORDS) = XXXX7

G.01.00 or later: LOG FILE SIZE (RECORDS) = <XXXXX>

(MIN=16, MAX=32767)7

To change the maximum number of physical records permitted in the log file, enter a
new value. The log file has 16 extents, so each extent will contain:

[Gog file size/16) * (log file record size)] = sectors of disc space.

To retain the present value, enter a (RETURNJ.

Disc Allocation Changes

The question "DISC ALLOCATION CHANGES?" is the fifth level-one question of the SYSDUMP

Program.

If you answer no to this prompt, you will skip to the next level-one question,

"SCHEDULING CHANGES?" (Step 133). If you answer yes, the following level-two questions will

appear:

MAX DIRECTORY SIZE (SECTORS) = 5000 (MIN=4311, MAX=65000, USED=2508)7
LIST VOLUME TABLE?

DELETE VOLUME?

ADD VOLUME?

LIST VOLUME TABLE?

VIRTUAL MEMORY CHANGES?

MAX # OF SPOOLFILE KILDSECTORS = 1024 (MIN=0, MAX=777777)7

# OF SECTORS PER SPODLFILE EXTENT = 2048 (MIN=128, MAX=32764)7

Step Number Dialog

119

120

DISC ALLOCATION CHANGES?

To bypass these changes, enter NO or and skip to "Scheduling Changes" (Step
133).

To prepare your system for making disc allocation changes, enter YES and continue
with the next step.

Prior to G.01.00: DIRECTORY USED = YYYY, MIN = 222z, MAX = XXXX7?

G.01.00 or later: MAX DIRECTORY SIZE (SECTORS) = XXXX
(MIN=ZZZZ, MAX=65000, USED=YYYY)?

To change the maximum size of the directory from XXXX sectors, enter the new
value; YYYY specifies the amount of directory currently used; ZZZZ specifies the min-
imum value to which XXX X can be set. (ZZZZ will often be greater than YYYY due
to unused areas that are not at the end of the space allotted to the directory.)
Maximum size cannot exceed 65,000 sectors.

To retain the present maximum size, enter a (RETURN).
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121

122

123

124

125

[cavTion]

Changes made to the directory size will only become ef-
fective on a RELOAD from the tape produced by the
SYSDUMP Program.

LIST VOLUME TABLE?

To list the disc volumes and their currently-assigned logical device numbers, enter
YES.

The listing is printed in the following format:
VOLUME # NAME LOG DEV#

volnumber volname ldev

In this listing, volname is a name of up to eight alphanumeric characters, beginning
with an alphabet, identifying the volume ; ldev is the logical device number assigned to
that volume.

To suppress this listing, enter NO.

NOTE

Volume table changes take effect during RELOAD only.

DELETE VOLUME?

To prepare to delete a volume, enter YES. To bypass deletion and skip to Step 124,
enter NO.

ENTER VOLUME NAME?

To delete a volume, enter the volume name. (When the name is entered, the question
is repeated.) Otherwise, enter RETURN).

ADD VOLUME?

To prepare to add a volume, enter YES. To bypass addition and and skip to Step 126,
enter NO.

ENTER VOLUME NAME

To add a volume, enter the volume name. (When the name is entered, the question is
repeated.) Otherwise, enter (RETURN).
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LIST VOLUME TABLE?

To list the disc volumes and their currently assigned logical device numbers {as in Step
121), enter YES. In this listing, volumes just added (Step 124) will have logical device
numbers of zero. To suppress this listing, enter NO.

VIRTUAL MEMORY CHANGES?

To change the allocation of disc space used for virtual memory, enter YES. To retain
the current allocation, enter ®ETURN). Dialog skips to Step 131.

Changes made in SYSDUMP to the virtual memory allocation for LDEV 1 {the system
disc) will only take effect on a RELOAD. Allocation changes for other discs will take
effect on a COLDSTART, UPDATE or RELOAD.
Prior to G.01.00: LIST VIRTUAL MEMORY ALLOCATIDN?
G.01.00 or later: LIST VIRTUAL MEMORY DEVICE ALLOCATION?
To list the disc volume, logical device number, and virtual memory allocation, enter
YES. To suppress listing, enter a BETURN). The listing is printed in the following
format:

VOLUME NAME LDEV# VM ALLOCATION

MH7920U0 1 10
Prior to G.02.00: ENTER VOLUME, SIZE IN KILOSECTORS?
G.02.00: ENTER VOLUME, SIZE IN KILOSECTORS (MAX=255)7
Enter volume name or logical device number, a comma (,), and the size (in kilosec-
tors). If an incorrect value is specified, you will receive an error message telling you

to enter another value. The same question, ENTER VOLUME, SIZE IN
KILOSECTORS, will reappear.

If you are on MPE version G.00.00 or later, you may need to con-
figure at least four kilosectors of virtual memory space on logical
device 1. It is, however, a legal input to configure one kilosector
of virtual memory space on this device, due to the complexity of
different system configurations.

VIRTUAL MEMORY CHANGES?

Enter a YES. to loop back to Step 128. Enter a (RETURN to continue dialog.

Prior to G.01.00: MAX# OF SPOOLFILES KILOSECTORS=XXXXX?

G.01.00 or later: MAX # OF SPOOLFILE KILOSECTORS = <XXX>
(MIN=0, MAX=777777)7

7-39



System Configuration/Startup

To change to maximum number of sectors (expressed in thousands of sectors) which
can be allocated to spool files, enter new value.

The retain the current limit, enter a (RETURN).

—
7%
™~

Prior to G.01.00: # OF SECTORS PER SPOOLFILE EXTENT = XXXXX?

G.01.00 or later: # OF SECTORS PER SPOOLFILE EXTENT
(MIN=128, MAX=32764)7

<XXXXX>

Enter the size for each spool file extent (must be between 128 and 32,767 sectors).

Scheduling Changes

The question "SCHEDULING CHANGES?" is the sixth level-one question of the SYSDUMP Program.
There are no level-two questions for this prompt.

Step Number Dialog
133 SCHEDUL ING CHANGES?
This heading preserved to eliminate the need to alter batch job headings.

Subheading reserved for future use.

NOTE

Scheduling changes are accomplished only by use of the :TUNE
command.

Segment Limit Changes

The question "SEGMENT LIMIT CHANGES?" is the seventh level-one question of the SYSDUMP
Program. If you answer no to this prompt, you will skip to the next level-one question, "SYSTEM
PROGRAM CHANGES?" (Step 142). If you answer yes, the following level-two questions will appear:

MAX # OF CONCURRENT RUNNING PROGRAMS = 127 (MIN=1, MAX=511)7
MAX CODE SEGMENT SIZE = 16384 (MIN=1024, MAX=16384)7

MAX # OF SEGMENTS/PROCESS = 63 (MIN=1, MAX=255)7

MAX STACK SIZE = 31232 (MIN=256, MAX=31232)7

MAX EXTRA DATA SEGMENT SIZE = 32764 (MIN=0, MAX=32764)7

MAX # OF EXTRA DATA SEGMENTS/PROCESS = 255 (MIN=0, MAX=255)7
STD STACK SIZE = 1200 (MIN=256, MAX=4096)7
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Dialog
SEGMENT LIMIT CHANGES?

To bypass these changes, enter NO or and skip to "System Program Changes"
(Step 142).

To prepare your system for making changes to the limits on code and data segments,
enter YES and continue with the next step.
Prior to G.01.00: MAX # OF CONCURRENT RUNNING PROGRAMS=XXX?

G.01.00 or later: MAX # OF CONCURRENT RUNNING PROGRAMS = <XXX>
(MIN=1, MAX=511)7

This parameter is often referred to as "CST Block Table." To change the maximum
number of concurrently running programs from XX X, enter the new value.

To retain the current value, enter a (RETURNJ.

Prior to G.01.00: MAX CODE SEGMENT SIZE=XXXXX?

G.01.00 or later: MAX CODE SEGMENT SIZE = <XXXXX>
(MIN=1024, MAX=16384)7

To change the maximum number of words allowed in any code segment from
XXXXX, enter the new value.

To retain the current value, enter a (RETURNJ.

Prior to G.01.00: MAX # OF SEGMENTS/PROCESS = XX7

G.01.00 or later: MAX # OF SEGMENTS/PROCESS <XX> (MIN=1, MAX=255)7

To change the maximum number of code segments allowed any user process, enter the
new value.

To retain the current value, enter NO.

Prior to G.01.00: MAX STACK SIZE = XXXXX7?

G.01.00 or later: MAX STACK SIZE = <XXXXX> (MIN=256, MAX=31232)7

To change the maximum number of words allowed in any user stack from XXXXX,
)

enter the new value. {A maximum value of 31,232 is permitted.)

To retain the current value, enter a (RETURNJ.
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139 Prior to G.01.00: MAX EXTRA DATA SEGMENT SIZE = XXXXX?

G.01.00 or later: MAX EXTRA DATA SEGMENT SIZE= <XXXXX>
(MIN=0, MAX=32764)7

To change the maximum number of words allowed in any extra data segment from
XXXXX, enter the new value. New value must be divisible by 4 without a
remainder.

To retain the current value, enter a (RETURN).

140 Prior to G.01.00: MAX # OF EXTRA DATA SEGMENTS/PROCESS = XXX?

G.01.00 or later: MAX # DF EXTRA DATA SEGMENTS/PROCESS = <XXX>
(MIN=0, MAX=255)7

To change the maximum number of extra data segments that a process can have, enter
the new value.

To retain the current value, enter a (RETURN).

141 Prior t0 G.01.00: STD STACK SIZE = XXXX7?
G.01.00 or later: STD STACK SIZE= <XXXX> (MIN=256, MAX=4096)7
To change the number of words initially assigned for a user stack (Z-QI area) by
default (when the user specifies no value) at preparation time from XXX X, enter the

new value.

To retain the current value, enter a (RETURN).

System Program Changes

The question "SYSTEM PROGRAM CHANGES?" is the eighth ievei-one question of the SYSDUMP
Program. If you answer no to this prompt, you will skip to the last level-one question, "SYSTEM SL
CHANGES?" (Step 144). If you answer yes, the following level~two question will appear:

ENTER PROGRAM NAME , REPLACEMENT FILE NAME?

Step Number Dialog
142 SYSTEM PROGRAM CHANGES?

To bypass these changes, enter NO or and skip to "System SL Changes" (Step
144).

To prepare your system to replace a program belonging to the system, enter YES and
continue with the next step.
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ENTER PROGRAM NAME, REPLACEMENT FILE NAME?

To replace a program belonging to the system, enter the name of the program, a
delimiting comma, and the name of the program file which is to replace the program.
The replacement program need not be in the public group of the system account,
PUB.SYS. However, a fully qualified program file name will be required if the
program file is not in the logon account/group structure.

The question is repeated until a is entered.

System SL Changes

The question "SYSTEM SL CHANGES?" is the last level-one question of the SYSDUMP Program. If
you answer no to this prompt, you will skip to "ENTER DUMP DATE?" (Step 153) under the heading
entitled "Terminating the SYSDUMP Program". If you answer yes, the following level-two questions

will appear:

LIST LIBRARY?
DELETE SEGMENT?
REPLACE SEGMENT?
ADD SEGMENT?
LIST LIBRARY?

Step Number Dialog

144

145

146

SYSTEM SL CHANGES?

To bypass these changes, enter NOor and skip to “Terminating the SYSDUMP
Program" (Step 153).

To prepare your system for making changes to the system Segmented Library
(SL.PUB.SYS) enter YES and continue with the next step.

LIST LIBRARY?

To list the names of the code segments in the system Segmented Library and their
entry points and external procedures, enter YES.

NOTE

he list is extremely long. To suppress this listing, enter
0.

Zz =

DELETE SEGMENT?

To prepare for deleting a code segment from the system Segmented Library
(SL.PUB.SYS), enter YES.

To proceed directly to Step 148, enter NO.
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147

148

149

150

ENTER SEGMENT NAME?

To delete a code segment from the system Segmented Library, enter the name of that
segment. (When the segment name is entered, the question is repeated.)

Otherwise, enter a (RETURN).

REPLACE SEGMENT?
To prepare for replacing a code segment in the system Segmented Library, enter YES.

To proceed directly to Step 150, enter NO.

ENTER SEGMENT NAME, USLFILE NAME [,S/C/P1?

To replace a code segment in the System Segmented Library, enter the name of the
segment; a delimiting comma, and the name of the USL file where the replacement
segment can be found. Also, optionally, enter a delimiting comma followed by one of
these indicators:

None Segment is placed in the library as a user segment, but is not permanently
allocated.

P To declare the segment to be a permanently allocated user segment. This op-
tion requests the same function as the :ALLOCATE command, defined in the
Commands Reference Manual (32033-90006).

S To declare the segment to be a permanently allocated system intrinsic seg-
ment (in virtual memory).

C To declare the segment to be a Core Resident system intrinsic segment.

The question is repeated until a is entered.

Te proceed without replacing a code segment, enter a (RETURN].

NOTE

If you incorrectly enter a USL file name, an error message results
and the SYSDUMP Program proceeds back to Step 146. The seg-
ment which was to have been replaced has, in fact, been deleted.
You may proceed to Step 150 and attempt to add the USL file.

ADD SEGMENT?

To prepare for adding a code segment to the system Segmented Library, enter YES.

Otherwise, enter NO to skip to Step 152.
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151 ENTER SEGMENT NAME, USLFILE NAME [,S/C/P17
To add a code segment to the system Segmented Library, enter the name of the seg-
ment; a delimiting comma, the name of the USL file where the segment can be found.

Also, optionally, enter a delimiting comma followed by one of these indicators:

None Segment is placed in the library as a user segment, but is not permanently
allocated.

P To declare the segment to be a permanently allocated user segment, in virtual
memory. This option requests the same function as the :ALLOCATE command,
defined in the Commands Reference Manual (32033-90006).

S To declare the segment to be a permanently allocated system intrinsic seg-
ment, in virtual memory.

C To declare the segment to be a Core Resident system intrinsic segment.
The question is repeated until a is entered.

Otherwise, enter a (RETURN).

NOTE

If you enter a USL file name which is in error (any error), an error
message results and the SYSDUMP Program proceeds back to Step
146.

152 LIST LIBRARY?

To list the updated system Segmented Library, enter YES.

NOTE

The list is extremely long. To suppress this listing, enter NO.

Terminating the SYSDUMP Program

You are now at the end of the SYSDUMP Program; the point at which you arrive after either making
system configuration changes or bypassing the changes. It is time to create your serial storage media.
If you have just made any system configuration changes, they will be copied onto the storage media,
along with other information.
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Step Number

153

154

Dialog

ENTER DUMP DATE?

Much of what will soon be copied onto your serial storage media depends on your
response to this question. There are four possible responses, each allowing vou to copy

something different:

. (and nothing else). This response copies MPE, the 1/O configuration,

parameter settings, and any chang